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Customs Brokers & Forwarders Council of Australia Inc.

Commentary

on

Maritime Transport Security Bill 2003

Part 1, Division 5, Clause 11

Unlawful Interference

In relation to the unlawful interference with maritime transport as referenced in Clause 11, sub clause (e) it is noted that service providers in the barrier clearance and international freight forwarding industry, as well as their subcontractors, are covered by this provision unless they have a defence of due care.

The question raised in relation to this provision is that certain cargoes placed on board a ship in particular dangerous goods, will place the ship at risk notwithstanding that the master of the vessel being aware, or not, of the carriage of those goods.  In certain circumstances intermediaries or service providers are not necessarily aware of the contents of containers save from information provided by their client.  They are however responsible for undertaking the carriage of the goods to the port and are also responsible for having the goods placed on board the vessel.

This issue is raised as a general point and it may be appropriate in relation to any maritime security arrangements that all intermediary or service providers, in a manner similar to the Regulated Agent Program operated by the Department of Transport and Regional Services (DOTARS) as it relates to air freight, meet an appropriate security standard as to security arrangements for marine transit.

Not only would this provide a more appropriate level of security for the vessel, it would also effect the supply chain service providers from the place of packing, its carriage, and depot and terminal operations.

Part 6, Division 2, Clause 97

Security Regulated Ports

In relation to this Division as to the meaning of a port operator and as to the power of port operators to screen and clear people, goods, vehicles and vessels a need will exist to determine the power of the port operators as they relate to security as against the power of regulatory authorities such as the Australian Customs Service (Customs), the Australian Quarantine & Inspection Service (Quarantine)  as to their control and movement of people, goods and vessels through the security regulated port and in the port area.

It is clear that an opportunity will exist for the parties to work in concert on determined security and other regulatory compliance arrangements so that those entering and leaving a security regulated port area are not subject to a fragmented approach of control and compliance within that area.

The issue of security regulated port screening and clearing arrangements (as referenced in Division 2, Part 7), will need appropriate administrative guidelines in that within any port Customs under Section 15 (port) and Section 77G (terminal and depots) of the Customs Act have particular powers to control persons and goods.  In addition, Quarantine also have control powers as they relate to goods and persons in the same areas.  These powers will now be overlaid by security arrangements within the security regulated port.

Part 7, Division 2, Clause 115 and Clause 116

Screening and Clearing

Clauses 115 and 116 have particular impact on service providers, their employees and sub contractors as regards persons and / or goods:

· entering an area within a security regulated port, or

· goods being taken into an area within a security regulated port.

In addressing the screening of persons under Clause 115, the CBFCA sees that an opportunity exists for a standardised identity card to be used for the entry of regular users into the port area.  

The CBFCA notes the provisions of Part 8, Division 5 as it relates to maritime security guards and the need for those persons to appropriately screen persons entering a security regulated port.  While the CBFCA understands that there is a proliferation of cards used to identify staff in terminal and depot operators and other operations within port environments, it may now be appropriate to standardise on a "port card" the administration of which could be handled by port authorities responsible for the  port security program.

In today's environment opportunities exist for identification cards to be embedded with a variety of information that may relate to issues such as access to a security regulated port, digital certification for computer system access (for example those in the barrier clearance and international freight forwarding industry will require digital certification for declaration and reports to Customs), building access arrangements and a variety of other requirements.

The technology and the commercial viability of such smart cards is now available and the barrier clearance and international freight forwarding industry has been working with service providers on smart card arrangements to fulfil a multiplicity of identification requirements.  Opportunity exists to build on these arrangements.

The CBFCA also notes that the requirements for screening will be in accordance with regulations and in this regard the CBFCA would seek input on the development of the regulatory principles. 

Clause 116

As regards the screening of cargo taken into an area within a security regulated port, the CBFCA notes the provision of Clause 116 and again in a manner similar to input as to any Regulation relating to Clause 115 would seek to be involved in discussions on this processes.

There is in place certain requirements within Customs and Quarantine law as it relates to cargo being delivered to ports as well as the need for information to be provided (to Customs) prior to the cargo being accepted by terminals or depots and the CBFCA believes that these and enhanced arrangements will provide an appropriate basis for the screening of cargo delivered to a security regulated port.  Existing arrangements enhanced by the screening of persons, in particular carriers of container will provide for an appropriate and cost effective screening of goods delivered to a security regulated port.

Clause 117

As to the screening of vehicles particularly by those transporting cargo, the CBFCA is of the opinion that the melding of Clause 115 and 116 would provide the appropriate level of screening for transport vehicles entering security regulated ports.  With a multiplicity of carriage companies, as well as drivers operating within a security regulated port, the identification card process referenced under Clause 115 would, in the opinion of the CBFCA, provide for the appropriate level of identification and screening as envisaged in Clause 117.

Part 8, Division 4

Powers of Officials

Within a security regulated port the power to stop and search people and / or vehicles currently exist with Customs and the new provisions in Clause 153 and 154 as to law enforcement officers being able to stop and search people and / or vehicles, clearly needs to be addressed as regards a separation of power guidelines as well as appropriate notification to all who enter security regulated ports as to them being subject to such powers.

The concept of reasonable cause to believe as to stop and search is at times misused by law enforcement and other regulatory agencies.  In circumstances where reasonable cause has not been shown by the law enforcement officers within a security regulated port, there needs to be accountability / damages option, other than common law remedies against those who invoke provisions outside the scope of their authority.

Part 8, Division 5

Maritime Security Guards

The CBFCA notes that for maritime security guards the need for appropriate training and qualification.  The CBFCA sees these issues as critical in terms of person / cargo / vehicle screening and clearance.  Training must be delivered to a competency based standard with appropriate attention given to not only compliance provisions but also to the rights and liabilities of users of the port. 

While it is acknowledged that a regulated security port will not be a place attended by main stream citizens, security guards demeanor and enforcement must be to a standard appropriate to the parties being assessed.

Part 10, Division 3

Protection and use of Security Compliance Information

The collection of any data as to individual or corporate entities requires use of such information to in accordance with appropriate Privacy Principles.  These Privacy Principles must be reinforced to all parties responsible for the collection of security compliance information.  Precedence has shown with many regulatory agencies, protection and the use of information gathered is not always in accord with Privacy Principles.
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