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Question 1.

For each of the MSIC and ASIC card systems:

a. Provide a sample application form and instructions

With regards to ASICs:

Senator Ludwig has asked that DOTARS provide an explanation as to why there is no 'sample’ ASIC

application form, and also requested that DOTARS provide a number of examples of ASIC application
forms (including CASA's).

There are 192 ASIC issuing bodies (IBs). IB historically use application forms for multiple purposes,
including access controls, corporate ID etc. The part of the application required to undertake the
background check is provided to IBs by the Australian Federal Police.

This submission includes the ASIC application forms used by CASA (including an information sheet)
at Annex A, the Australian Customs Service (Customs) at Annex B and Canberra Airport at Annex C.

With regards to MSICs:
A template for an MSIC application form can be found at Annex D. MSIC IBs are able to modify this
template to suit their own purposes.




b. A list of the supporting documentation required for an application

With regards to the ASIC program:
The regulatory requirements are outlined in the Aviation Transport Security Regulations 2005 and the
identification requirements for ASICs are also outlined in the application forms used by the IBs.

With regards to the MSIC program:

The Maritime Transport and Offshore Facilities Regulations 2003 require that a primary identification
document and either one secondary or two tertiary documents are provided as evidence of an
applicant’s identity.

The kinds of documents required are provided in Regulation 6.07G “Kinds of identification document’.
This Regulation is provided at Annex E. Information has been provided to issuing bodies to assist
them to determine the kinds of documents that are acceptable. A copy of this information can be found
at Annex F.

In addition to the identity documents, applicants are required to show that they have or will have an
operational need to work in a maritime security zone and may also be required to provide evidence that
they have the right to work in Australia.




c. Detail of what processes are currently in place (e.g. for the storage/retention of applications,
the details of any databases etc.)

The background checking function is currently conducted by the DOTARS Background Checking
Unit.

The process begins with ASIC/MSIC issuing bodies (I1Bs) gathering information to assess eligibility
and suitability of applicants. The information is collected in both soft and hard copy. The IBs are
required to keep all relevant records for a period of seven years in secure storage. Access to the
documents/data is controlled. Expectations are reflected in the documented (and audited) plans of
issuing bodies, an example of which is at Annex G.

DOTARS retains documents/data relevant to ASIC/MSIC applicants consistent with the Archives Act.
They are securely housed and access to them is strictly controlled on a ‘need to know’ basis.

Data received from issuing bodies and derived from within government and used by DOTARS to
assess ASIC/MSIC applicants’ suitability (criminal history and security assessment) is stored on secure
databases managed by DOTARS.




d. Details of the provisions of the relevant Act and regulations which cover the application and
background-checking processes

With regards to the ASIC program:

A number of sections of the Aviation Transport Security Act 2004 and the Aviation Transport Security
Regulations 2005 cover the ASIC application and background-checking processes. Within the Act,
sections 35, 37 and 133 are relevant. Specific Regulations of relevance are 6.02, 6.26, 6.27A, 6.28 and
6.31. These are reproduced in full at Annex H.

With regards to the MSIC program:

A number of sections of the Maritime Transport and Offshore Facilities Security Act 2003 and the
Maritime Transport and Offshore Facilities Security Regulations 2003 cover the MSIC application and
background-checking processes. Within the Act, sections 105, 109, 113 and 209 are relevant. Specific
Regulations of relevance are 6.07G, 6.07H, 6.08B and 6.08C. These are reproduced in full at Annex I.




Annex A

CASA - ASIC application information sheet
CASA — ASIC application form
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| Australian Government INFORMATION SHEET FOR
% Civil Aviation Safety Authority CASA APPLICATION FORM 639

Aviation Security Identification Card (ASIC)
Aviation Security Status Check/Aviation Identification (AVID)
Student Pilot Licence (SPL)

COMPLETE FORM 639 IF YOU ARE APPLYING FOR:

* An Aviation Security Identification Card (ASIC);
* An Aviation Security Status Check and Aviation Identification (AVID); or
¢ A Student Pilot Licence (SPL).

Note: You must hold or be applying for a CASA flight crew licence or special pilot licence to be issued an ASIC or AVID.

Note: You do not need to complete a separate Aviation Reference Number (ARN) application if you do not already have an ARN.

GENERAL INSTRUCTIONS ABOUT COMPLETING THE FORM:

If completing online, Tab to next item or Shift+Tab to previous item [IALI-RIETHRGERS IS CUA|

* Read all the instructions carefully.
* Entries should be written in CAPITALS and with a black pen.
¢« Where you are required to enter your name, enter your full name including all your given names.

¢ Use a separate sheet if the available space in the application form is insufficient - include your name and date of birth on
each additional sheet and show the number of pages attached.

¢  Only completed forms will be processed — to avoid delays please check that the form is complete and any attachments
(such as certified copies of identification documents) are included.

* Incomplete forms will be returned to the applicant.

¢ Ensure the appropriate fees are included. The application will not be processed unless you have paid the correct fee to
CASA.

* Ensure proof of identity documents are correctly certified and attached to this form.
¢ Ensure you have included 2 recent photographs, one of which should be certified.

e |f applying for an ASIC you must complete page 6 of the form. If you are applying for an AVID you must complete page 7 of
the form.

+ You need to provide a copy of at least one document that has your photograph on it (eg your drivers licence).

* |f you have changed your name, then previous and current names MUST be included on the form {eg. Maiden, de facto,
deed poll etc.) You need to also include this information on the Police Records Check section of the form.

¢ The application WILL NOT be processed if it is more than 3 months old.

¢ Submit your application by mail to:

CLARC

CASA

GPO Box 2005
Canberra, ACT 2601

= To find out more about applying for an ASIC or AVID or obtaining a CASA licence, go to CASA’s website at
Www.casa.gov.au

= Contact details for CASA’s Licensing and Registration Centre (CLARC) are:
email: clarc@casa.gov.au phone: 1300 737 032 fax: 1300 737 187

STUDENT PILOT LICENCE APPLICATIONS:

To apply for a student pilot licence, you must complete CASA form 639.

Page 2 of the application form must be completed in full including the declaration that you are competent communicating in
English to the standard required for exercising the privileges of a student pilot licence. This declaration must be made by a Chief
Flying Instructor, Approved Testing Officer or CASA Flight Operations Inspector, Grade One Flight Instructor.
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BACKGROUND INFORMATION:

CASA is an ASIC Issuing Authority and can only issue ASICs to employees of CASA and to persons who are licensed and qualified
to operate Australian Civil Registered aircraft.

ASICs are issued only after security check requirements are met and are normally valid for 2 years from the date the security
checks were completed. Some ASICs are issued with a shorter validity period (usually 12 months).

If you apply for an ASIC based on an earlier Police check, the ASIC will be valid for less than 2 years.

CASA issues AVIDs to flight crew licence holders who complete an aviation security status check if they do not hold an ASIC issued
by CASA. Security checks for the AVID are valid for up to 5 years.

Filots do NOT need to hold an ASIC and an AVID.

PHOTO LICENCE

A photo licence is a paper document with the holder’s licence details and a black and white photo on the first page.
CASA FORM 639

CASA’s Application Form 639 is used as part of the assessment process to determine whether you are suitable to hold a flight crew
licence or special pilot licence. CASA has asked for your consent on CASA Form 639 to obtain an Australian Federal Police,
Australian Security Intelligence Organisation and Department of Immigration and Multicultural Affairs records check. Any
information CASA collects from these or other commonwealth agencies will be used in assessing your eligibility to hold a flight crew
licence, special pilot licence or ASIC or determining your aviation security status.

Unless statutory obligations require otherwise, the information provided on the application form will not be used without your prior
consent for any purpose other than in relation to an aviation security status check, an ASIC application, flight crew licensing and
maintaining CASA’s databases.

CASA will deal with any information it collects about you in accordance with the Privacy Act and its Privacy Policy.
Telling us about criminal proceedings or prior convictions / findings of guilt

As part of you application, you have also been asked whether:
* You are a currently subject to proceedings before a court; or
* You have been convicted or been found guilty by a court, or certain kinds of offences, anywhere in the world.

These offences are set out in Part 6 of the Regulations, and include the offences in Table 1 (page 6).

DO I NEED TO APPLY FOR AN ASIC OR AVID?

Applying for a flight crew licence or a special pilot licence

If you are applying for a flight crew licence (includes student licences, additional licences and licences in a different aircraft
category; eg aeroplane, helicopter, etc) or a special pilot licence you must prove your identity and, apart from the exceptions
below, at the same time also apply for an ASIC or AVID.

Exceptions — You do NOT need to apply for an ASIC or AVID if:

* You are under 18; or

* You have a current AVID (ie, aviation security status check was completed within the last five years); or
* You hold a current ASIC (issued less than two years ago).

Using a CASA issued Flight Crew Licence or Special Pilot Licence
If you are over 18 and operating an aircraft in Australian Territory using a CASA issued Flight Crew Licence (includes pilots and
flight engineers) or Special Filot Licence, you must have a current ASIC or AVID (aviation security status check).

Security Controlled Airports

If you have an operational need to access one or more security controlled airports you need an ASIC.
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PROOF OF IDENTIFICATION (POI):

You must prove your identity by showing CASA one primary identification document and either :
a. One secondary identification document; or
b.  Two tertiary identification documents.

This is done by submitting the original documents or certified true copies of the original documents with your application — see
below for how documents are to be certified.

Primary Identification Documents (PID):
e Current Australian or foreign passport;

* A Certified Copy of a full Birth Certificate (certified by Registrar of Births or similar officer) — note you must show the
criginal document from the Registrar to the person certifying the documents (note a full birth certificate includes your
parent's details — a birth extract is not satisfactory);

*» Document of another country proving citizenship of that country;

* Copy (certified under section 44 of the Australlan Citizenship Act 1948) of Australian citizenship certificate.
Secondary Identification Documents (SID):
Note: — A SID must have a recent photograph or signature of the applicant.

* A Licence (eg an Australian driver's licence) issued under a law of the Commonwealth, a State or a Territory;

+« Government employee identification (must have been issued by or for the Commonwealth or State or Territory to the
applicant who is employed by or for the Commonwealth, State or Territory);

* Australian student identification document (issued to the applicant who must be a student at a tertiary education institution
in Australia);

* A verifiable reference from:
a) A bank or financial institution; or
b) A referee acceptable to CASA (any person who can certify POl documents — see below); or

c) Somebody whose identity has been verified by means of certified copies of:
two P1Ds; or one PID and one SID; or one PID and two TIDs.

The reference must;
d) Identify the applicant by name
e) State that the referee has known the applicant by that name for at least 12 months; and
f)  Be signed by both the applicant and the referee.
Tertiary Identification Documents (TID):
Note — A TID must set out the applicant's name and current address.

* A signed statement by the applicant's employer or former employer about that employment;

* Copy (certified by Registrar of Titles or similar officer) of a record issued under a law about land titles;

+ A document issued by a rating authority (local government) from its records about land ownership or occupation;

* A document issued by a bank or financial institution from its records about a mortgage or other security given by applicant;
* An extract from the electoral roll compiled by the Australian Electoral Commission;

* Arecord issued under a law in force in Australia other than a law about land titles.

AUTHENTICATION OF CERTAIN FOREIGN DOCUMENTS:

CASA may require an applicant to have the authenticity of a proof of identification document authenticated by the government that
issued the document.

Translation of foreign documents
* Al documents must be in English or accompanied by an official English translation.
* A registered translator must compile the translation. You should ask the Australian Embassy, High Commission or
Consulate in the country where the translation is to be made if you need details of translators. If the translation is to be

made in Australia, contact the Australian National Accreditation Authority for Translators and Interpreters (NAATI).
Information on the services that NAATI provides is available on their website.

WHO CAN CERTIFY A COPY OF AN IDENTIFICATION DOCUMENT? This also applies to Q13 on page 3

* Any person who is entitled to witness a Commonwealth Statutory Declaration (see list on CASA’s website);
* A CASA delegate or employee;
* A CASA appointed Designated Aviation Medical Examiner or Designated Aviation Ophthalmologist.

When certifying a proof of identification document use the following words:

“This is a true copy of the original document, sighted by me [name], [signature], [date], [qualification you have to certify
documents — eg JP],[Qualification Number — eg JP ID].
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PHOTOGRAPHS AND SIGNATURE: This applies to Q11 on page 3
Applicants must provide two identical passport-sized photographs that meet the requirements below:
¢  Must have been taken within six months before the issue of the AVID/ASIC;
¢ Portrait format: between 35mm and 40mm wide and between 45mm and 50mm high;
* With good quality colour on high quality paper, ne ink marks on the image;
e Appropriate brightness and contrast to show skin tones correctly; resolution not grainy; sharp focus and clear,
¢ (One photograph must be certified as a true likeness of the applicant by the person who certifies the proof of identity
documents;

¢ Attach one photo FACE UP — the photo image should be visible — use an adhesive on the back of the photo and DO NOT
staple or tape over the top of the photo — this photo is scanned

e Attach one photo FACE DOWN — the certification details on the back of the photo should be visible — attach the photo so
that it can be lifted and the photo image checked with the FACE UP photo.

The photograph must:

e Be of your head and top of shoulders; locking straight at the camera, show your shoulders square on (not portrait style with
you looking over one shoulder);

e  Show your face square on with both ears visible (if the hair covers the ears, both edges of the face must be visible);

* Be taken with a neutral expression with your mouth closed, be close-up, so the head takes up most of the phatograph (70-
80% - see diagram on page 3 of the application form);

* Have a plain, light-coloured background; taken with uniform lighting (no shadows across the face);

*  Show eyes clearly open and visible, not obscured by hair, show your eyes clearly through glasses, if worn, with no flash
reflection from the glasses, and no tinted lenses; if possible, avoid heavy frames;

* Show you without any hat or other head covering — if you wear a head-covering for religious reasons, we will accept a
phaotograph of you wearing this, but features must be visible from top of forehead to tip of chin, and from both sides of the
face.

The specimen signature must:
* Be witnessed by the person certifying the proof of identity documents and the applicant's photograph;
* Be contained within the signature box and be written using a black pen.

Submitting electronic photographs:

CASA will accept an electronic photograph if:
e [tis in JPEG format;
* Meets quality standards equivalent to a conventional photograph;
* A certified paper copy of the photograph is provided with the application form;

More information on this is available on CASA’s website.

OVERSEAS APPLICANTS

You may ledge your application form 839 prior to arriving in Australia. However, if you are not an Australian citizen, your
immigration status will not be checked until you arrive in Australia. You should advise CASA of you arrival details (including visa
number if applicable) after you enter Australia so that your immigration status can be checked.

PAYMENT METHOD AND FEES
All applications must be paid for at the time of lodgement with CASA and these fees are not refundable under any circumstances.

e  CASA will not commence processing applications without payment.

o (CASA accepts payment by MasterCard, Visa, Bankcard, Cheque and Cash — please do not include cash if you post your
application to CASA.

Details of the fees can be found on CASA's website.

PROVIDING FALSE OR MISLEADING INFORMATION

You are asked to certify that the personal information you have provided on form 639 is correct. If it is subsequently discovered, for
example as a result of a check of police records, that you have provided false or misleading information, you may be assessed as
unsuitable to hold a flight crew licence or special pilot licence.

It should be noted that the Australian Federal Police does not assess or adjudge your application but merely provides the tools to
CASA and the Department of Transport and Regional Services to assist them in assessing your suitability to hold an ASIC, flight
crew licence, special pilot licence or assessing your aviation security status.

You should note that the existence of a record does not mean that you will be assessed automatically as being unsuitable to hold
an ASIC, flight crew licence or special pilot licence, or having an adverse aviation security status. Each case will be assessed on
its merit hence it is in your interests to provide full and frank details on the form.
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CITIZENSHIP CHECK

If you are not an Australian Citizen, in order to satisfy the requirements of Regulation 6.02(c) and 6.57(1)(b)(ii), your immigration
status must be checked with DIMA to confirm that you are not an unlawful non-citizen.

To prove you are an Australian citizen, you must show CASA your current full birth certificate, a current Australian passport or an
Australian Citizenship Certificate.

OVERSEAS POLICE RECORD CHECK

If you have resided outside of Australia for a period of six months or longer in the previous 10 years you may be required to provide
a criminal history assessment from that country in order for Regulation 6.28 or 6.57 to be satisfied.

POLICE RECORDS CHECK

Paolice records checks are an integral part of the assessment of your suitability to hold a flight crew licence, special pilot licence or
ASIC and determining your aviation security status. You are asked on the application form to disclose whether you are the subject
of traffic violation(s) or any criminal or traffic charge(s) still pending before a Court, or whether you have been the subject of criminal
or traffic conviction(s) of finding(s) of guilt before a Court. You are not required to reveal any conviction(s), which may be protected
by Part VIIC of the Crimes Act 19714, relating to pardoned, quashed or spent convictions, except where an exclusion applies (see
explanation note under heading SPENT CONVICTIONS SCHEME).

The application form may be forwarded by CASA to other Commonwealth, State and Territory government agencies and you are
asked to consent to:
e The Australian Federal Police disclosing criminal history information from its own records to CASA and the Department of
Transport and Regional Services ; and
» For the Australian Federal Police to access the records of any State Police and to obtain any criminal or traffic violation
history information which in turn would be disclosed to CASA and the Department of Transport and Regional Services.
Unless statutory obligations require otherwise, the information provided on the Police records check section of the application form
will not be used without your prior consent for any purpose other than in relation to the assessment of your suitability to receive the
entitiement.
An individual who believes the standards dealing with disclosure and use of old conviction information have been breached may
apply to the Privacy Commissioner for an investigation of the matter. The address is GFO Box 5218, SYDNEY, NSW 2001.

For more information please phone (02) 6256 7777 or email Criminal Records at: vetting@afp.gov.au

ADVERSE SECURITY ASSESSMENT

ASIO must conduct a security assessment on all ASIC and Aviation Security Status Check (AVID) applicants. In the event of an
adverse or qualified security assessment, ASIO will notify the Secretary of DOTARS who will then notify the applicant and CASA of
the outcome.

ADVERSE CRIMINAL RECORD

When applying for an ASIC or Aviation Security Status Check (AVID) your criminal records will be checked subject to the Spent
Convictions Scheme (see above). See below for a list of aviation-security-relevant offences.

For ASICs, the Department of Transport and Regional Services assesses your Police History Cerfificate in accordance with the
regulations. You will be assessed as having an adverse criminal record if you have been convicted of an aviation-security-relevant
offence and sentenced to imprisonment, or if you have been convicted twice or more of an aviation-security-relevant offence or
offences, but no sentence of imprisonment was imposed — 1 of those convictions occurred within the previous 12 months.

If you are applying for an ASIC and have been convicted twice or more of aviation-security-relevant offences; and no sentence of
imprisonment was imposed for any of those convictions, and none of those convictions occurred within the 12 months ending when
the background check was carried out, the ASIC would be issued subject to the condition that a further background check will be
carried out within 12 months.

If you are applying for an Awviation Security Status Check (AVID), you will have an adverse criminal record if you have been, after 10
March 2005, convicted of an aviation-security-relevant offence (other than an offence against Part 2 of the Crimes (Aviation) Act
1991 or Part 5.3 of the Criminal Code) and sentenced to imprisonment, or you are convicted of an offence against Part 2 of the
Crimes (Aviation) Act 1991 or Part 5.3 of the Criminal Code and sentenced to imprisonment.

If you have an adverse criminal record, CASA may not be able to issue you an ASIC, AVID or a flight crew licence or special pilot
licence.

Note: Imprisonment includes periodic detention, home-based detention, suspended sentences and detention until the rising of the
court.
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TABLE 1 - AVIATION SECURITY RELEVANT OFFENCES

Awiation Secunty Relevant Offence — An offence of a kind mentioned in the Table 1 below against a law of the Commonweaith,
or of a State or Territory or of any other country or part of that country.

Item Kind of offence
Item 1 An offence involving dishonesty
Iltem 2 An offence involving violence or a threat of violence
Iltem 3 An offence involving intentional damage to property or a threat of damage to property
ltem 4 An offence constituted by the production, possession, supply, import or export of a substance that is:
{a) A narcotic substance within the meaning of the Customs Act 1901; or
{(b) A drug within the meaning of:
[0} Regulation 10 of the Customs (Prohibited Exports) Regulations 1958; or
(i) Regulation 5 of the Customs (Prohibited Imports) Regulations 1956
ltem 5 An offence, of a kind dealt with in Part Il of the Crimes Act 1914, against the Government of;
{a) The Commonwealth or a State or Territory; or
{a) A country or part of a country other than Australia
ltem & An offence against Part 2 of the Crimes {Aviation) Act 1901
ltem 7 An offence against Part 5.3 of the Criminal Code
Iltem 8 An offence constituted by the production, possession, supply, import or export of explosives or explosive devices.

SPENT CONVICTIONS SCHEME

On 30 June 1990, new Commonwealth legislation relating to the collection, use and disclosure of old conviction information came
into effect. This new law is commonly known as the Spent Conviction Scheme.

The aim of the Scheme is to prevent discrimination on the basis of certain old convictions, once a waiting period has passed and
provided the individual has not re-offended. The Scheme also covers convictions where an individual's conviction has been set
aside or pardoned.

An individual whose conviction is protected by Part VIIC of the Crimes Act 1974 does not have to disclose that conviction to any
person, including a Commenwealth authority, unless an exclusion applies. Commonwealth authorities are prohibited from taking
into account or from disclosing without consent of the individual such conviction.

A spent conviction is a conviction for a Commonwealth Territory, State or foreign offence, which satisfies all the following conditions:
e |tis 10 years since the date of the conviction (or 5 years for juvenile offenders);
* The individual was not sentenced to imprisonment or was not sentenced to imprisonment for more that 30 months;
e The individual has not re-offended during the 10 years (5 years for child offenders) waiting period; and
* A statutory or regulatory exclusion does not apply. (A full list of exclusions is available from the Privacy Commission.)
The Attorney General, on the recommendation of the Privacy Commissioner, has granted exclusions, both partial and full, from the
operation of the Scheme for several categories of employment. There are also statutory exclusions contained within the Act. This

means that applicants for those positions must declare all convictions where a full exclusion exists, or conviction for specific
offences where partial exclusion exists.

An exclusion to the scheme applies to the following offences where an issuing body (within the meaning of subregulation 76 (1) of
the Air Navigation Regulations 1947) is assessing whether to issue a security identification card (within the meaning of
subregulation 76 (1) of the Air Navigation Regulations 1947) to a person in accordance with Division 7 of Part 7 of those
Regulations.

» (Offences against Part 2 of the Crimes (Awiation) Act 1991 (except section 15);

» Offences against Part 5.3 of the Criminal Code.
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PRIVACY NOTICE - What CASA does with your personal licensing information

Information you provide on the application includes personal information the collection, use and disclosure of which is governed by
the Commonwealth Privacy Act 1988.

CASA uses this information internally for the purposes of its functions under the Civil Aviation Act 1988 and Aviation Transport
Security Act 2004. In particular, CASA will use this information for licensing purposes, and in order to undertake identity checks
and aviation security status checks. CASA will disclose name and address details to mailing houses and other contractors
disseminating information on CASA's behalf. CASA may use this information for the purposes of its own research and analysis into
matters affecting aviation safety.

CASA may also disclose this information as part of its accountability obligations to the Government and to Parliament. It may
disclose this information to the following government agencies for the following purposes:
» Department of Transport and Regional Services, for aviation safety and security purposes, and for research, statistical
analysis, economic modelling, and other policy development purposes;
» Ausfralian Transport Safety Bureau (ATSB), for the purposes of investigations into aviation accidents and incidents, and for
research into matters affecting aviation safety;
* Australian Security and Intelligence Organisation, Australian Federal Police, and Department of Immigration and
Multicultural and Indigenous Affairs, for aviation security purposes;

* Airservices Australia and Australian Maritime Safety Authority, for air traffic management and search and rescue purposes.

CASA may disclose this information to the national aviation authority of another country in order to verify claims made in the
application, or for enforcement purposes. It may also provide this information to the national aviation authority of another country
on receipt of a request for bona fide aviation safety or security purposes.

CASA also discloses personal information in compliance with mandatory legal requirements, for example, in response to
notices of production from the ATSB or by court order.
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CONDITIONS OF ISSUE & USE OF AN AVIATION SECURITY IDENTIFICATION CARD

1.

THESE CONDITIONS:

These are the conditions on which an ASIC is issued to you by CASA pursuant to the Awiation Transport Security
Reguiations 2005 ('Regulations™)

APPLICATION FOR ASIC:

When you apply for an ASIC, you must give CASA a completed application Form 639 containing:
(a) All of the information required to be completed in the application form;

(b} Your consent to CASA requesting various record checks including security, law enforcement and citizenship records;
and

(c) Your signature, certifying that all the information you have provided is correct, in order to determine your suitability to be
issued with, and continue to hold, an ASIC.; and

(d) The correct fee.

If you do not complete all sections required in the application form, or include in the application form information which CASA
determines false or misleading, CASA may refuse your application for an ASIC.

CASA will decide whether to issue you with an ASIC in accordance with the requirements of the Regulations and any other
relevant matters. The Department of Transport and Regional Services must assess your criminal history and approve CASA
to issue the ASIC. An ASIC is normally issued for 2 years but may be issued for a shorter period.

To comply with the Regulations, CASA will request various records checks including security, law enforcement and
citizenship records, pursuant to your consent and you must produce the identification detailed in the application form.

PURPQOSE ON AN ASIC:
The purpose on an ASIC is to identify you while you are in a Secure Area of a Security Controlled Airport.
USE OF AN ASIC:

You must represent to CASA that you have an operational need for frequent access to a Secure Area of one or more security
controlled Airports and acknowledge that you:

(a) Must not enter or stay in a Secure Area of a Security Controlled Airport unless you have a lawful purpose
(Regulation 3.11) for being in that Secure Area; and

(b) Must not give your ASIC to anyone else to use. It is for your use only while on duty; and
(c) Must keep your ASIC secure at all times (even when you are not using it).

It is an offence under the Regulations if you contravene paragraph 4(a) above. It is also an offence under the
Regulations if you are in a Secure Area using an invalid ASIC or an ASIC that was not issued to you.

YOU MUST DISPLAY YOUR ASIC:
You must properly display an ASIC at all times in a Secure Area. This means the ASIC must be displayed:
(a) Above waist height; and

(b} At the front or side of your body; and
(c) With the whole front of the ASIC clearly visible (Reg 1.04)

You are not properly displaying an ASIC if anything adhering to it obscures a photograph or anything else on it.

It is an offence of strict liability under the Regulations if you fail to properly display your ASIC in a Secure Area
unless you are an exempted person as defined by the Regulations 3.03 & 3.13.

SUPERVISING VISITORS:

In supervising a person who has been issued with a Visitor Identification Card (VIC), an ASIC holder must adhere to any
requirements specified by the airport operator.

It is an offence of strict liability under Regulation 3.03 for the ASIC holder to leave a VIC holder unsupervised.
NOTIFYING CASA IN CERTAIN CIRCUMSTANCES:

You must notify CASA within 30 days if you change your name.

Failure to do so is an offence under Regulation 6.42.

You must notify CASA within 7 days if you:

(a) Become an ‘Unlawful Citizen’

(b} No longer need frequent access to a secure Area or need to enter a Secure Area for operational purposes;

(c) Change your residential address, change your name or contact details;

(d}  You subsequently discover that the information you have given in your ASIC application was false or misleading.

If the holder on an ASIC is convicted of an Aviation Security Relevant Offence, he or she must notify CASA in writing
of the conviction and any sentence within 7 days.

Information Sheet for Form 639 08/2006 Information sheet for CASA Application Form 639 Page 8 of 9
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RETURN OF ASIC

You must return your ASIC to CASA within one month if:

{a) Your ASIC has expired;

(b) CASA notifies you that your ASIC has been cancelled;

(c) The ASIC has been damaged, altered or defaced (permanently or temporarily); or
(d) You no longer need to enter the relevant secure area for an operational purpose.

It is an offence of strict liability under the Regulations if you fail to return your ASIC to CASA as required by this
clause. (Reg 6.45).

9. CANCELLATION OR SUSPENSION OF ASIC
CASA may cancel your ASIC if you fail to comply with any of these conditions or the Regulations. For example, if you;
{a) Fail to supervise the holder of a Visitor Identification Card (VIC) while that person is in a secure Area;
(b) Have given your ASIC to someone else to use to gain entry to a Secure Area;
(c) Are found in a Secure Area otherwise than for an operational purpose (for example, you are not on duty);
(d) Have failed to notify CASA of the things set out in clause 7 (above);
(e} Provided information in your ASIC application which CASA discovers was false or misleading;
(f) Have failed to display a valid ASIC as set out in clause 5; or
(g} Misuse your ASIC.
There are other circumstances in which CASA may cancel your ASIC. Other such circumstances are set out in the
Regulations. The ASIC must be returned to CASA immediately upon notification of the cancellation.
CASA may disqualify an ASIC holder from holding an ASIC for contravening the requirements to display an ASIC in
a Secure Area under the Regulations.
10. LOSS OF ASIC
You must notify CASA within 7 days in the form of a statutory declaration if your ASIC has been lost, stolen or destroyed.
It is offence of strict liability if the holder does not make a report, in the form of a statutory declaration, of the loss to
CASA within 7 Days of becoming aware of the loss, theft of destruction (Regulation 6.46).
In addition to this CASA requires the holder of an ASIC to make a report of the theft, loss of destruction to the Local
State or Territory Police and an event number must be supplied to CASA at the time of notification.
11. ACCESS CONTROL CONDITIONS OF ISSUE AND USE
Access to an airport is the responsibility of the airport operator.
12. RENEWAL OF ASIC
It is your responsibility to ensure your application is lodged in sufficient time to be re-issued with another ASIC prior to the
current one expiring. No extensions will be granted. If your ASIC expires you will be required to operate with a visitor pass,
which will require you to be under constant supervision by a valid ASIC holder.
13. ACKNOWLEDGEMENT
You acknowledge that the issue to and use by you of an ASIC is subject to the following conditions of Issue & Use for an
ASIC (‘Conditions’):
(@) The Aviation Transport Security Act 2004 as amended ("Act’)
(b) The Aviation Transport Security Regulations of 2005 as amended ('Regulations’)
(c) Conditions of Issue and Use for an Aviation Security Identification Card (ASIC) as detailed on this form;
(d) You must acknowledge and agree that:
(i)  Camera/Video surveillance may be carried out at security controlled airport from time to time for the purpose of
safeguarding against unlawful interference with aviation; and
(i) You and/or goods in your possession may be subject to inspection on entry, exit or while in the Secure Area of a
security controlled airport.
Information Sheet for Form 639 08/2006 Information Sheet for CASA Application Form 639 Page 9 of 9
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FORM 639

. Australian Government CASA APPLICATION FORM 639

¥ Civil Aviation Safety Authority Student Pilot Licence (SPL)
Aviation Security Identity Card (ASIC)
Aviation Security Status Check/Aviation Identification (AVID)

Refer to the Form 639 Instruction Sheet for assistance in completing this form.

PERSONAL AND BACKGROUND DETAILS

Q1 - ENTER YOUR AVIATION REFERENCE NUMBER (ARN) [leave blank if you do NOT have an ARN] ‘ ‘ | ‘ ‘ ‘ ‘

Q2 - ENTER YOUR PERSONAL DETAILS [complete or enter N/A as aDDrODriatg]l

Titie (Select) | other: [] Male [] Female

Family First Other

Mame Mame Mames

Previous Previous

Family Mame Given Mames

Date of Birth

(dd/mmJyyyy) i Country of Birth Town/City of Birth
Country of

Nationality Residence

Q3 - ENTER YOUR CURRENT ADDRESS DETAILS

Current Residential Address (Note: Not Post Office Box) Eu{;ﬁr;,tif ;;;?érﬁ?: ::;gen:;‘rr:;%?g;;v ant yourlicence sent
Address Line 1 Address Line 1
Address Line 2 Address Line 2
Town/City Town/City
State Postcode State Postcode
Counfry Country

Q4 — ENTER YOUR CURRENT CONTACT DETAILS

Daytime Phone () After Hours Phane { )
Daytime Mobile After Hours Mabile
Daytime Fax () After Hours Fax ( )

Email Address @
Q5 - ARE YOU AN AUSTRALIAN CITIZEN? |:| Yes — goto Q6 |:| MNo — ENTER DETAILS BELOW
Passport Passport mmigration
Country of Issug Mumber \isa MNo.
Last arrival date / Flanned departure /
into Australia was j dateis

Visa Type

[Enter date if known, if unknown, lzave blank]

Q6. — APPLICATION DETAILS

You must decide whether you are applying for an ASIC or an Aviation Security Status Check/AVID. [If you are applying for an
Awiation Security Status Check, you need to apply for an AVID. You do not need to apply separately for a photographic licence as
it will be issued when an ASIC or AVID is issued.

6.1 Tick which identification document you require — ASIC or AVID
O asic [ Avip

6.2 Tick whether the application is for an initial issue of an ASIC or AVID, an application for issue of an ASIC or AVID to
replace one which will expire, or an application for replacing a lost or stolen ASIC or AVID.
|:| Initial Application |:| Application for Re-issue on Expiry |:| Replacement Application

Note: An application for a replacement ASIC or AVID must include a Commonwealth Statutory Declaration

Civil Aviation Safety Authority, CLARC, GPO Box 2005 Canberra ACT 2601. Phone: 1300 737 032 Fax 1300 737 187

Form 639 1002005 Application for Student Filot Licence, Awiation Identification and Awation Security Identification Card Page 1 of 7
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FORM 639

an | | [ [
Q7 — ARE YOU APPLYING FOR A STUDENT PILOT LICENCE? I:' Yes — go to Q8 I:I No - goto Q11
Q8 — ENTER DETAILS OF ALL OVERSEAS FLIGHT CREW LICENSES HELD
Country of Issue Licence Number Type of Licence
Country of Issue Licence Number Type of Licence
Country of Issue Licence Number Type of Licence

Please attach a certified copy of each overseas licence to this application form.

Q9 — DETAILS OF ANY REGULATORY ACTION. TRAFFIC AND CRIMINAL CHARGES. CONVICTIONS/IMPRISONMENT

a. Inrelation to you performing duties essential to the operation of an aircraft: |:| Yes |:| No
1. Has any action been taken against you; or
2. s any action in the process of being taken against you; or
3. Have you been refused issue of any licence, rating or authority by any organisation (including CASA)?
Note:
() Action includes, but is not limited to, suspension and cancellation.
(i) You should include all regulatory actions, traffic charges, convictions and imprisonments
including those from overseas.
b, Have you ever been refused the issue of a transport licence or certificate? |:| Yes |:| No
(eq, pilot's licence, driver's licence, boating licence)

c. Do you have any conviction or finding of guilt, which is less than ten years old, or [ ves O no
any juvenile conviction or finding of guilt which is less than five years old?
d. Is suspensicn or cancellation action pending in relation to any aviation licence you hold? [ Yes [ mo

Please outline details of any items in 9 marked as “Yes” on a separate sheet and attach to this application form. Include details about actions,

charges, convictions and imprisonments in Australia and Overseas.

Q10 — DECLARATION FOR STUDENT PILOT LICENCE APPLICATION
Must be completed by Chief Flying Instructor, Approved Testing Officer or CASA Flight Operations Inspector.

(full name of person making declaration) declare that 1 have assessed

______________________________________________________________________________________ {full name of applicant) and found he/she to be competent
communicating in English to the standard required for exercising the privileges of a student pilot licence.

Signature of CFIATOICASA FOI ARN ‘ ‘ ‘ ‘ ‘ | ‘
Contact phone number () Date signed (dd/mmiyyyy)
Form 639 10/2005 Application for Student Filot Licence, Awation Identification and Awation Security Identification Card Page 2of 7
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FORM 639

av | [ [ [ ][]

PHOTOGRAPHIC IDENTIFICATION SECTION

Q11 - ATTACH YOUR TWO PHOTOS AND WRITE YOUR SIGNATURE IN THE SPACES PROVIDED — SEE INFORMATION SHEET

The diagram below shows the area the face should take up and how
the photograph should be certified.
PHOTO FACE UP PHOTO FACE DOWN SPECIMEN SIGNATURE OF APPLICANT

! i
— Enter the following Ensure signature is contained WITHIN the box
/ details on the back of
.'f ll,-' \\'u ‘\"
[ II I| I|
| | min 32mm | |
|

ane photograph NOTE: The person certifying the applicant's identity

must witness the applicant signing here.
Name of applicant

45 mm R min 3Gmm | |
III\ \ _-"’II 'II
\ Signature of person
N— certifying applicant’s
I "1____ identity
— sizZE T
¥
-+ 35 mm -

Q12 - DECLARATION OF PERSON CERTIFYING IDENTITY

I, {full name of persen certifying identity) declare that:

* | have sighted the original proof of identification documents and certified the copies of those documents, which are attached to this
application, are true copies of the original documents;

*  The photograph which | have certified is a true likeness of the applicant;

* The specimen signature above is the applicant's signature.

Signature of person certifying identity Date signed (dd/mm/yyyy) !

Caontact phone number (}

Paosition/Qualification details:

Q13 - APPLICANT'S AUTHORISATION AND DECLARATION

I, {full name of applicant) hereby declare that:

* The particulars set out in this application are frue in every respect; and

*  The copies of the attached proof of identification documents are true copies of the original documents and have not been altered
in any way; and

* The photographs attached to this form are a true likeness of me.
Note - there are penalties for providing false and misleading information and that may result in prosecution, fines and
cancellation of civil aviation authorisations.

1. 1 have read and understand the Spent Conviction Scheme in the CASA Form 639 Information Sheet provided with this
application form. | understand that even if | have a spent conviction, | must disclose it to CASA if it is an offence to which an
Exclusion applies. The information may be used by CASA in assessing my application;

2. | have read and understand my obligations to notify CASA in writing of any changes to my personal details and the details of
any convictions and sentences for an aviation-security related offence within 7 days of the change;

3. | have read and understand CASA's policy notice on the collection and release of personal licensing information (see The
Policy Notice on the CASA Form 639 Information Sheet);

4. | consent to CASA using and disclosing my personal information in accordance with CASA’s privacy policy including
exchanging the information with Commonwealth, State and Territory government agencies for the purposes of obtaining a
criminal record, other background checks, assessing my travel movements records in order to verify my status in terms of
whether | am an unlawful non-citizen as defined in section 14 of the Migration Act 1958, and assessing an application for a
licence, ceriificate or authorisation issued by CASA,;

ANMD if | am applying for an ASIC:

5. I have an operational need for access to a secure area of a security controlled airport that has regular public transport
operations;

6. | have read and understand the Conditions of Issue and Use far an ASIC.

Signature of applicant ... i Date signed (dd/mmiyyyy)

Form 639 10/2005 Application for Student Filot Licence, Aviation Identification and Awation Security Identification Card Page 3of 7
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FORM 639

an [ [ ][] []

Q14 - FEES (payment must accompany application)

Licence Application Fees

Include fees for any new licences or ratings being applied for which have an associated fee.

ITEMISE BELOW "
() Apply for ASIC — full security check required $145) 1 ... 541
(i) Apply for ASIC — already hold FCLID — criminal record check required ~ ($135) [] 542
(i) Apply for AVID — full security check required ®145) ] . 5.2.1
(iv) Apply for AVID — already hold FCLID — criminal record check required ~ ($1358) [] 5272
(v)  Apply for ASIC — hold AVID — no security check required ¢95) (1 . 543
(vi) Apply for Student Pilot's Licence (SPL) se5) 1 52
(vii) Additional fees for other licence applications O

‘ TOTAL ‘ $ ‘

Q15 - REMITTANCE ADVICE

Faor payment by Credit Card

Please debit my [_] Mastercard Card Number ‘ ‘ | | |

[] sankcard
O visa
Expiry Date !
Card Holder Name (please print) Total §
Signature

| For payment by Cheque: Please make cheques payable to CASA.

CHECKLIST FOR APPLICANT

d Copies of proaof of identity documents are certified and attached.

O one proving identification document includes a recent photograph of the applicant.

O pocuments supporting application for new licence/ratings attached.

|:| Application for police records check is completed (if required) and attached to this application.

If application includes a student pilot licence application, details of any regulatory action, traffic and
criminal charges, convictions/imprisonment attached.

|:| Payment of fees included.

[ if student licence application, declaration for English language competency signed by CFI, ATO or casa officers.
] Passport photos (one certified) attached.

O Specimen signature of applicant entered on form and certified.

O Applicant's declaration completed.

The Federal Government TimeSaver initiative aims to assess the time taken to complete Government Forms. Hrs Mins
Flease indicate the approximate time taken to complete this form.

Form 639  10/2005 Application for Student Pilot Licence, Aviation Identification and Awlation Security ldentification Card Page 4 of 7
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CASA USE ONLY
PhiD: _ _
PMV Check Required

I:I Yes I:I No

FORM 639

APPLICATION FOR AVIATION SECURITY STATUS CHECK |

an | | [ [ ] ]

PERSONAL DETAILS

Surname (present)

All other surnames used

D Male D Female

Town / City of Birth

State / Country of Birth

Contact Phone Number

Drivers Licence Number

State

has been granted?

months imprisonment?

( ) (Select from List)
Permanent Residential Address Over Last Ten Years

If full details of previous addresses are unavailable, details of town(s) and state(s) will suffice. If actual dates are unavailable, details of

Attach list if insufficient room. year of residence will suffice

Current — must be full address details including street, town, State and postcode Period of residence
........................................................................................................................... to I
............................................................................................................................ to [
............................................................................................................................ to P
............................................................................................................................ to [
............................................................................................................................ to [
CRIMINAL/TRAFFIC CHARGE, CONVICTION OR PECUNIARY PENALTIES

(1) Are you the subject of any traffic violations, criminal or traffic charge(s) still pending before a court D Yes D No
(1) Do you have any conviction(s) or finding(s) of guilt which are less than ten (10)years old, or any juvenile I:I ‘YVes I:I No

conviction(s) or finding(s) of guilt which are less than five (5) years old?

Do you have any conviction(s) or finding(s) of guilt which are over ten (10) years old, or five (5) years for
(iii) Juvenile conviction(s) or finding(s) of guilt where the sentence imposed was LESS than_thirty (30) months I:I v I:I N
imprisonment for offences of the type(s) mentioned at (i) on page 6 and 7 (ie. offences for which an exclusion es o

(iv) Do you have any conviction(s) or finding(s) of guilt which are over ten (10) years old, (or five (5} years for
Juvenile conviction(s) or finding(s) of guilt where the sentence imposed was GREATER than thirty (30) I:I Yes I:I No

If you answered YES to any of the above questions, please attach details:

USER CODE - (CASA use only)

Australian Federal Police Use Only
[] NOT RECORDED [ ] RECORDED

MOTE:  As fingerprints do not accompany your request, the Australian Federal
Police cannot guarantee in any manner, that the information supplied herewith
concerns the individual in whom you are interested.

Signature:
Date: / /

For Commissioner Australian Federal Police

Form 639  10/2005 Application far Student Filot Licence, Awation [dentification and Awation Security ldentification Card Page 5of 7
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Form 639

(ii)
(iii)

i)
®)

(vi)

FORM 639

STAFF-IN- CONFIDENCE ARN ‘ ‘ ‘ ‘ ‘ ‘ ‘
(when completed)

Commonwealth of Australia PART EXCLUSION
COMPLETE IF APPLYING FOR AN ASIC
CONSENT TO OBTAIN PERSONAL INFORMATION

(for categories where PART EXCLUSION has been granted from
spent convictions legislation)

hereby:

(Full name - BLOCK LETTERS and in INK)

acknowledge that I have read the Application Information Sheet for Form 639 provided with this Form
and understand that I do not have to disclose old protected convictions information, which is deseribed
under the heading Spent Convictions Scheme, except any type listed below for which an exclusion has
been granted;

Offences against Part 2 of the Crimes (Aviation) Act 1991 (except section 15) and or Part 5.3 of the
Criminal Code Acr 1995,

certify that the personal information I have provided on this form relates to me and is correct:

consent to Civil Aviation Safety Authority

+ forwarding this form to the Department of Transport and Regional Services and/or the Australian
Federal Police and/or the Police Services of the States or Territories of the Commonwealth of
Australia and providing relevant information to the above organisation:

» forwarding my personal details to the Australian Security Intelligence Organisation for the purpose
of conducting a security assessment:

s forwarding my personal details to the Department of Immigration and Multicultural and
Indigenous Affairs through the Department of Transport and Regional Services for the purpose of
confirmation of my immigration status.

speeify entitlement applied for as being: Aviation Security Identification Card (ASIC)

consent to the AFP or other relevant Australian police force(s) extracting from their records copies of
traffic violations, and eriminal and/or traffic records relating to me pending before a Court and/or
details of convictions or findings of guilt which have been recorded against me and which are not
covered by Part VIIC of the Crimes Acr 1914 dealing with spent convictions;

acknowledge that any information provided by me on this Form or by the police as a result of the
records check may be taken into account by the organisation mentioned in (iii) above in assessing my
suitability to receive the entitlement.

Signature Date i

Note: The information you provide on this form and which the police provide to CASA and the

Department of Transport and Regional Services on receipt of the form, will be used only for the
purpose stated in the Application Information Sheet for Form 639 unless statutory obligations
require otherwise.

COMPLETE PAGE 5 OF THIS FORM

1002005 Application far Student Filot Licence, Aviation [dentification and Awation Security Identification Card Page 6 of 7

21



FORM 639

STAFF-IN- CONFIDENCE ARN ‘ | ‘ ‘ ‘ | ‘
(when completed)

Commonwealth of Australia NO EXCLUSION

COMPLETE IF APPLYING FOR AN AVIATION SECURITY STATUS CHECK
AND AVIATION IDENTIFICATION (AVID)

CONSENT TO OBTAIN PERSONAL INFORMATION

(for categories where NO EXCLUSION has been granted from
spent convictions legislation)

I T R R R R R R R R R ., lleIlEby:

(Full name - BLOCK LETTERS and in INK)

(1) acknowledge that I have read the Application Information Sheet for Form 639 provided with this Form
and understand that I do not have to disclose old protected convictions mformation, which is deseribed
under the heading Spent Convictions Scheme, except any type listed below for which an exclusion has
been granted:

(11) certify that the personal information I have provided on this form relates to me and is correct;

(1)  consent to Civil Aviation Safety Authority:

* forwarding this form to the Department of Transport and Regional Services and/or the Australian
Federal Police and/or the Police Services of the States or Territories of the Commonwealth of
Australia and providing relevant information to the above organisation;

o forwarding my personal details to the Australian Security Intelligence Organisation for the purpose
of conducting a security assessment;

o forwarding my personal details to the Department of Immigration and Multicultural and
Indigenous Affairs through the Department of Transport and Regional Services for the purpose of
confirmation of my immigration status.

(1v) specify entitlement applied for as being: Aviation Security Status Check/AVID.

(v) consent to the AFP or other relevant Australian police force(s) extracting from their records copies of
traffic violations, and criminal and/or traffic records relating to me pending before a Court and/or
details of convictions or findings of guilt which have been recorded against me and which are not
covered by Part VIIC of the Crimes Act 1914 dealing with spent convictions;

(vi) acknowledge that any information provided by me on this Form or by the police as a result of the

records check may be taken into account by the organisation mentioned in (iii) above in assessing my
suitability to receive the entitlement.

Signature Date ro

Note: The information vou provide on this form and which the police provide to CASA and the
Department of Transport and Regional Services on receipt of the form, will be used only for the
purpose stated in the Application Information Sheet for Form 639 unless statutory obligations
require otherwise.

COMPLETE PAGE 5 OF THIS FORM

Form 639 10/2005 Application for Student Pilot Licence, Awviation Identification and Awiation Security Identification Card Page 7 of 7
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Australian Customs Service — ASIC application form
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Application Identification Number
Australian Government (Customs use only)

Australian Customs Service

AVIATION SECURITY IDENTIFICATION CARD
APPLICATION FORM

Section 1 — ASIC Details (tobecompleted by applicant)

[ Initial Application [] Airpert Specific (single airport) Employee of:

[] Renewal/Re-issue Specity airport [JAFP OAaQls
[]1Replacement (Lostistelen/destroyed) [ Airports Australia-wide (AUS)* [1AsIo [ Customs
Current ASIC * Applicants requesting an Australian-wide ASIC C1DIMIA u C?ther
No: must provide SES authorisation and justification. If other please specify:
Expiry date: Complete Section 4

Section 2 — Applicant Details (tobe completed by applicant)

Person Details

Given Names: Gender: ] Male [] Female

Family Name: Date of Birth: ! !

Place of Birth (City/Country): Citizenship (if not Australian):

Drivers Licence Number (including State):

Residential Address: Town/City:
State: Post Code:

Employment Details

Position: Department/Division:
Business Address: TowniCity:
State: Post Code:
Business Telephone: )
1, of
Full Name Department/Division

Confirm that the above information is correct and | have an operational need to be issued an Aviation Security ldentification Card (ASIC).
| agree to notify Customs ASIC Issuing Unit of any changes to the above particulars and to return the ASIC to my employer when | no longer
have the cperational need to access an aviation security zone. | confirm | have read and agree to the conditions of Issue for the ASIC.

Applicant's Signature: Date: ! I

Customs use only — Card Issue

ASIC Number: ! Expiry Date: ! !

Card type: 1 AUS-wide ASIC — Home airport:

] Airport Specific ASIC — Designator :

STAFF-IN-CONFIDENCE

(when completed)
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STAFF-IN-CONFIDENCE

[when completed)

ASIC - APPLICATION FORM CONTINUED

Section 3 — Operational Need Certification iwbecompleted by applicants manager)
I, , of
Fuil Nams Fasition Department
a) certify that the person named in this application is employed by the Ausfralian Government and reguires unescoried access fo the
securty restricted arsa of {insart “ALL" if AUS-Card) airport{s) to perform his or her duties for
employment.

) underiake to notify the Customs ASIC Issuing Unit Canberra immediately the person ceases o require access to those areas
{including when the person ceases employment with the Australian Government)

c}  wil recover ASICs issued to persons upon termination of their employment, and retum those cards immediately to the Cusloms
ASIC lzsuing Unit, Canberra.

Signature: Date: i !

Section 4 — SES Authorisation {required for AUS-card only)

, of

Fuil Nams Position/Tifle Department

Signature: Date: ! !

Naote on AUS-Cards

(As different airports use a variely of elecironic access control systems, the Customs ASIC Issuing Unit requesis that appiicant nominate
the airport where they work most frequently. Accordingly, the AUS-Wide ASIC will be prnted on that airport’s card and programmed for
that iocafion. Af all other airports, the AUS-Wide ASIC will be primarily used for identification.

Please specify most frequented airport:

Conditions of Issue and Use of an ASIC

1. The ASIC on its own does not give the holder the right 10. Cardholders are reguired to notify Customs ASIC

to access a security-restricted area of an airport. lssuing Unit within 7 days of any loss, theft or
Persons entering a securty-restricted area must have a destruction of their ASIC. Cardholders are required to
lawful reason to do 50 and have authorisation from the provide a statutory declaration, police report or other
appropriate authority. information  issued by the police detailing the
2. The ASIC is to he prominently displayed on the outer circumstances of the loss, theft or destruction before a
clothing, above waist height, on the front or side of the replacement card will be issued.
body and with the whole ASIC clearly visible. 11._Cardhqlu:|ers must inform Customs ASIC Issuing Unit
3. The ASIC must be clearly displayed at all times while immediately of any changes in circumstances fo
you are in an aviation security-restricted area. any part of this application, including the personal
4. The ASIC must be kept in a safe and secure location cnnsentl forms. o .
whilst not in use. 12. All applicants for an ASIC undergo a Criminal History

check, a Politically Motivated Wiclence check and a
Citizenship status check.

6. The ASIC is not transferable and is fo be used only by 13 Zg?v;zglﬁ ;ﬁ?ﬁ:g: the property of Australian Customs
the person it has been issued 0 by the Customs ASIC = )

lssuing Unit. 14. The ASIC holder and their employer are bound by the

7. All ASICs must be retumed to Customs ASIC Issuing gﬁ:dlljt:ggihezfml'{ii' cuanndditionwé”ofbuie ff?r?gsr:gﬁerfﬁ;

Unit within 30 days after it: the card.
= Expires;
» |5 cancelled;
» Has been damaged, altered or defaced; or
« The holder no longer has the operational need
to enter a security-restricted area.

8. Cardholders must present their ASIC for inspection
when requested fo do so by an authorised officer of
Customs, law enforcement officer or by a
representative of a security-restricted area.

5. The ASIC must not be altered or defaced or it ceases
to be valid.

15, Australian Customs Service reserves the right to alter
the Terms and Conditions at any time on which an
ASIC is issued.

9. Cardholders must notify the Customs ASIC Issuing Unit Customs ASIC Issuing Unit
and provide documentation of any nama change within ASIC Issuing Unit email: asic@customs.gov.au
30 days. Applicants will be reguired to undergo a Level 7, Customs House Phone: 02 6275 5943
security assessment under the new name prior to heing Constitution Avenue Fax: 02 6275 5006
reissued a replacement card. Canberra City, ACT 2600

STAFF-IN-CONFIDENCE

[when completed)
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Australian Government POLICE RECORDS CHECK

Australian Customs Service PART Exclusion

Personal Particulars

Surname (present) All other surnames used

Christian or given names Sex
OMale [JFemale

Date of birth Town / City of birth State / Country of birth

Contact phone Number Drivers licence number Issuing State

Permanent Residential Address Over Last Ten Years

If full details of previous addresses are unavailable details of If actual dates are unavailable, details
town(s) and state(s) will suffice. Aftach list if insufficient room. of year of residence will suffice
Current Period of residence

/ / to / i

/ / to / !

/ / to / f

! / to / f

I / to / I

Criminal/Traffic Charges, Convictions or Pecuniary Penalties

] Are you the subject of any fraffic violation, criminal or traffic charge(s) still Cyes Mo
pending before a court

(i) Do you have any conviction(s) or finding(s) of quilt which are less than ten
(10) years old, or any juvenile conviction(s) or finding(s) of guilt which are less  [yes [ No
than five (5) years old?

(i) Do you have any conviction(s) or finding(s) of guilt which are over ten (10)
years old, (or five (&) years for juvenile conviction(s) or finding{s) of guilt) O¥es [CNo
where the sentence imposed was |less than thirty (30) months imprisonment
for offences of the type(s) mentioned at (i) on the reverse of this form (ie.
offences for which an exclusion has been granted)?

v} Do you have any conviction{s) or finding(s) of guilt which are over ten {10)
years old, {or five (5) years for juvenile conviction(s) or finding(s) of guilt) where [¥es [JNo
the sentence imposed was greater than thirty (30) months impriscnment?

If you answered YES to any of the above questions, please attach details

Police Use Only
USER CODE: 1222 Australian Federal Police
[ Mot Recorded ¢ [] Recorded

ALUSTRALIAN CUSTOMS SERVICE MOTE: &= fingerprints do not accompany your reguest, the
ASIC ISSUING UNIT Australian Federal Police cannot guaraniee in any manner, that
SECURITY. 7T ELOOR. CUSTOMS HOUSE the information supplied herewith concemns the individual in whom
5 CONSTITUTION AVENUE you are interested.
CAMBERRA ACT 2601 .

Date: - ! !

For Commissioner Australian Federal Police

STAFF-IN-CONFIDENCE

(when completed)
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Australian Government

Australian Customs Service PART Exclusion

Commonwealth of Australia

CONSENT TO OBTAIN PERSONAL INFORMATION

(for categories where PART EXCLUSION has been granted from
spent convictions legislation)

hereby:

(Full name - BLOCK LETTERS and in INK)

(i) acknowledge that | have read the General Information document provided with this Form
and understand that | do not have to disclose old protected convictions information, which
is described under the heading Spent Convictions Scheme in the General Information
document, except any of a type listed below for which an exclusion has been granted;

Offences against Part 2 of the Crimes (Aviation) Act 1997 {except section15) and or
Part 5.3 of the Criminal Code Act 1995.

(i} certify that the personal information | have provided on both the front and back of this form
relates to me and is cormect;

{iii) consent to the Australian Customs Service (Customs):

+ forwarding this form fo the Department of Transport and Regional Services andfor the
Australian Federal Police (AFP) andicr the Police Services of the States or Territories
af the Commonwealth of Australia and providing relevant information to the above
arganisation;

s forwarding my personal details to the Australian Security Intelligence Organisation for
the purpose of conducting a security assessment; and

+ forwarding my personal details to the Department of Immigration and Multicultural and
Indigenous Affairs for the purpose of confirmation of my immigration status.

{iv) specify that | am seeking the following entittement. Issue of an Aviation Security
Identification Card (ASIC)

{v) consent to the AFP or other relevant Australian police force(s) extracting from their
records copies of traffic viclations, and criminal and/cr traffic records relating to me
pending before a Court andfor details of convictions or findings of guilt which have been
recorded against me and which are not covered by Part VIIC of the Crimes Act 1914
dealing with spent convictions;

{vi) acknowledge that any information provided by me on this Form or by the police as a result

of the records check may be taken intc account by the organisation mentioned in (iii)
above in assassing my suitability to receive the entitlement.

Signature . Date / /

Mote: The information you provide on this form and which the police provide to this
organisation on receipt of the form, will be used only for the purpose stated above
unless statutory obligations require otherwise.

protecting our borders

STAFF-IN-CONFIDENCE

(when completed)
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POLICE RECORDS CHECK FOR ENTITLEMENTS
CONSENT TO OBTAIN PERSONAL INFORMATION FORM

General Information

1} This Form is used by crganisations and applicants as part of the assessment process to determine whether a
person is suitable for the receipt of an entiflerment, including employment and a Designated Security Assessment
Position (DSAP) or Position of Trust (POT) which is part of the security clearance process.

Unless statutory obligations require otherwise, the information provided on this Form will not be used withaut your prior
consant for any purpose other than in relation to the assessment of your suitability to receive the entitemeant.

Police Records Check

Police records checks are an integral part of the assassment of your suitability for the entilement sought. On this form you
are asked fo disclose whether you are the subject of traffic violation(s) or any criminal or traffic charge(s) still pending befare
a Court, or whether you have been the subject of criminal or traffic conviction(s) or finding(s) of guilt before a Court. You are
not required to reveal any conviction(s), which may be pretected by Part VIIC of the Cnmes Acf 1914, relating to pardoned,
quashad or spent convictions, sxcept where an exclusion applies (see axplanation note under heading SFENT
CONVICTIONS SCHEME).

This Form may be forwarded by the employing organisation to the Australian Federal Police (AFP), and you are asked io

consant to:

(a) the AFP disclosing criminal history information from its own records fo the organisation with which you are employed
or are sesking employment, andior insurance company or other pubklic or private arganisation from which you ars
sesking an entitlement, and:

[1:3] for the AFP o access the records of any State or Territery police and to obtain any eriminal or fraffic violation history
infarmation which in turn would be disclosed to whom you are reguired to indicats.

Spent Convictions Scheme

2n 30 June 1890, new Commonwealth legislation relating to the collection, use and disclosure of cld conviction
infarmation came into effzct. This new law is commonly known as the Spent Conviclion Schame.

The aim of the Scheme is to prevent discimination on the basis of certain old convictions, once a waiting perod has passed
and provided the individual has not re-cffended. The Scheme also covers convictions whers an individual's conviction has
been s2t aside or pardoned.

An individual whose conviction is protected by Part VIIC of the Crimes Acf 1974 does not have fo disclose that conviction o
any person, including a Commonwsalth authority, unless an exclusion appliss. Commonwsalth authorities are prohibited
fram taking into account or from disclosing without consent of the individual such convictions.

A spent conviction is a conviction for a Commonmwealth, Territory, State or foreign offence which satisfies all of the following
conditions:
L] itis 10 years singe the date of the conviction {or § years for child offenders);
L] the individual was not sentenced to imprisonment or was not sentenced to imprisocnment for more than 20
months;
» the individual has not re-offended during the 10 year (8 years for child offenders) waiting period; and
» a statutory or regulatory exclusion doss not apply. (A full list of exclusions is available from the Privacy
Commissionsr).

The Aftomey-General, on the recommendafion of the Prvacy Commissioner, has granted exclusions, both pariia! and ful,
from the aperation of the Scheme for several cafegories of employment. There are also siatufory exclusions coniained within
the Act. Thiz means fhat applicanfs for those posiions must declare all conwvictionz where a full exclusion exiziz, or
convictions for specific offences where a partial exclusion existe. Defails of exclusions should be provided fo you by the
employing crganigation before your consent is sought o condust 3 cnminal recard check.

An indnidual whe belisves the standards dealing with disclosure and uss of old conviction information have been breached
may apply to the Privacy Commissioner for an investigation of the mafter. The address is GPO Box 5218, SYDMEY,
NSW 2001.

For mare information please phone (02) 8253 7777 or email Criminal Records: vetting@afp.gov.au

Character Checking

The Australian Federal Police advises all applicants that for character checks, they must meet the following
requirements in the application.

1. Applbizations fo be filled out in black or blue biro or typed.

2. Photocopy of your employee security identification card with photograph included, or, if not available, your
drivers hicence or other document with phofegraph included.

3. If there has been a change of names, then previcus and current names MUST be included on the form (=g
maiden, de facto, deed paoll, stc).

4. Applicant’s signature must not be mora than three months old.

5. Please check the date of bitth to ses if it is the comect year. Also ses that all the necessary details have besn
completed and that the form is signed.
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CANBERRA

IONAL AIRFORT

Photo Here

AVIATION SECURITY IDENTIFICATION CARD (ASIC)

Capital Airport Group

APPLICATION FORM

For ASICs issued in accordance with the Aviation Transport Security Act (2004)

USE BLACK PEN ONLY

Aidrside Administration

2 Brindabella Circuit
Brindabella Park

Surname:

Canberra Airport ACT 2609

TEL: {61 2) 6275 2215

FAX: (61 2) 62752244

www.canberraairport.com.an
Canberra International Airport P/L

A CIN. 080361 548

Given Names:

Employed by:

OFFICE USE ONLY

Code: ASIC Number:
Designator: AUS CBR ASIC Expiry: 20
Colour: Fed Grey Appl Rec’d:
Date: Initial
PRC Photo Taken:
/200
Date: Initial: Type: Amouat : Date
DIMIA Payment:
/200
Drate: Initial : [] Employer
PMV .]""iuﬁ-pmttmg [] Contracter 1
200 e [ 1 Contractor 2
Date: Initial: [ Australian Citizenship Certificate
OSPRC Immigration: [1 Australian Passport
/200 [] Foreign Passport with Aus Residency
] Birth Certificate ] Drivers Licence
Primary: [] Passport Secondary: [ staff/Student ID
[] Citizen Certificate [] Other
(il .
Testiary: Cnﬂ_dl'hﬂﬂs ok [] Issued Initial
] Use:
AUTHORISATION FOR ISSUE TEMPORARY ASIC
Checked By: Date: Expiry Date: /20
Number:
Autheorized By: Date:

Returned Date:

RECEIPT OF ASIC

I aclmowledge receipt of the above mentioned ASIC which remains the property of Capital Airport Group and 15 on loan to me
whilst the company employs me in my current capacity noted in Section D of this application. By signing the receipt of my
ASIC below. I understand and agree to all the Conditions of Issue and I acknowledge my responsibilities and obligations under
the Aviation Transport Security Regulations (2004) pertaining to the fssue of my ASIC.

Signature;

Print Name:

Date:

ASIC Application as at 8 Sept 2006.doc

Dated: 1 September 2003
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ASIC Application as at & Sept 2006.doc Dated: 1 September 2003
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OFFICE USE ONLY

ISSUE NUMEBER

2 Date:
3 Date:
4 Date:
5 Date:

Reason:

Reason:

Reason

Reason:

A SPECTAL CONDITIONS

The following special conditions apply to the issuance of this ASIC:

Acknowledged by Applicant:

Name:

Signature:

Date:

ASIC Application as at 8 Sept 2006.doc

Dated: 1 July 2005
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B IMPORTANT INFORMATION

The information, which the applicant is reguired to disclose in this application form. will be used by Capital Airport Group Py Lud
Canberra (CAG) for the sole purpose of establishing the qualifications of the applicant for the issue of an Aviation Securnity
Identification Card (ASIC). The applicant is required to consent to certain information being forwarded to Auvstralian Federal Police
for the purpose of conducting a Pelice Record Check (PRC), and also to Avstralian Security Intellizence Organisation (ASIO) for the
purpose of conducting Politically Metivated Violence Check (PMV) and the Department of Immigration and Multicultural Indigenous
Affairs (DIMIA) for verification of citizenship status of the applicant. The result of these checks will be disclosed to CAGena
confidential basis. CAG has the right to request the information required by this application form under the provisions of the Aur
Navigation Act 1920, the Aviation Transport Security Act 2004 and Regulations made under these Acts. All information received
from the applicant will be kept by CAG in strictest confidence and handled in accordance with the provisions of the Privacy Act 1938,

C APPLICATION REQUIREMENTS

1) Each applicant must visit the Canberra International Airport office at 2 Brindabella Circnit, Canberra Airport to show copies of
original ID (if not already certified) and have a digital photograph taken.

2} Each applicant mmst provide the Canberra International Airport office with:

a) Completed application form.

b} Payment

e) A letter from vour employer (signed by a signatory authorised by Canberra International Airpoit) outlining the reascns for
vour application. For AUS applications, the letter may require additional documentation to support or verify the
reasons the applicant requires an AUS ASIC. This could include a letter from the airport(s) where the applicant will
be working.

d)  Your Australian birth certificate, Australian Citizenship Certificate or valid Auvstralian Passport

e) Identification
The Applicant must verify their identification by means of two primary forms of identification or a primary identification and
a secondary identification. or a primary identification and two tertiary identifications.

Primary Identification of the Applicant
1. acertified copy of a Birth Certificate:
2. a certified copy of a Citizenship Certificate. certified under the Australian Citizenship Act 1948;
3. a document of another country proving citizenship of that country; or
4. a valid passport.

Secondary Identificarion of the Applicant
1. a document with a recent photo or signature of Applicant:
a valid licence (i.e. State or Territory Driver’s Licence);
a valid Government Employvee Identification;
a valid Australian Student Identification: or
a “verifiable reference™(as defined in Regulation 6.04).

L 1

Tertiary Identification of the Applicant:
A document that sets out the name and address of the Applicant and 15
1. asigned statement by lus or her emplover or former emplover about that employment;
2. acopy (certified by a Begistrar of Titles or similar officer to be a correct copy) of a record issued under a
law about land titles:
3. a document 1ssued by a rating authority from its records about land ovwnership or occupation:
4. adocument 1sseed by a bank or sumilar finaneial mstitution from its records about a mortgage or other
security that he or she gave to the bank or institution;
5.  anextract from the electoral roll compiled by the Australian Electoral Commission; or

a record issued under a law in force in Australia other than a law about land titles.

CONTRACTORS
1) Where the applicant requires an ASIC for the purpose of his employment as a subcontractor to a company, then a letter from that
company signed by a signatery authorised by Canberra International Airport must accompany the application.
2) If the applicant 13 a contractor or emploved by a contractor who 15 performing work at the request of a company operating out of
Canberra Asrport, then the Project Confroller’s name and signature are required in Section I of the application. A letter from the
authorised signatory of the company engaging the contractor must also accompany this application.

ASIC Application as at 8 Sept 2006.doc Dated: 1 September 2003
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D CONDITIONS OF ISSUE FOR ALL CARDS

ASIC holders must comply with the following obligations under the Aviation Transport Security Act (2004) and the Aviation
Transport Security Regulations (2005). Strict penalties apply in the event of non-compliance. Your signature below confirms
vou acknowledge your responsibilities and obligations outlined below:

LOST/STOLENDAMAGED CARDS
1) The holder of an ASIC commits an offence if the ASIC is lost. stolen or destroyved and the holder knows of the loss, theft or

destruction and he or she does not make a report in the form of a statutory declaration within 7 days of the loss, theft or
destruction [Reg 6.46] Eeports must be made to Capital Airport Group Management Office. Telephone: 02 6275 2222 or AH
Duty Manager 02 6275 2219, A completed statutory declaration mmst be provided before a replacement is issued.

CHANGES TO CIRCUMSTANCES

1) Ifthere are any changes in circumstances to any part of this application at any time before or after an ASIC is i1ssued in reliance
upon this application, including the personal consent forms, Capital Airport Group must be advised immediately.

2) If the helder of an ASIC is convicted of an aviation-security-relevant offence, (as defined in Reg 6.01) he or she must notify
Capital Airport Group in writing of the conviction and any sentence within 7 days. [Reg 6.41]

3) If the holder of an ASIC changes his or her name, he or she must notify Capital Awport Group of the change within 20 days
after the change. A statutory declaration and decumented evidence must be provided [Regs 6.35 and Reg 6.42].

EXPIEY OR CANCELLATION OF AN ASIC BY THE HOLDER OR CANBERRA INTEENATIONAL AIRPORT

1) The ASIC will be immediately cancelled if'when:
a) the holder becomes an valawful non-citizen [Reg 6.43(2)(c)]

b) the holder has been convicted of an aviation-security-relevant offence for which he or she was sentenced to a term of
imprisonment [Reg 6.43(2)(d)]

¢} the holder has been convicted of an offence against Part 2 of the Crimes (Aviation) Act 1991 [Reg 6.4372)(e)]
d) the holder no longer needs to enter a secure area for operational purposes [Reg 6.4372)(f1]

and the holder of an ASIC and/or the holder’s employer must notify Capital Airport Group immediately after becoming aware of
the oceurrence of any of the above events.

2} Capital Airport Group may cancel an ASIC if'when:
a) the holder fails to display the ASIC in accordance with Subdivision 3.2.1 of the Regulations
b}  the holder fails to meet the conditions as outlined in the application form [see Reg 6.43(4)(a) and (5)]
c) the ASIC is altered or defaced (permanently or tempeorarily) [Reg 6.43(4))(b)]
3) The holder of an ASIC must return it to Capital Airport Group within 1 month if
a) the ASIC expires;
b) the holder is notified in writing that 1t has been cancelled and the reasons for that cancellation;
¢} the ASIC has been damaged, altered or defaced (permanently or temporarily);
d) the holder no longer needs to enter the relevant secure area for an operational requirement; or

e) if the helder is disqualified from holding an ASIC for contravening display requirements.
[Regs 6.45, 6.43(6-T)and 6.48]

4}  Penalty for failure to surrender or return an ASIC is 5500.00.

DISPLAY OF AN ASIC
1) The following conditions also apply:

a) The ASIC is to be clearly wisible and prominently displaved on the outer clothing in the chest area at all times [Regs 104,
3.15, 3.16, 6.48] while within the designated Secure Area.

b) A person in the Airside Security Zone/Secusity Restricted Area (SEA) in the Secure Area of a Security Controlled Airport
must have a lawful purpose to be there and display a valid Red ASIC [Reg 3.03(1){a)]

ASIC Application as at & Sept 2006 doc Dated: 1 July 2005
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CONDITIONS OF USE CONTINUED .......

¢} A personin a Secure Area of a Secunty Centrolled Awrport (other than an Awrside Secunty Zone/Secunty Restricted Area
(SRA)) must have a lawful purpose to be there and display a valid Red or Grey ASIC. [Reg 3.03(1)(b])

d) A personin a Landside Security Zone of a Security Centrolled Aupert must have a lawfnl purpose to be there and display a
valid Red or Grey ASIC.

e} The holder must have a lawful reason to cperate, enter and remain [Reg 2.11]in these areas. strictly in accordance with their
wotk of operating reguirements.

f) The ASIC may only be used in the course of the holder’s approved duties in the Airside or Landside Security Zone. It does
not constitute an authority to enter or remain in restricted areas for any other purpose.

SUPERVISION OF A VISITOR IDENTIFICATION CARD (VIC) HOLDER

1) The following additional conditions apply to ASIC helders required to supervise a VIC holder:

a) The ASIC holder must escort and accompany the VIC holder at all times when the VIC holder is in the secure area

b} The ASIC holder must watch the VIC holder at all times when the VIC heolder 15 in the secure area

¢} The ASIC holder ensures that the VIC holder stays within a particular part of the area

d) The ASIC holder must be able to see the VIC holder leave the particular part of the area

e) The ASIC holder must supervise the VIC holder until supervision is taken over by another ASIC holder

2} The ASIC holder must ensure the VIC holder has no access to an aircraft engaged in a prescribed air service, no access to
passengers boarding or intending to board such an aireraft or no access to anvthing being loaded or to be leaded on board such an

aircraft. This does not apply to representatives of preseribed air services. [Reg 3.09 and Reg 6.38]

INDEMNIFICATION
1) Im consideration for granting an ASIC, the employer of the holder of the ASIC indemmifies Capital Airport Group and Canberra

International Airport Pty Limited jointly and each of them severally against all loss, liability, cost and expense directly or

indirectly arsing out of of in any way connected with any act. neglect. omission. etvor or default of the applicant. including

without limdtation their;

a) misplacing or losing an ASIC:

b} contravening any of these conditions:

c) contravening or attempting to contravene any of the Air Navigafion Regulations 1947 (Cth) or the Awiaden Transport
Security Regulations 2005 (Cth):

d) doing or omitting to do anything which does or might result in Capital Airport Group or Canberra International Airport Pty
Limited being in breach of any law, including without limitation the Air Navigation Regulations 1947 (Cth) and the Aviafion
Transport Security Regulations 2005 (Cth):

e) comimitting any crime. including without limitation any terrorist act;

f)  providing any false or misleading information; and

g) failing to notify Capital Airport Group and Canberra International Airport Pty Limited of any change in circumstances.

2} Ifrequested by Capital Airport Group. the employer must on 14 davs notice provide Capital Airport Group with a bank guarantee

or bond in favour of Capital Airport Group and Canberra International Adrport Pty Limited, and in a form and amount acceptable
te Capital Adrport Group. to secure the obligations of the applicant and the emplover under these conditions. Capital Airport
Group may call on the bank guarantee or bond without notice if the emplover or the applicant 15 in breach of any of these
conditions.

GENERAL CONDITIONS

1) The holder agrees that when not in use the ASIC will be kept in a safe place, and the holder will do their utmost to ensure the
securtty of the ASIC at all times.

2) The applicant acknowledges that the holder of an ASIC, the holder’s belongings, and the holder’s vehicle may be subject to a
search by an authorised person before entering, while within, or when leaving the designated Asside or Landside Security Zone.

3) The ASIC remains the property of Capital Airport Group at all times.

4} An ASIC is issued on a personal basis and cannot be transferred. All applications for an ASIC undergo a Criminal History Check
(CHC), a Politically Motivated Viclence (PMV) check, a security assessment [Reg 6.28(1)(e)] and where required, a Citizenship
Status Checle.

ASIC Application as at & Sept 2006.doc Dated: 1 September 2005
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CONDITIONS OF USE CONTINUED .....

3} If youm have lived overseas for more than six continuons months within the last 10 vears, vou must supply a Police Record Check
for that conntry

6)  An applicant must, before or after an ASIC is issued, submit to any further background checking required by Capital Airport
Group from time to time [Reg 6.28(9) in conjunction with 6.28(8)]

T} Capital Asrport Group may at any time alter these conditions on which an ASIC is issued.

8) A person or organisation must not issue an ASIC, Temporary ASIC, VIC, or a card resembling. or apparently intended to be
taken to be an ASIC, Temporary ASIC or VIC, unless the person is the holder of an anthorisation as an issuing body that is in
force. [Reg 6.40]

9} The applicant and their employer are bound by these conditions, and will be responsible for any breaches of the
conditions of use by the holder of the card.

I'We acknowledge and agree with the information and penalties contained in these Conditions of Issue for all Cards. I'tWe
understand our responsibilities and obligations as an ASIC helder and will comply with all Regulations and requirements.

Applicant’s Signature: Date:

Employer’s Signatore *: Date:

* To be signed only by an Authorised Signatory registered with Capital Airport Group

ASIC Application as at 8 Sept 2006.doc Dated: 1 July 2005
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E APPLICANT’S INFORMATION

Surname:

Given Name(s):

Fesidential Address:

Post Code:

Private Telephone: Business Telephone:

Meobile Telephone:

Employed by:

Applicant’s Title:

Previously held ASIC: [ YES O ~o if yes, number:

Previous ASIC returmed
to issuing body: [1 YEs ] no

If yes date: / If no date statutory declaration lodged: ! !

F ACCESS AREAS REQUIRED

WNOTE: Access to Canberra Airport is approved and valid for areas as indicated below only.
Please tick appropriate boxes:

| Secure Area - Airside Security Zone/Security Festricted Area (SEA) (RED ASIC)
|:| Secure Area - Excluding Airside Security Zone/Security Eestricted Area (SEA) (GREY ASIC)
| Secure Area - Landside Secunty Zone. Includes Sterile Area, Aw Traffic Confrel Area. Fuel Storage Facility. Navigation

Aids. Excludes Airside Security Zone/Security Restricted Area (SEA) (GREY ASIC). [Reg 3.02]

G TYPE OF ASIC

[0 cBR. asIC [ Avus asic
[ Initial ASIC [0 menewal ASIC
ASIC Application as at 8 Sept 2006.doc Dated: 1 September 20035
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H EMPLOYER CERTIFICATION (TO BE COMPLETED BY EMPLOYER)

Authorised Signatory must be registered with and approved by CAG.

I of,

Name Company/Organisation
confinm that the applicant and employer details in this application are correct and request that an Aviation Security Identification Card
be issued for the areas as indicated in Section F. I agree to notify Capital Adrport Group of any changes to the above particulars and to
recover and return the Awviation Security Identification Card prior to the applicant leaving our employ or upon transfer of the applicant
te a position which does not require retention of the Aviation Security Identification Card. I understand and agree to all the
Conditions of Issue for all Cards and I acknowledge my responsibilities and obligations under the Aviation Transport
Security Regulations (2005) pertaining to the issue of this ASIC.

Business Address:

Post Code:
Position:
Business Telephone: Faczimile:
Email Address:
Does your organisation have a Business License Agreement with Canberra International Airport? YES NO
Signature: Date:

I FOR CONTRACTORS/CONSULTANTS APPLICATIONS, THIS SECTION IS TO BE COMPLETED BY
AVIATION INDUSTRY PARTICIPANT (AIP) AUTHORISING ASIC AND THEIR AIRSIDE ACCESS

NOTE: All contractors must have this consent form completed by the anthorised signatory or project controller from the AIP
company. This must also be accompanied by a letter of request from the contracting company outlining the reasons an ASIC
is to be issued and details of the contract arrangement.

I of
Name Company/Organisation

Confirm that, of

Is providing an [ ] Ongoing [ ] Temporary service to our company in the capacity of

Nature of work

He/she will require access to:

Job site/area of access requived

(Please tick) [[] Daily Access [] Weekly Access [[] Other (please specify,

In signing this consent form I agree to notify CAG immediately if this contract or this contractor changes, for the purpose of recovery
by CAG of all ASICs.

Signatre: Date: Position:

Organisation/Company: Telephone: Faczimile:

Business Address:

Postcode:

ASIC Application as at 8 Sept 2006.doc Dated: 1 July 2005
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J CHARGES

PAYMENT MUST ACCOMPANY APPLICATION

Charges are all GST inclusive

ASIC including AFP check and ASIO check S135.00
ASIC including AFP check only §115.00
ASIC with ASTO check only 5 80.00
ASIC not requiring AFP or ASIO check S 80.00
(evidence of current AFP/ASIO check results provided)

Renewal of ASIC previously issued by Canberra Airport §115.00
Reprint for change of name, change of employer, etc 5 60.00
First reprint for lost/stolen/damaged cards $150.00
Second reprint for lost/stolen/damaged cards 5300.00

All unclaimed ASIC applications will be kept for a maximum of 3 months. Any payment made 15 non-refundable.

K METHOD OF PAYMENT

] CREDIT CARD [0 EFTPOS [0 CHEQUE O casH

Please charge my:

[0 BANKCARD O visa [0 MASTERCARD [0 AMERICAN EXPRESS
Expiry Date: I Amoennt:

CARD NUMBER

oD o ot b

Card Holder's Name:

Card Holder's Signature:

Card Holder's Contact Number:

CHECKLIST

Have you and your employer read. understood and signed the Conditions of Issue for all Cards at Section D7
Have you obtained your emplover’s avthorisation for Sections D and H?

Have you obtained contractor authorisation for Section I if applicable?

Have you completed the Method of Payment details above?

Have you completed and signed the Consent Form Section M?

Have you provided a supporting letter from vour emplover as specified at Section C7

HENENEN h

Do you have your identification and your Aunstralian Citizenship Certificate (if applicable) as specified at Section C?

ASIC Application as at 8 Sept 2006.doc Dated: 1 September 2005
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M POLICE RECORDS CHECK FOR ENTITLEMENTS

CONSENT T'Q OBTAIN PERSONAL INFORMATION FORM
-
GE_\'ERAL INFORMATION

This Form 15 usad by organisations and applicants as part of the assessment process to determine whether a person 15 switable for the receipt of an
entitlement, including empleyment and a Designated Securnty Assessment Position (DSAP) or Position of Trust (POT) which 1s part of the security
clearance process.

Unless statutory obligations require otherwise, the information provided on this Form will not be used without your prier consent for any purpose
other than m relation to the assessment of your suitability te recerve the entitlement.

P OLICE RECORDS CHECK

Police records checks are an integral part of the assessment of vour suitability for the entitlement sought. On this form vou are asked to disclose
whether you are the subject of fraffic vielation(s) or any crimunal or traffic charge(s) still pending before a Court, or whether you have been the
subject of criminal or raffic conviction(s) or finding(s) of guilt before a Court. You are not required te reveal any conviction(s), which may be
protected by Part VIIC of the Crimes Acr 1914, relating to pardoned, quashed or spent convictions, except where an exclusion applies (see
explanation note under heading SFENT CONTICTIONS SCHEME).

This Form may be forwarded by the emploving organisation to the Australian Federal Pelice (AFP), and vou are asked to consent to:

the AFP disclosmg crinnnal history information from its own records to the orgamisation with which you are employed or are seeking employment,
and/or insurance company of other public or private organisation from which you are seeking an entitlement, and:

for the AFP to access the records of any State pelice and to obtain anv crinninal or traffic violation histery mformation which in tum would be
disclosed to whom von are required to indicate.

SPEXI CONVICTIONS SCHEME

On 30 June 1990, new Commonwealth legislation relating to the collection, use and disclosure of old conviction information came
into effect. This new law i3 commeonly known as the Spent Conviction Scheme.

The aim of the Scheme is to prevent discrimination on the basis of certain old convictions, once a waiting period has passed and
provided the indrvidual has not re-offended. The Scheme also covers convictions where an individual's conviction has been set aside
or pardoned.

An individual whose conviction 1s protected by Part VIIC of the Crimes det 1914 does not have to disclose that conviction to any
person. including a Commonwealth authority. unless an exclusion applies. Commonwealth authorities are prohibited from taking into
account or from disclosing without consent of the indrvidual such convictions.

A spent conviction 15 a conviction for a Commonwealth, Territory, State or foreign offence which satisfies all of the following
conditions:

it is 10 years since the date of the conviction (or 5 years for juvenile offenders):

the individual was not seatenced to imprisonment or was not sentenced to imprisonment for more than 30 months;

the individual has not re-offended during the 10 yvear (3 years for child offenders) waiting pericd; and

a statutory or regulatory exclusion does not apply. (A full list of exclusions is available from the Privacy Commissioner).

The Attammey-Genaral, on the recommendation of the Privacy Commissioner, has grantad exclusions, both parfial and full, from the
operation of the Schame for several categories of emplovmeant. There are also statutery exclusions contained within the Act. This
means that applicants for those positions must declare all convictions whare a full exclusion exisis, or convictions for specific
affences where a partial exclusion exists. Details of exclusions should be provided fo you by the emploving organisation before your
consent is sought to conduct a criminal record check.

An individual who believes the standards dealing with disclosure and use of old conviction information have been breached may
apply to the Privacy Commissioner for an investigation of the matter. The address is GPO Box 3218, SYDNEY. NSW 2001.

For more information please phone (02) 6236 7777 or email Criminal Records © velting@afp gov.au

ASIC Application as at 8 Sept 2006.doc Dated: 1 July 2005
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Page 12 of 14
('1
~HARACTER CHECKING

The Australian Federal Police advises all applicants that for character checks, they must meet the following requirements in
the application.

Applications to be filled cut in black bire or typed.
Photocopy of drivers licence or other document with photograph included must accompany application wherever possible.
Self addressed, stamped envelope is to be included with form (CAG office ONLY)

If there has been a change of name, then previous and current names MUST be included on the form (e.z. maiden, de facto, deed poll,
etc).

Agpplicant’s signature must not be more than three months old.

Please check the date of birth to see if it is the correct year. Also see that all the necessary details have been completed and that the
form is signed.

ASIC Application as at 8 Sept 2006.doc Dated: 1 September 2003
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(v1)

Page 13 of 14
STAFF-IN- CONFIDENCE PART EXCLUSION
(when completed)

Commonwealth of Anstralia

CONSENT TO OBTAIN PERSONAL INFORMATION
(for categories where PART EXCLUSION has been granted from
spent convictions legislation)

(Full name - BLOCK LETTERS and i INK)

acknowledge that I have read the General Information document provided with this Form and understand that I do not have
to disclose old protected convicticns information, which is described under the heading Spent Convictions Scheme in the
General Information document. except any of a type listed below for which an exclusion has been granted:

Offences against Part 2 of the Crimes (Aviation) Act 1991 (excepi section 15) and or
Part 5.3 of the Criminal Code Aet 1995.

certify that the personal information I have provided on both the front and back of this form relates to me and 1s correct;
consent to: Capital Airport Group Pty Litd

+ forwarding this form to the Civil Aviation Safety Authority and/or Department of Transport and Regional Services
and/or the Australian Federal Police and/or the Police Services of the States or Territories of the Commonwealth of
Aunstralia and providing relevant information to the above organization;

¢ forwarding my personal details to the Aunstralian Secuity Intellizence Organmisation for the purpose of conducting a
security assessment; and

¢ forwarding my personal details to the Department of Immigration and Multicultural and Indigenouws Affairs through the
Department of Transport and Regional Services for the purpose of confirmation of myv immigration status.

specify entitlement: Issue of Aviation Security Identification Card (ASIC)

consent to the AFP or other relevant Australian police force(s) extracting from their records copies of traffic violations, and
criminal and/or traffic records relating to me pending before a Court and/or details of convictions or findings of guilt which
have been recorded against me and which are not covered by Part VIIC of the Crimes Act 1914 dealing with spent
convictions;

acknowledge that any information provided by me on this Form or by the pelice as a result of the records check may be taken
into account by the organisation mentioned in (iii) above in assessing my suitability to receive the entitlement.

SHEMATIR. e Date

Note:

The information you provide on this form and which the police provide to this organisation on receipt of the form,
will he used only for the purpose stated above unless statutory obligations require otherwise.

ASIC Application as at 8 Sept 2006.doc Dated: 1 July 20035
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Page 14 of 14

Personal Particulars

PART Exclusion

Surname (present) All other surnames nsed (including

maiden name)

Christian or given names Sex

DMale DFemale
Date of birth Town / city of birth State / country of birth
Contact phone Number Drivers licence number State

Permanent Residential Address Over Last Ten Years

If full details of previous addresses are unavailable details of town(s)
and state(s) will suffice. Afrach list if insufficiant room.

If actual dates are unavailable, Details of year of
residence will suffice

Current Period of residence
to ! f
o
o
o
o
CRIMINAL/TRAFFIC CHARGE, CONVICTION OR PECUNIARY PENALTIES
(i) Are you the subject of any traffic vielation, criminal or traffic charge(s) still pending [ J¥es [ Neo
before a court
& Do you have any conviction(s) or finding(s) of guilt which are less than ten (10) years [ |Yes [ | No
old, or any juvemle conviction(s) or finding(s) of gmlt which are less than five (3)
years old?
1m0
) De vou have any conviction(s) or finding(s) of guilt which are over ten (10} years old. [[Yes [ |No
(or five (3) years for juvenile conviction(s) or finding(s) of guilt) where the sentence
maposed was less than thirty (30) months mpnsomment for offences of the type(s)
mentioned at (1) on the reverse of this form (1e. offences for wiach an exclusion has
been granted)?
(1)

Do vou have any conviction(s) or findmg(s) of gult which are over ten (10) years old,
(or five (3) vears for juvenile conviction(s) or findmng(s) of gult) where the sentence
impaosed was greater than thirty (30) months imprisonment?

If vou answered YES to any of the above guestions, please attach details:

[Ove: [No

USER CODE -109

Capital Airport Group

Airside Administration Coordinator
2 Brindabella Circuit

Brindabella Park

CANBERERA ATRPORT ACT 21609

Date: .

Signmatmre: ...

Police Use Only
Anstralian Federal Police
NOT RECORDED / RECORDED

NOTE: As fingerprints do not accompany your reguest, the Australian

Federal Police cannot guarantee in any manner. that the information supphied
herewith concems the mdividual in whom vou are mterested.

For Commussioner Australian Federal Police

ASIC Application as at & Sept 2006.doc

Dated: 1 September 2003
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Annex D
MSIC sample application form and instructions

44



Sample MSIC Application Form

Application Identification Number

(Complete Security Use Only)

Maritime Security Identification Card (MSIC) and Request for Access to

APPLICATION FORM

MSIC No.

PART A: Application Information
MSIC Application Type: (tick one box only) Access No.

Provisional MSIC
Tick this box if you are under 18 years of age. When you turn 18 you must apply for a Standard MSIC.

Standard MSIC
Tick this box to apply for a Standard MSIC for the first time.

Current Provisional MSIC Number, if applicable: Expiry: [/ /

Renewal of a Standard MSIC
Tick this box if you have held a Standard MSIC before.

Current MSIC Number: Expiry:

MSIC based on your ASIC
Tick this box if you currently hold an ASIC. Your MSIC will expire on the same date as your ASIC.

Current ASTC Number: EXpIry:
Personal Details: Title: Home Phone:
Surname: Work Phone:
Given Names: Mobile Phone:
Name Known By: Email:

Date of Birth:

Postal Address: (if different from home address)
Home Address:

Employer Name: Contact:

A_ddress:

Declaration
| have read and agree to be bound by the Conditions of Use of an MSIC.

Signed: Date:
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Maritime Security Identification Card (MSIC) and Request for Access to

APPLICATION FORM (continued)

PART B: Documents (Issuing Body Use Only)

Evidence of “Demonstration of Need” for an MSIC and to Enter

1. Satisfactory evidence provided.

2. Where applicable, original document(s) retained.

Documents showing identity

1. One original primary identification document sighted.

Type: Number:
PLUS

2. One original secondary identification document or two original tertiary documents sighted.

Type: Number:

Type: Number:

Documents showing Authority to Work in Australia

1. Original documents sighted / satisfactory evidence provided.

Type: Number:

Evidence of Aviation Security Identification Card (ASIC), if applicable

1. Original ASIC sighted.

MSIC Expiry Date Check

Applicant is under 18, and/or applicant has a temporary work visa, and/or applican tis applying for an MSIC
based on their ASIC.

Calculated MSIC expiry date P> the earliest date of the a) applicant’s date of birth plus 6 months, b) expiry date
/

of the work visa, c) ASIC expiry date. /
OR
Applciant is none of the above.
MSIC expiry date must be 5 years from the date of notifcation by DOTARS / /
Access Card to Training undertaken / /
Access expiry date / / Access appr| Access not approved
PART C: Payment Options Individual / Group
Credit Card Pebit Card
Credit Card Type: VISA MasterCard BankCard
Card #
Name on Card: Expiry Date: /
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Signature:

Amount: $

PART E: Card Issue
Authorisation to issue

Signed:

(Issuing Body)
Collected by Applicant

Signed:

(Applicant)

Type of Photographic Identification by applicant on collection of MSIC:

Date:

Date:
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Maritime Security Identification Card (MSIC) and Request to Access

APPLICATION CHECKLIST

Item to be completed Tick once completed

MSIC Induction successfully completed

MSIC Application Form signed and completed

Evidence of need to hold an MSIC

Request to access provided

Evidence of Authority to Work in Australia

Proof of Identity (originals required):
e One primary identification document

e One secondary identification document or two tertiary
identification documents

Payment option completed

Australian Federal Police Criminal History Check and Consent
Forms completed and sent to the AFP

Application lodgement appointment with the Complete Security
arranged

Notification of approval from DOTARS

MSIC security training session and card collection appointment
arranged with Complete Security
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Australian Federal Po
—To fight crime together and win =—

(iv)

v)

(vi)

(vii)

(viii)

Appendix A: AFP Consent Form

Office Use Only
PART EXCLUSION

STAFF-IN-CONFIDENCE
(when completed)

Commonwealth of Australia

CONSENT TO OBTAIN PERSONAL INFORMATION
(for categories where PART EXCLUSION has been granted from
spent convictions legislation)

(Full name - BLOCK LETTERS in pen or typed)

specify the entitement applied for: Maritime Security Identification Card (MSIC)

acknowledge that | have read the General Information document provided with this Form and
understand that | do not have to disclose old conviction information, which is described under the
heading Spent Convictions Scheme in the General Information document (See Attachment A).

acknowledge that convictions which are not spent under Commonwealth, State or Territory
legislation, and convictions for offences detailed within Regulation 6.07C of the Maritime Transport
and Offshore Facilities Security Regulations 2005 (See Attachment B), will be provided to the
Department of Transport and Regional Services (DOTARS).

consent to the Australian Federal Police (AFP) forwarding the information contained in this form to
the Police Services of the States or Territories of Australia and, the AFP or other relevant Australian
police force(s) extracting from their records information relating to me of matters pending before a
Court (excluding civil matters) and/or details of convictions or findings of guilt which have been
recorded against me and which are not spent within the terms above.

consent to my personal details being forwarded to the Australian Security Intelligence Organisation
(ASIO) for the purpose of conducting a security assessment.

consent to all relevant information being forwarded to DOTARS for the purpose of assessing
suitability to be issued an MSIC.

acknowledge that the AFP may retain a record of MSIC applicants and that any information
provided by me in this Form or by the police or ASIO as a result of this check may be taken into
account by DOTARS in assessing my suitability to receive an MSIC.

certify that the personal information | have provided on both the front and back of this form relates
to me and is correct.

Y (o = (0] T SPRPPR Date / /
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Australian Federal
—To fight crime together and win —

CRIMINAL HISTORY CHECK APPLICATION FORM

Office Use Only
PART EXCLUSION

MSIC APPLICATION
IDENTIFICATION
NUMBER

TYPE:
[] sTaNDARD

(PMV REQUIRED)

[] rRENEWAL

(PMV NOT REQUIRED)

CURRENT FAMILY
NAME

GIVEN NAMES

DATE OF BIRTH

GENDER

MALE

FEMALE

OTHER NAMES:

FAMILY NAME:

GIVEN NAMES:

(including all name changes and M aiden Name)

DATE OF BIRTH

(where different)

PLACE OF BIRTH

STATE OF BIRTH

COUNTRY OF
BIRTH

CONTACT
PHONE NUMBER

DRIVERS LICENCE
NUMBER:

DRIVERS LICENCE
STATE:

CURRENT ADDRESS

UNIT/ STREET SUBURB/CITY POST STATE COUNTRY RESIDENCY
NUMBER CODE FROM
/ _/
PERMANENT RESIDENTIAL ADDRESSES OVER THE LAST TEN YEARS
UNIT/ STREET SUBURB/CITY POST STATE COUNTRY RESIDENCY
NUMBER CODE FRO TO
/ / / /
/ / / /
/ / / /
/ _/ / _/
o If full details of previous addresses are unavailable details of town(s) and state(s) will suffice.
Actach Iist if insufficient room.
o If actual dates are unavailable, D etails of year of residence will suffice
Client Code

Signature

Date / /
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Office Use Only
PART EXCLUSION

CRIMINAL HISTORY INFORMATION

Are you the subject of any criminal charges still pending before a court

[JYes [ ]No

Have you ever been convicted of a maritime security related offence? (see Attachment B)

[JYes []No

Have you been found guilty or convicted of an offence as an adult within the past ten
)
years

[ Yes []No

Have you been found guilty or convicted of an offence as a juvenile within the past five
years?

[ IYes []No

Have you been found guilty or convicted of an offence for which you were sentenced to
greater than 30 months imprisonment?

[ IYes []No

If you answered YES to any of the above questions, please provide details:

Police Use Only

RETURN ADDRESS Australian Federal Police

DOTARS
Background Checking Unit
GPO Box 1542
CANBERRA ACT 2601
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Attachment A

INFORMATION RELATING TO THE AFP CRIMINAL HISTORY CHECK
AND CONSENT FORMS FOR MSIC ISSUE

GENERAL INFORMATION

This form is used by Maritime Security identification Card (MSIC) applicants as part of the assessment
process to determine whether a person is suitable for the issue of an MSIC.

Unless statutory obligations require otherwise, the information provided on this form will not be used without
your prior consent for any purpose other than in relation to the assessment of your suitability to receive an
MSIC.

POLICE RECORDS CHECK

Police records checks are an integral part of the assessment of your suitability for an MSIC. On this form
you are asked to disclose whether you are the subject of any charges or matters still pending before a
Court, or whether you have been the subject of conviction(s) or finding(s) of guilt before a Court. You are
not required to reveal any conviction(s), which may be protected by Part VIIC of the Crimes Act 1914,
relating to pardoned, quashed or spent convictions, except where an exclusion applies in respect to
m aritime security related offences. (See Attachment B.)

SPENT CONVICTIONS SCHEME

On 30 June 1990, Commonwealth legislation relating to the collection, use and disclosure of old
conviction information came into effect. This law is commonly known as the Spent Conviction Scheme.

The aim of the Scheme is to prevent discrimination on the basis of certain old convictions, once a waiting
period has passed and provided the individual has not re-offended. The Scheme also covers convictions
where an individual's conviction has been set aside or pardoned.

An individual whose conviction is protected by Part VIIC of the Crimes Act 1914 does not have to disclose
that conviction to any person, including a Commonwealth authority, unless an exclusion applies. A Part
Exclusion exists in respect to the issue of an MSIC which provides for disclosure of offences deemed
m aritime security related offences as described by the Maritime Transport and Offshore Facilities Security
Amendment Regulations 2005 (Number 1)

A spent conviction is a conviction fora Commonwealth, Territory, State or foreign offence which satisfies all
of the following conditions:

e itis 10 years since the date of the conviction (or 5 years for juvenile offenders);

e the individual was not sentenced to imprisonment or was not sentenced to imprisonment for more than
30 months;

e the individual has not re-offended during the 10 year (5 years for juvenile offenders) waiting period; and

e a statutory or regulatory exclusion does not apply. (A full list of exclusions is available from the Privacy
Commissioner).

The Attorney-General, on the recommendation of the Privacy Commissioner, has granted exclusions, both
partial and full, from the operation of the Scheme for several categories of employment. There are also
statutory exclusions contained within the Act. This means that applicants for those positions must declare
all convictions where a full exclusion exists, or convictions for specific offences where a partial exclusion
exists.
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Where a police record with another Australian police jurisdiction has been obtained, any relevant legislation
(and/or release policy) governing that police jurisdiction will be applied before it is released. Under various
sections of Commonwealth, State and Territory legislation a person has the right, in particular
circumstances or for a particular purpose, to not disclose certain convictions (i.e. Spent Convictions). Such
convictions will not be released, providing this is in accordance with relevant legislation (and/or release
policy). If further information is required in relation to the legislation and release policies of any police
jurisdiction, please contact that individual police jurisdiction directly.

An individual who believes the standards dealing with disclosure and use of old conviction information have
been breached may apply to the Privacy Commissioner for an investigation of the matter. The address is
GPO Box 5218, SYDNEY, NSW 2001.

For more information please phone (02) 6256 7777
or email Criminal Records : vetting@afp.gov.au

CRIMINAL HISTORY CHECKING

The Australian Federal Police advises all applicants that for criminal history checks, they must meet
the following requirements in the application.

1. Applications to be filled out in pen or typed.

2. If there has been a change of name, then previous and current names MUST be included on the
form (eg maiden, de facto, deed poll, etc).

3. Applicant’s signature must not be more than three months old.

4. Please check the date of birth to ensure it is the correct year. Also ensure that all the necessary
details have been completed and that the forms are signed.
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Attachment B

MARITIME SECURITY IDENTIFICATION CARD — EXCLUSIONS FROM
SPENT CONVICTION LEGISLATION

The following is a relevant extract from the Maritime Transport and Offshore Facilities Security Regulations
2005 detailing those convictions which will not become spent and are taken into account by the Department
of Transport and Regional Services in assessing suitability for issue of an MSIC.

Regulation 6.07C Meaning of maritime-security-relevant offence

In this division, a maritime-security-relevant offence means an offence of a kind mentioned in an item in
Table 6.07C or a similar offence against a law of a State or Territory, or of any other country or part of a
country.

Table 6.07C Maritime-security-relevant offences

Iltem Kind of offence

1 An offence mentioned in Chapter 5 of the Criminal Code.
Note Offences for this item include treason, espionage and harming Australians.
2 An offence involving the supply of goods (such as weapons or missiles) for a Weapons of Mass

Destruction program as mentioned in the Weapons of Mass Destruction (Prevention of
Proliferation) Act 1995

An offence involving the hijacking or destruction of an aircraft or vessel

An offence involving treachery, sabotage, sedition, inciting mutiny, unlawful drilling, or destroying
or damaging Commonwealth property, mentioned in Part Il of the Crimes Act 1914

5 An offence involving interference with aviation, maritime transport infrastructure or an offshore
facility, including carriage of dangerous goods on board an aircraft or ship, or endangering the
security of an aerodrome, a port or an offshore facility

6 An identity offence involving counterfeiting or falsification of identity documents, or assuming
another individual's identity

7 Transnational crime involving money laundering, or another crime associated with organised
crime or racketeering

8 People smuggling and related offences mentioned in Chapter 4, Division 73 of the Criminal
Code

9 An offence involving the importing, exporting, supply or production of weapons, explosives or a
trafficable quantity of drugs.

Note 1 A person convicted of an offence mentioned in item 1, 2 or 3 of Table 6.07C is disqualified from holding an
MSIC, but, under regulation 6.08X, is entitled to seek reconsideration of the disqualification decision.

Note 2 An issuing body must not issue an MSIC to a person who has been convicted of an offence mentioned in item
4,5,6,7,8or9 of Table 6.07C unless the Secretary, acting under regulation 6.08F, decides that the person is unlikely
to constitute a security threat and approves the issue of an MSIC to the person.

Note 3 Before 1 January 2007, a person who has been convicted of a disqualifying offence must not enter a maritime
security zone: see regulations 6.07K and 6.08D.
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Appendix B: MSIC Application / Issue Checklist

Maritime Security Identification Card (MSIC) and Request for Access to

CHECKLIST
Applicant’s Name:
MSIC / ACCESS TO APPLICATION MSIC No.
Has the MSIC induction been successfully complete? Access No.

Ood 0O ogd

(R I I I

]

Has the applicant completed Part A of the MSIC application form?
Has the Authorised Issuing Officer completed Part B of the MSIC application form?

Has the Application Identification Number been generated and assigned to the application form by the
Authorised Issuing Officer?

Has full payment been received from the MSIC applicant and a receipt provided?

Has a current photograph been taken of the MSIC applicant?

Is the applicant a holder of a current Aviation Security Identification Card (ASIC)?

If YES the applicant does not need a background check.

Is the applicant under 18 years of age?

If YES the applicant does not need a background check.

Has the Authorised Issuing Officer provided the AFP Criminal History Check form to the MSIC applicant?

Has the applicant been advised of their responsibilities in relation to completing the AFP Criminal History
Check?

Has the Authorised Issuing Officer uploaded details to the Department of Transport and Regional Services
regarding the MSIC applicant, including the MSIC application number, to assist in the background checking
process?

Have details of all documents been recorded and the application securely stored?

MSIC / ACCESS ISSUE

]

OO

Od 0O O

Has Complete Security been advised of the results of the background checking?

If NO, an MSIC cannot be issued until such times as DOTARS advises Complete Security of the results of
the background checking, or the applicant is under 18 years of age, or an ASIC holder.

Has the MSIC expiry date been recorded?
Has the MSIC number been recorded on the MSIC application form?
Has the approved the request to access their restricted

areas/facilities?
(Company Name)

Has the applicant been advised of their responsibilities as an MSIC holder (as detailed in the MSIC
holder’'s pamphlet) and undertaken MSIC training?

Has the Authorised Issuing Officer authorised the issue of the MSIC to the applicant on Part E of the MSIC
Application Form?

Has the MSIC applicant collected and signed Part E of the MSIC Application Form?
OR
Has the MSIC been sent by secure mail to an Approved Issuing Body for collection by the applicant?
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Annex E

6.07G Kinds of identification document

(1) This regulation sets out the criteria that a document must meet to qualify as
a primary, secondary or tertiary identification document for somebody.

(2) A document is a primary identification document for somebody if it is:

(@) a certified copy (that is, a copy certified by a Registrar of Births or
similar officer to be a correct copy) of the entry, in a register of births,
of his or her birth; or

(b) a copy (certified under section 44 of the Australian Citizenship Act
1948) of a citizenship certificate granted to him or her; or

(c) adocument issued to him or her under the law of another country that
is evidence, under that law, that he or she is a citizen of that country; or

(d) apassport issued to him or her.

(3) A document is a secondary identification document for somebody if:

(@) it has on it a recent photograph of him or her, or his or her signature;
and
(b) itis:
(i) a licence (for example, a driver’s licence) issued to him or her
under a law of the Commonwealth or a State or Territory; or

(if) a government employee identification document issued to him or
her; or

(iii) an Australian student identification document issued to him or
her; or

(iv) averifiable reference.

(4) Insubregulation (3):
Australian student identification document means a card or document

issued to a student at a tertiary education institution in Australia to identify
him or her as a student at the institution.

government employee identification document means a document issued
by or for the Commonwealth or a State or Territory to somebody employed
by or for the Commonwealth or the State or Territory.

verifiable reference about somebody (the identified person) means a
reference from:
(@ abank or similar financial institution; or
(b) somebody whose identity has been verified by means of:
(1) 2 primary identification documents; or
(i) a primary identification document and a secondary identification
document; or
(iii) a primary identification document and 2 tertiary identification
documents; or
(c) a referee acceptable to the person or body that requires the
identification of the identified person;
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that:

(d) identifies the identified person by name; and

(e) certifies that the person who signed the reference has known the
identified person by that name for at least 12 months; and

(F) is signed by or for the referee and by the identified person.

(5) A document is a tertiary identification document for somebody if:
(@) itsets out his or her name and address; and

(b) itis:
(i)

(i)
(i)
(iv)

(v)
(vi)

a signed statement by his or her employer or former employer
about that employment; or

a copy (certified by a Registrar of Titles or similar officer to be a
correct copy) of a record issued under a law about land titles; or

a document issued by a rating authority from its records about
land ownership or occupation; or

a document issued by a bank or similar financial institution from
its records about a mortgage or other security that he or she gave
to the bank or institution; or

an extract from the electoral roll compiled by the Australian
Electoral Commission; or

a record issued under a law in force in Australia other than a law
about land titles.
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Annex F

Information provided to MSIC issuing bodies to assist in the determination of acceptable identification documents

PRIMARY ID SECONDARY ID TERTIARY ID Comment

Australian Defence | No Yes No Held by all Defence Forces personnel; has

Forces photo ID [Reg. 6.07G (3) (b) photo and signature, not address.

card (iD)]

Birth card No No Yes, if it has an Issued by the NSW Department of Births,
applicant’s name and Deaths & Marriages.
address

Birth certificate, Yes, if it is a full birth certificate No No

Australian, from 20 | and is certified by the Registrar of

August 1986 Births, etc. [Reg. 6.07G (2) (a)]

Birth certificate, Yes, if it is a full birth certificate No No

Australian, before
20 August 1986

and is certified by the registrar of
births, etc. [Reg. 6.07G (2) (a)]
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PRIMARY ID

SECONDARY ID

TERTIARY ID

Comment

Birth extract, Possibly - if the extract is properly | No No Issuing Bodies should examine extracts
Australian certified by the Registrar of Births carefully to determine whether they do meet
it will meet the criteria set out in the requirements.
Reg. 6.07G (2) (a) Very few BD&M offices certify Extracts.

Some NSW extracts seem to be OK — but
that depends on when they were issued
A number of jurisdictions are phasing out
the issue of Birth Extracts, because of their
limited use as POI, and are now charging
the same fee for an Extract as for a Full
Birth Certificate.

Change of name No No Yes, if it has a name Can not be used as primary but may be

record and address on it [Reg. | required to support primary documentation.

6.07G (5) (b) (vi)]

Citizenship papers, | Yes [Reg. 6.07G (2) (b)] No Yes, if it has a name

Australian and address on it

(May be called [R_eg. 6.07G (5) (b)

'naturalisation’ (vi)]

papers)

Citizenship papers, | Yes [Reg. 6.07G (2) (c)] No No NAATI translators may be found at:

foreign http://www.naati.com.au

Credit card No No No

Debit card No No No
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PRIMARY ID SECONDARY ID TERTIARY ID Comment
Discharge papers, No No Yes Document should appear to be a carbon
Australian Defence [Reg. 6.07G (5) (b) copy.
Forces (vi)]
Discharge papers, No No No
foreign military
Divorce papers No No Yes, if it has a name
and address on it
[Reg. 6.07G (5) (b)
(vi)]
Driver's licence, No Yes, if has either a Yes, if it has a name
Australian photograph or a and address on it
signature of the [Reg. 6.07G (5) (b)
applicant (vi)]
[Reg. 6.07G (3) (b)
(]
Driver's licence, No No No
foreign
Electoral roll No No Yes, if it shows the

extract, Australian

applicant's name and
address

[Reg. 6.07G (5) (b) (V)]
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PRIMARY ID

SECONDARY ID

TERTIARY ID

Comment

Firearms licence No Yes, if has either a Yes, if it shows the

photograph or a applicant's surname and

signature of the one other name and

applicant address

[Reg. 6.07G (3) (b) [Reg. 6.07G (5) (b)

(] (vi)]
Government No Yes, see comments Yes, see comments. Yes, if it is a document issued by or for the
employee Commonwealth or a State or Territory to
identification somebody employed by or for the
document Commonwealth or the State or Territory

[Regs. 6.07G (3) (ii) and 6.07G (4)].

Documents issued by local government or
councils are not acceptable.

Identification card | Depends — see comment No No Yes, if shows that the holder is a citizen of

from a country the country that issued the document

other than [Reg 6.07G (2) (c)].

Australia No, if shows that the holder is not a citizen
of the country that issued the document
[Reg. 6.07G (2) (c)].

Identity papers Depends — see comment No No Yes, if shows that the holder is a citizen of

from a foreign the country that issued the document

country [Reg. 6.07G (2) (c)].

No, if shows that the holder is not a citizen
of the country that issued the document
[Reg. 6.07G (2) (c)].
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PRIMARY ID SECONDARY ID TERTIARY ID Comment
Licence issued No No No
under a foreign law
Licence, issued No Yes, if it has a Yes, if it has a name
under an photograph or the and address of the
Australian signature of the applicant
Commonwealth, applicant [Reg. 6.07G (5) (b)
State or Territory [Reg. 6.07G (3) (b) (vi)]
law (D]
Marriage No No Yes, if it has a name May be required as a supporting evidence
certificate and address on it for change of name in Primary/Secondary
[Reg. 6.07G (5) (b) documents.
(vi)]
Medicare card No No No But a Medicare Statement with the person’s
name and address is a tertiary 1D document
[Reg. 6.07G (5) (b) (vi)].
Naturalisation See Citizenship Papers above
papers
Passport, Yes, if was valid for travel within | No No
Australian the last two years
[Reg. 6.07G (2) (c)]
Passport, foreign Yes [Reg 6.07G (2) (c) or (d)] No No
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PRIMARY ID

SECONDARY ID

TERTIARY ID

Comment

Proof of Age card No Possibly, if it satisfies | Yes, if it shows the Note: WA cards do not have an address.
requirements for applicant's name and
issue set out in Reg address
6.07G (4) (b) (iii) [Reg. 6.07G (5) (b)
(vi)]
Rates notice No No Yes, if it contains the I.e.., a notice issued by a local government
name and address authority to a landowner requiring payment.
[Reg. 6.07G (5) (b)
(iii)]
Shooter's licence No Yes, if it meets the Yes, if it shows the
requirements of applicant's name and
Reg. 6.07G (3) (b) (i) | address
[Reg. 6.07G (5) (b)
(vi)]
Student No Yes, ifitisvalidand | No Note: A HECS statement, or the like from
identification - has a photograph the ATO, will suffice as a tertiary ID
Australian tertiary and/or the signature document if it has the person’s name and
student ID card of the applicant address on it [Reg. 6.07G (5) (b) (vi)].
[Reg. 6.07G (3) (b) Note: it is very easy to get fake International
(ii)] Student Identity Card (ISIC), and these are
not acceptable (see below).
Student No No Yes, if it has the

identification -
Australian travel
concession card

person’s name and
address

[Reg. 6.07G (5) (b)
(vi)]
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PRIMARY ID SECONDARY ID TERTIARY ID Comment
Student No No No
identification -
foreign student
identification of
any kind
Other student No No No No address on ISIC cards, so they are not
identification — e.g. valid as a tertiary ID. If the person is a
International student is at an Australian university they
Student will have a university-issued student 1D
Identification Card card.
Tax file number No No Yes, ifitisina

statement form from
the ATO and has the
person’s name and
address on it

[Reg. 6.07G (5) (b)
(vi)]
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Annex G
Example of an IB MSIC Plan

1. Security of Records, Equipment etc.

1.1 MSIC Service Centre

1.1.1 During operations
During the hours of operation <ISSUING BODY’S> premises are protected by:
(@) the presence of an Authorised Issuing Officer
(b) the availability of a discrete monitored duress alarm for the Authorised Issuing Officer to use in
case of emergency
(c) monitored CCTV coverage of the issuing/storage areas of the premises.

1.1.2  Unattended
When <ISSUING BODY’S> premises are unattended it shall be protected by:
(@) a monitored multi layered intruder alarm system
(b) regular security patrols
(c) monitored CCTV coverage of the issuing/storage areas of the premises
(d) locked entrances accessible to authorised personnel only via proximity readers.

1.2 Records

1.2.1 Physical
All MSIC “hard copy’ records and cards awaiting issue shall be kept in the secured steel vault.

1.2.2  Electronic
All MSIC electronic records shall be held on a password protected electronic system(s).

1.2.3  Privacy
All records held by <ISSUING BODY> under this MSIC Plan shall be kept in accordance with the
Commonwealth Privacy Act 1988 and other relevant Commonwealth law.

1.3 Equipment

Any computer controlling the camera/printer shall be password protected. There is no additional
equipment being used by <ISSUING BODY> for the purpose of MSIC production.

1.4 1T Security
All persons having access to MSIC electronic records held on computer equipment, including the

camera, shall be issued with an individual access password that is to be changed every four weeks. An
audit trail of access to these computers, as well as activity on them, is to be maintained.
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2. Records
2.1 Records

2.1.1 Records Register
<ISSUING BODY> will maintain an electronic register (ie. on computer) of all MSIC holders, secured
in accordance with Section 7 of this Plan. The register shall contain the following details:
(@) The MSIC holder’s name and telephone number
(b) A copy of the holder’s photograph that appears on the MSIC
(c) The MSIC holder’s residential address, with the exception of:
i. any law enforcement officer
ii. any officer or employee of ASIO
iii. any employee of a Commonwealth authority
(d) The rationale of the operational need for the issuing of the MSIC
(e) The documents used to decide the holder’s eligibility for an MSIC
(f) The date of the beginning of the current period during which the MSIC holder has continuously
held an MSIC
(9) The unique number of the MSIC
(h) The date of issue of the MSIC
(i) The expiry date of the MSIC
(J)) The date which the MSIC was cancelled, if applicable
(k) The date or dates on which the MSIC was reported lost, stolen or destroyed, if applicable.

<ISSUING BODY> must maintain records that are sufficient to demonstrate that it has complied with
this MSIC Plan.

2.1.2 Records Location
All records held under this Plan will be secured at <ISSUING BODY’S> premises.

2.1.3  Inspection of Records
<ISSUING BODY’S> MSIC records will be made available to a Maritime Security Inspector subject
to:

(a) the Maritime Security Inspector providing adequate identification

(b) reasonable notice being given to the Managing Director.

2.2 Record Keeping Duration

All records, including electronic records, relating to the issuing or refusal to issue an MSIC shall be
kept for a period of seven years from the date of the creation of the record.

2.3 Reporting

<ISSUING BODY> shall report to the Secretary on MSIC issuing activities up to and including
30 June each year. Such reports will be available to the Secretary by 31 July each year.
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Reports to the Secretary shall include:

(@) the total number of MSICs issued by <ISSUING BODY>

(b) the number of MSICs issued by <ISSUING BODY> that have not expired and have not been
cancelled

(c) the number of MSICs issued by <ISSUING BODY> that have expired or been cancelled but
have not been returned to <ISSUING BODY>

(d) the number of MSICs issued by <ISSUING BODY> that were cancelled in the financial year to
which the report relates

(e) the number of MSICs issued by <ISSUING BODY> that expired in that financial year.

3. Audits
3.1 Record Audit

All records, including electronic records, relating to the issuing or refusal to issue an MSIC shall be
audited once every calendar year by <ISSUING BODY>.

Audit records shall be kept for a period of seven years.
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Annex H
Provisions in the ATSA and ATSR which cover the application and background-checking processes

Aviation Transport Security Act 2004

35 Requirements for airside areas

(1)
(@)

3)

The regulations may, for the purposes of safeguarding against unlawful interference with
aviation, prescribe requirements in relation to the airside area of a security controlled airport.

Without limiting the matters that may be dealt with by regulations made under
subsection (1), the regulations may deal with the following:

(@) access to the airside area (including conditions of entry, the issue and use of security
passes and other identification systems);

(b)  the patrolling of the airside area;

(c) the provision of lighting, fencing and storage facilities;

(d) the identification or marking of the airside area;

(e) the approval of building works within, or adjacent to, the airside area;
(f)  the screening of people, vehicles or goods for entry to the airside area;

() the security checking (including background checking) of persons who have access to
the airside area;

(h)  the movement, management or operation of aircraft, vehicles and other machinery in
the airside area;

(1)  the maintenance of the integrity of the airside area;
(1)  access to aircraft (including unattended aircraft) from the airside area;

(k)  the management of people and goods (including the management of unaccompanied,
unidentified or suspicious goods) in the airside area;

() the management (including the sale or disposal) of vehicles or goods abandoned in the
airside area.

Regulations made under this section may prescribe penalties for offences against those
regulations. The penalties must not exceed:

(@) for an offence committed by an airport operator or an aircraft operator—200 penalty
units; or

(b) for an offence committed by an aviation industry participant, other than a participant
covered by paragraph (a)—2100 penalty units; or

(c) for an offence committed by any other person—50 penalty units.
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37 Requirements for landside areas

(1) The regulations may, for the purposes of safeguarding against unlawful interference with
aviation, prescribe requirements in relation to the landside area of a security controlled
airport.

(2) Without limiting the matters that may be dealt with by regulations made under subsection (1),
the regulations may deal with the following:

(@) access to the landside area (including conditions of entry, the issue and use of security
passes and other identification systems);

(b)  the patrolling of the landside area;

(c) the provision of lighting, fencing and storage facilities;

(d) the identification or marking of the landside area;

(e) the approval of building works within, or adjacent to, the landside area;
(f)  the screening of people, vehicles or goods for entry to the landside area;

() the security checking (including background checking) of persons who have access to
the landside area;

(h)  the movement, management or operation of aircraft, vehicles and other machinery in
the landside area;

(i)  the maintenance of the integrity of the landside area;
(1)  access to aircraft (including unattended aircraft) from the landside area;

(k)  the management of people and goods (including the management of unaccompanied,
unidentified or suspicious goods) in the landside area;

()  the management (including the sale or disposal) of vehicles or goods abandoned in the
landside area.

(3) Regulations made under this section may prescribe penalties for offences against those
regulations. The penalties must not exceed:

(@) for an offence committed by an airport operator or an aircraft operator—200 penalty
units; or

(b) for an offence committed by an aviation industry participant, other than a participant
covered by paragraph (a)—100 penalty units; or

(c) for an offence committed by any other person—50 penalty units.

Note: If a body corporate is convicted of an offence against regulations made under this section, subsection 4B(3) of
the Crimes Act 1914 allows a court to impose fines of up to 5 times the penalties stated above.

133 Regulations

(1) The Governor-General may make regulations prescribing matters:
(@)  required or permitted by this Act to be prescribed; or
(b)  necessary or convenient to be prescribed for carrying out or giving effect to this Act.
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(2) Without limiting subsection (1), the regulations may:

3)

(@)  prescribe fees in respect of matters under this Act (including the regulations); and

(b)  prescribe penalties of not more than 50 penalty units for offences against the
regulations.

Paragraph (2)(b) does not limit any provision in this Act that provides for the regulations to
prescribe penalties higher than 50 penalty units.

Aviation Transport Security Regulations 2005

6.02

6.26
(1)

2

6.27A
(1)

2

Background checking

A reference in this Part to background checking, in relation to a person, is a reference to any
of the following:

(@) the AFP conducting a criminal records check in relation to the person;
(b)  asecurity assessment conducted by ASIO in relation to the person;

(c) if the person is not an Australian citizen, DIMIA determining whether the person is an
unlawful non-citizen.

ASICs — application for issue

A person who has an operational need for frequent access to a secure area at an airport may
apply to an issuing body for the issue of an ASIC.

The application must be in a form approved by the Secretary and, except in the case of a
person who is under 18, must be accompanied by:

(@) a form, signed by the person, that states that the person gives his or her consent to a
criminal records check being conducted by the AFP in relation to the person; and

(b) aform, signed by the person, that states that the person gives his or her consent to his
or her personal information being passed between the Department, the AFP, ASIO, CASA,
DIMIA and the issuing body.

(c) anacknowledgement that a security assessment will be carried out (except if a security
assessment has been made in relation to the issue of an ASIC to the applicant).

Assessment of criminal history certificates

If an issuing body proposes to issue an ASIC to a person, the Secretary must conduct an
assessment, based on a criminal history certificate received from the AFP, to determine
whether the person has an adverse criminal record.

If the Secretary determines that the person does not have an adverse criminal record, the

Secretary must give the issuing body a notice stating that:

(@) the Secretary has conducted an assessment, based on a criminal history certificate
received from the AFP, to determine whether the person has an adverse criminal record;
and
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(b) based on the criminal history certificate, the person does not have an adverse criminal
record.

(3) If the Secretary determines that the person has an adverse criminal record, the Secretary

must:
(a) give the issuing body a notice that includes:
Q) a statement that:
(A) the Secretary has conducted an assessment, based on a criminal
history certificate received from the AFP, to determine whether the person has
an adverse criminal record; and
(B) based on the criminal history certificate, the person has an adverse
criminal record; and
(i) a direction not to issue the ASIC to the person; and

(b) give the person a notice stating that the Secretary has given the issuing body a direction
not to issue the ASIC to the person because, based on a criminal history certificate
received from the AFP, the person has an adverse criminal record.

(4) An issuing body must not issue an ASIC to a person in contravention of a direction under
subparagraph (3) (a) (ii).

Penalty: 20 penalty units.

6.28 ASICs —issue
(1) Subject to subregulations (3) and (4) and regulations 6.29 and 6.31, an issuing body may
issue an ASIC to a person if and only if:

(a) the person has an operational need for frequent access to all or part of 1 or more areas at
an airport, or at more than 1 airport, being areas where persons are required to display an
ASIC; and

(b) the person has verified his or her identity by showing the issuing body:
(i) aprimary identification document; and
(ii) either:
(A)  asecondary identification document; or
(B) 2 tertiary identification documents; and
(c) either:
(i) he or she has shown the issuing body his or her Australian birth certificate,
Australian passport or Australian naturalisation certificate; or
(if) the issuing body is satisfied that he or she is not an unlawful non-citizen; and
(d) the issuing body has received a notice from the Secretary stating that:

(i) the Secretary has conducted an assessment, based on a criminal history certificate
received from the AFP, to determine whether the person has an adverse criminal
record; and

(i) based on the criminal history certificate, the person does not have an adverse
criminal record; and

(e) the issuing body has been notified in writing that a security assessment of the person has
been made, and:
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()

(2A)

6.31

(3)

(4)

(5)

(6)

(7)

(1)

(i) the assessment was not adverse; or

(if) if the assessment was qualified — the issuing body has not been directed by the
Secretary under paragraph 6.31 (3) (a) not to issue an ASIC to the person; and

(F) he or she is not disqualified under regulation 6.48 from holding an ASIC.
Penalty: 50 penalty units.
An offence against subregulation (1) is an offence of strict liability.

For paragraph (1) (d), a person has an adverse criminal record if:

(@) he or she has been convicted of an aviation-security-relevant offence and sentenced to
imprisonment; or

(b) in the case of a person who has been convicted twice or more of an
aviation-security-relevant offence or offences, but no sentence of imprisonment was
imposed — 1 of those convictions occurred within the previous 12 months.

In the case of a person who is under 18, the issuing body may issue an ASIC to him or her
despite paragraphs (1) (d) and (e) if he or she meets the criteria in paragraphs (1) (a) to (c)
and paragraph (1) (f).

In the case of a person who holds a security designated authorisation that is less than 2 years

old, the issuing body may issue the ASIC to him or her despite paragraphs (1) (a), (b) and (c)
if he or she meets the criteria in paragraphs (1) (d), (e) and (f).

Note The ASIC remains valid for only 2 years after completion of the relevant background check — see
subregulation 6.32 (2).

An issuing body may issue an ASIC subject to a condition, but must notify the holder in
writing what the condition is.

In particular, a condition may be that background checking of the holder is carried out more
frequently than required by these Regulations.

If:

(a) an applicant for an ASIC has been convicted twice or more of aviation-security-relevant
offences; and

(b) no sentence of imprisonment was imposed for any of those convictions; and

(c) none of those convictions occurred within the 12 months ending when the relevant
background check was carried out;

any ASIC issued to him or her is to be subject to the condition that he or she must have a
further background check carried out within 12 months.

Persons the subject of adverse or qualified security assessments

If an issuing body proposes to issue an ASIC to a person and a security assessment of a
person is an adverse security assessment, the Secretary must:

(a) give the issuing body a written direction not to issue the ASIC to the person; and

(b) give the person a notice stating that the Secretary has given the issuing body a direction
not to issue the ASIC to the person.
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(2) Subregulation (3) applies if:
(a) an issuing body proposes to issue an ASIC to a person; and
(b) asecurity assessment of a person is a qualified security assessment.

(3) If the Secretary is satisfied that the holding of an ASIC by the person would constitute a
threat to aviation security:
(a) the Secretary may give the issuing body a written direction not to issue the ASIC to the
person; and
(b) if the Secretary gives the issuing body a direction under paragraph (a) — the Secretary
must give the person a notice stating that the Secretary has given the issuing body a
direction not to issue the ASIC to the person.

(4) An issuing body must not issue an ASIC to a person in contravention of a direction under
paragraph (1) (a) or (3) (a).

Penalty: 20 penalty units.

(5) In this regulation:

adverse security assessment has the same meaning as in Part IV of the Australian Security
Intelligence Organisation Act 1979.

qualified security assessment has the same meaning as in Part IV of the Australian Security
Intelligence Organisation Act 1979.

Note If an adverse or qualified security assessment about a person is provided to a Commonwealth body, the
body must notify the person in writing within 14 days (including a copy of the assessment) and must notify him
or her how to apply to the Administrative Appeals Tribunal for review of the assessment — see the Australian
Security Intelligence Organisation Act 1979, section 38.
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Annex |

Provisions in the MTOFSA and MTOFSR which cover the application and background-checking

processes

Maritime Transport and Offshore Facilities Security Act 2003

The Act does not contain any provisions relating to the specific application and background checking
processes for issuing Maritime Security Identification Cards (MSICs). The following sections are of
relevance in establishing regulations which are relevant to the application and background checking

jprocesses.

105 Requirements for port security zones

(1) The regulations may, for the purposes of safeguarding against unlawful interference with
maritime transport or offshore facilities, prescribe requirements in relation to each type of
port security zone.

(2) The following matters may be dealt with by regulations made under subsection (1):

(a)

(b)
(©)

(d)
(e)

(f)
(9)

access to port security zones (including conditions of access, the issue and use of
security passes and other identification systems);

the identification or marking of port security zones;

the movement, management or operation of ships and other vessels and vehicles and
other things in port security zones;

the maintenance of the integrity of port security zones;

the management of people and goods (including the management of unaccompanied,
unidentified or suspicious goods) in port security zones;

the management (including the sale or disposal) of ships, other vessels, vehicles or
goods abandoned in port security zones;

when prescribed requirements are to be met.

(3) Regulations made under this section may prescribe penalties for offences against those
regulations. The penalties must not exceed:

(a)
(b)
(©)

for an offence committed by a port operator, ship operator, port facility operator or
offshore facility operator—200 penalty units; or

for an offence committed by a maritime industry participant, other than a participant
covered by paragraph (a)—2100 penalty units; or

for an offence committed by any other person—50 penalty units.

Note: If a body corporate is convicted of an offence against regulations made under this section, subsection 4B(3) of

the Crimes Act 1914 allows a court to impose fines of up to 5 times the penalties stated above.
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(4) Regulations made under subsection (1) may provide for the recovery by a person of costs and
expenses reasonably incurred by the person in relation to the performance of functions, or the
exercise of powers, by the person in relation to a security identification card scheme set out
in those regulations. An amount recoverable under those regulations must not be such as to
amount to taxation.

(5) Regulations made under subsection (1) may authorise the use or disclosure of information
(including personal information within the meaning of the Privacy Act 1988) for the
purposes of, or in relation to, assessing the security risk posed by a person.

109 Requirements for ship security zones

(1) The regulations may, for the purposes of safeguarding against unlawful interference with
maritime transport or offshore facilities, prescribe requirements in relation to each type of
ship security zone.

(2) The following matters may be dealt with by regulations made under subsection (1):

(a) access to ship security zones (including conditions of access, the issue and use of
security passes and other identification systems);

(b) the identification or marking of ship security zones;

(c) the movement, management or operation of ships and other vessels and vehicles and
other things in ship security zones;

(d) the maintenance of the integrity of ship security zones;

(e) the management of people and goods (including the management of unaccompanied,
unidentified or suspicious goods) in ship security zones;

(F) the management (including the sale or disposal) of things abandoned in ship security
Zones;

(g) when prescribed requirements are to be met.

(3) Regulations made under this section may prescribe penalties for offences against those
regulations. The penalties must not exceed:
(@) for an offence committed by a port operator, ship operator, port facility operator or
offshore facility operator—200 penalty units; or
(b) for an offence committed by a maritime industry participant, other than a participant
covered by paragraph (a)—2100 penalty units; or
(c) for an offence committed by any other person—50 penalty units.

Note: If a body corporate is convicted of an offence against regulations made under this section, subsection 4B(3) of
the Crimes Act 1914 allows a court to impose fines of up to 5 times the penalties stated above.

(4) Regulations made under subsection (1) may provide for the recovery by a person of costs and
expenses reasonably incurred by the person in relation to the performance of functions, or the
exercise of powers, by the person in relation to a security identification card scheme set out in
those regulations. An amount recoverable under those regulations must not be such as to
amount to taxation.

(5) Regulations made under subsection (1) may authorise the use or disclosure of information
(including personal information within the meaning of the Privacy Act 1988) for the purposes
of, or in relation to, assessing the security risk posed by a person.
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113 Requirements for on-board security zones

(1) The regulations may, for the purposes of safeguarding against unlawful interference with
maritime transport or offshore facilities, prescribe requirements in relation to each type of
on-board security zone.

(2) The following matters may be dealt with by regulations made under subsection (1):

(a) access to on-board security zones (including conditions of access, the issue and use of
security passes and other identification systems);

(b) the identification or marking of on-board security zones;

(c) the movement, management or operation of vehicles and other things in on-board
security zones;

(d) the maintenance of the integrity of on-board security zones;

(e) the management of people and goods (including the management of unaccompanied,
unidentified or suspicious goods) in on-board security zones;

(f) the management (including the sale or disposal) of things abandoned in on-board
security zones;

(g) when prescribed requirements are to be met.

(3) Regulations made under this section may prescribe penalties for offences against those
regulations. The penalties must not exceed:

(a) for an offence committed by a port operator, ship operator, port facility operator or
offshore facility operator—200 penalty units; or

(b) for an offence committed by a maritime industry participant, other than a participant
covered by paragraph (a)—100 penalty units; or
(c) for an offence committed by any other person—50 penalty units.
Note: If a body corporate is convicted of an offence against regulations made under this section, subsection 4B(3) of
the Crimes Act 1914 allows a court to impose fines of up to 5 times the penalties stated above.

(4) Regulations made under subsection (1) may provide for the recovery by a person of costs and
expenses reasonably incurred by the person in relation to the performance of functions, or the
exercise of powers, by the person in relation to a security identification card scheme set out in
those regulations. An amount recoverable under those regulations must not be such as to
amount to taxation.

(5) Regulations made under subsection (1) may authorise the use or disclosure of information
(including personal information within the meaning of the Privacy Act 1988) for the purposes
of, or in relation to, assessing the security risk posed by a person.

209 Regulations

(1) The Governor-General may make regulations prescribing matters:
(a) required or permitted by this Act to be prescribed; or
(b) necessary or convenient to be prescribed for carrying out or giving effect to this Act.

(2) Without limiting subsection (1), the regulations may:
(@) prescribe fees in respect of matters under this Act (including the regulations); and
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(b) prescribe penalties of not more than 50 penalty units for offences against the regulations.

(3) Paragraph (2) (b) does not limit any provision in this Act that provides for the regulations to
prescribe penalties higher than 50 penalty units.

Maritime Transport and Offshore Facilities Security Regulations 2003

6.07G Kinds of identification document

(1) This regulation sets out the criteria that a document must meet to qualify as a primary,
secondary or tertiary identification document for somebody.

(2) A document is a primary identification document for somebody if it is:

(@) acertified copy (that is, a copy certified by a Registrar of Births or similar officer to be a
correct copy) of the entry, in a register of births, of his or her birth; or

(b) a copy (certified under section 44 of the Australian Citizenship Act 1948) of a
citizenship certificate granted to him or her; or

(c) adocument issued to him or her under the law of another country that is evidence, under
that law, that he or she is a citizen of that country; or

(d) a passport issued to him or her.

(3) A document is a secondary identification document for somebody if:
(@) ithason ita recent photograph of him or her, or his or her signature; and
(b) itis:
(i) a licence (for example, a driver’s licence) issued to him or her under a law of the
Commonwealth or a State or Territory; or
(i) agovernment employee identification document issued to him or her; or
(iii) an Australian student identification document issued to him or her; or
(iv) averifiable reference.

(4) Insubregulation (3):
Australian student identification document means a card or document issued to a student at
a tertiary education institution in Australia to identify him or her as a student at the
institution.

government employee identification document means a document issued by or for the
Commonwealth or a State or Territory to somebody employed by or for the Commonwealth
or the State or Territory.

verifiable reference about somebody (the identified person) means a reference from:
(@) abank or similar financial institution; or
(b) somebody whose identity has been verified by means of:
(i) 2 primary identification documents; or
(i) aprimary identification document and a secondary identification document; or
(iii) a primary identification document and 2 tertiary identification documents; or

(c) a referee acceptable to the person or body that requires the identification of the
identified person;
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()

6.07H
(1)

(@)

(3)

6.08B
(1)

2

that:
(d) identifies the identified person by name; and

(e) certifies that the person who signed the reference has known the identified person by
that name for at least 12 months; and

(F) issigned by or for the referee and by the identified person.

A document is a tertiary identification document for somebody if:

(a) it setsout his or her name and address; and

(b) itis:

(i) a signed statement by his or her employer or former employer about that
employment; or

(if) a copy (certified by a Registrar of Titles or similar officer to be a correct copy) of
a record issued under a law about land titles; or

(iii) a document issued by a rating authority from its records about land ownership or
occupation; or

(iv) adocument issued by a bank or similar financial institution from its records about
a mortgage or other security that he or she gave to the bank or institution; or

(v) an extract from the electoral roll compiled by the Australian Electoral
Commission; or

(vi) arecord issued under a law in force in Australia other than a law about land titles.

Authentication of certain foreign documents

In this regulation:

Hague Convention means the Convention Abolishing the Requirement of Legalisation for
Foreign Public Documents, done at the Hague on 5 October 1961.

This regulation applies if a person presents to an issuing body, as an identification document,
a document that is a public document for the purposes of the Hague Convention and was
issued in a country (other than Australia) that is a Contracting State to that Convention.

The body may require the person to have the authenticity of the document certified in
accordance with that Convention.

Note The authentication procedure involves the endorsement on, or attachment to, the document of a
certificate in a standard form. Details of the procedure and any fee payable should be available from the
embassy of the country in which the document was issued.

MSICs — application for issue

A person may, in writing, apply to an issuing body for the issue of an MSIC if he or she has
an operational need to hold an MSIC.

An applicant who has turned 18 must prepare a signed form of consent to background
checking of the applicant and:

(@) if applying before 1 January 2007 — send the form to the AFP; or
(b) if applying on or after 1 January 2007 — include the form with the application.
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6.08C MSICs —issue

(1) Anissuing body may issue an MSIC to a person only if:

(a)
(b)

(©)

(d)

(e)

the person has an operational need to hold an MSIC; and
the person has verified his or her identity by showing the issuing body:
(i) aprimary identification document; and
(it) either:
(A) asecondary identification document; or
(B) 2 tertiary identification documents; and
either:

(i) has shown the issuing body a document that is evidence that the person is an
Australian citizen (for example, his or her Australian birth certificate, Australian
passport or Australian naturalisation certificate); or

(if) the issuing body is satisfied that he or she holds a visa entitling him or her to work
in Australia; and

the issuing body has been notified in writing that a security assessment of the person has
been made, and:

(i) the assessment was not adverse; or

(if) if the assessment was qualified — the issuing body has not been directed by the
Secretary under subregulation 6.08H (2) not to issue an MSIC to the person; and

the issuing body has been notified in writing that a criminal records check of the person
has been made, and:

(i) the check shows that the person does not have an adverse criminal record; or

(if) if the check shows that the person has an adverse criminal record — the Secretary
has approved an application to issue an MSIC to the person under
paragraph 6.08F (3) (a).
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