
 

 

 

File Reference:  TBC 

Contact Name:  Jessica York 

  

Ms Ann Palmer 
Principal Research Officer 
Senate Legal and Constitutional Affairs Committee 
Parliament House 
CANBERRA ACT 2600 
 

Subject: AusCheck Bill 2006 

 

Dear Ms Palmer 
 
Thank you for your correspondence to Mr Graham Hanna of 19 February 2007 advising of the question 
Senator Ludwig put on notice to DOTARS in the course of the Committee’s inquiry into the AusCheck 
Bill 2006.  The Department’s response to the four components of the Senator’s question is attached.  
The Civil Aviation Safety Authority has contributed to this response. 
 
The Department will be happy to provide further advice on these issues as required.  Our contact for 
this is Graham Hanna, Section Head, Aviation Security Identity.  Graham can be contacted on  
6274 7101, or emailed at graham.hanna@dotars.gov.au. 
 
Yours sincerely 
 

<signed>     <signed> 

 

Cheryl Johnson      John Kilner 
General Manager     General Manager 
Regional Aviation and Air Cargo Security  Maritime Security 
Office of Transport Security    Office of Transport Security 
26 February 2007     26 February 2007  
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Question 1.  
 
For each of the MSIC and ASIC card systems: 
 
a. Provide a sample application form and instructions 
 
With regards to ASICs: 
Senator Ludwig has asked that DOTARS provide an explanation as to why there is no 'sample' ASIC 
application form, and also requested that DOTARS provide a number of examples of ASIC application 
forms (including CASA's). 
 
There are 192 ASIC issuing bodies (IBs).  IB historically use application forms for multiple purposes, 
including access controls, corporate ID etc.  The part of the application required to undertake the 
background check is provided to IBs by the Australian Federal Police. 
 
This submission includes the ASIC application forms used by CASA (including an information sheet) 
at Annex A, the Australian Customs Service (Customs) at Annex B and Canberra Airport at Annex C. 
 
With regards to MSICs: 
A template for an MSIC application form can be found at Annex D.  MSIC IBs are able to modify this 
template to suit their own purposes. 
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b. A list of the supporting documentation required for an application 
 
With regards to the ASIC program: 
The regulatory requirements are outlined in the Aviation Transport Security Regulations 2005 and the 
identification requirements for ASICs are also outlined in the application forms used by the IBs. 
 
With regards to the MSIC program: 
The Maritime Transport and Offshore Facilities Regulations 2003 require that a primary identification 
document and either one secondary or two tertiary documents are provided as evidence of an 
applicant’s identity. 
 
The kinds of documents required are provided in Regulation 6.07G ‘Kinds of identification document’.  
This Regulation is provided at Annex E.  Information has been provided to issuing bodies to assist 
them to determine the kinds of documents that are acceptable.  A copy of this information can be found 
at Annex F. 
 
In addition to the identity documents, applicants are required to show that they have or will have an 
operational need to work in a maritime security zone and may also be required to provide evidence that 
they have the right to work in Australia. 
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c. Detail of what processes are currently in place (e.g. for the storage/retention of applications, 
the details of any databases etc.) 
 
The background checking function is currently conducted by the DOTARS Background Checking 
Unit. 
 
The process begins with ASIC/MSIC issuing bodies (IBs) gathering information to assess eligibility 
and suitability of applicants.  The information is collected in both soft and hard copy.  The IBs are 
required to keep all relevant records for a period of seven years in secure storage.  Access to the 
documents/data is controlled.  Expectations are reflected in the documented (and audited) plans of 
issuing bodies, an example of which is at Annex G. 
 
DOTARS retains documents/data relevant to ASIC/MSIC applicants consistent with the Archives Act.  
They are securely housed and access to them is strictly controlled on a ‘need to know’ basis. 
 
Data received from issuing bodies and derived from within government and used by DOTARS to 
assess ASIC/MSIC applicants’ suitability (criminal history and security assessment) is stored on secure 
databases managed by DOTARS. 
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d. Details of the provisions of the relevant Act and regulations which cover the application and 
background-checking processes 
 
With regards to the ASIC program: 
A number of sections of the Aviation Transport Security Act 2004 and the Aviation Transport Security 
Regulations 2005 cover the ASIC application and background-checking processes.  Within the Act, 
sections 35, 37 and 133 are relevant.  Specific Regulations of relevance are 6.02, 6.26, 6.27A, 6.28 and 
6.31.  These are reproduced in full at Annex H. 
 
With regards to the MSIC program: 
A number of sections of the Maritime Transport and Offshore Facilities Security Act 2003 and the 
Maritime Transport and Offshore Facilities Security Regulations 2003 cover the MSIC application and 
background-checking processes.  Within the Act, sections 105, 109, 113 and 209 are relevant.  Specific 
Regulations of relevance are 6.07G, 6.07H, 6.08B and 6.08C.  These are reproduced in full at Annex I. 
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Annex A 
CASA – ASIC application information sheet 
CASA – ASIC application form 
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Annex B 
Australian Customs Service – ASIC application form
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Annex C 
Canberra Airport – ASIC application form
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Annex D 
MSIC sample application form and instructions



Sample MSIC Application Form 
 

_ 

 
Maritime Security Identification Card (MSIC) and Request for A

APPLICATION FORM
 
PART A:   Application Information 
MSIC Application Type: (tick one
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 box only) 
 

Provisional MSIC 
Tick this box if you are under 18 years of age. When you turn 18 you
 
Standard MSIC 
Tick this box to apply for a Standard MSIC for the first time. 
 
Current Provisional MSIC Number, if applicable:    
 
Renewal of a Standard MSIC 
Tick this box if you have held a Standard MSIC before. 
 
Current MSIC Number:      
________ 
 
MSIC based on your ASIC 
Tick this box if you currently hold an ASIC. Your MSIC will expire on 
 
Current ASIC Number:      
________ 

 
 
 
 
 
 

Declaration 
 
I have read and agree to be bound by the Conditions of Use of an MSI
 
Signed:            Date:
Application Identification Number 
_  __  __ / __  __  __  __  __  __ 

(Complete Security Use Only) 
ccess to      
 

 m

th

.

C

   
MSIC No
Access No.
ust apply for a Standard MSIC. 

 Expiry: ___ / ___ / ________ 

  Expiry: ___ / ___ / 

e same date as your ASIC. 

  Expiry: ___ / ___ / 

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Personal Details:  Title:  
  
Surname:     
  
Given Names:     
  
Name Known By:    
  
Date of Birth:     
  
 
Home Address: 
Home Phone:     
  
Work Phone:     
  
Mobile Phone:     
  
Email:      
  
 
 
Postal Address: (if different from home address) 
      
 

 

 

 
 
 
 
 
 
 

Employer Name:               Contact:     
  
Address:             
  
               
. 

     



 
 

 
Maritime Security Identification Card (MSIC) and Request for Access to      

APPLICATION FORM (continued) 
 
PART B:   Documents (Issuing Body Use Only) 
 
Evidence of “Demonstration of Need” for an MSIC and to Enter       
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1. Satisfactory evidence provided. 
 
2. Where applicable, original document(s) retained. 

 
Documents showing identity 
 

1. One original primary identification document sighted. 

Type:        Number:      

PLUS 
 
2. One original secondary identification document or two original tertiary documents sighted. 

Type:        Number:      

Type:        Number:      

Documents showing Authority to Work in Australia 
 

1. Original documents sighted / satisfactory evidence provided. 

Type:        Number:      

Evidence of Aviation Security Identification Card (ASIC), if applicable 
 

1. Original ASIC sighted. 
 

MSIC Expiry Date Check 

Applicant is under 18, and/or applicant has a temporary work visa, and/or applican tis applying for an MSIC 
based on their ASIC. 

Calculated MSIC expiry date      the earliest date of the a) applicant’s date of birth plus 6 months, b) expiry date 
of the work visa, c) ASIC expiry date.    /   /   .

OR 

Applciant is none of the above. 
MSIC expiry date must be 5 years from the date of notifcation by DOTARS   /   /  
 .
 

Access Card to         Training undertaken   /   /  
 .

Access expiry date    /   /     Access approved  Access not approved 

 
 

PART C:   Payment Options   Individual / Group 
Credit Card      Debit Card 

 
Credit Card Type:   VISA   MasterCard  BankCard 
 
Card # 
 
Name on Card:          Expiry Date:      /   



 
Signature:          Amount: $    
 

 

 
PART E:   Card Issue 
 
Authorisation to issue 
 
Signed:          Date:     
  

   (Issuing Body) 
 
Collected by Applicant 
 
Signed:          Date:     
  

   (Applicant) 
 
Type of Photographic Identification by applicant on collection of MSIC: 
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Maritime Security Identification Card (MSIC) and Request to Access      

APPLICATION CHECKLIST 
 

Item to be completed Tick once completed

MSIC Induction successfully completed  

MSIC Application Form signed and completed  

Evidence of need to hold an MSIC  

Request to access     provided  

Evidence of Authority to Work in Australia  

Proof of Identity (originals required):  

• One primary identification document  

• One secondary identification document or two tertiary 
identification documents  

Payment option completed  

Australian Federal Police Criminal History Check and Consent 
Forms completed and sent to the AFP  

Application lodgement appointment with the Complete Security 
arranged  

Notification of approval from DOTARS  

MSIC security training session and card collection appointment 
arranged with Complete Security  



Appendix A:  AFP Consent Form 

 

STAFF-IN-CONFIDENCE                        
(when completed) 

 
 

Commonwealth of Australia 
 
 

CONSENT TO OBTAIN PERSONAL INFORMATION 
(for categories where PART EXCLUSION has been granted from 

spent convictions legislation) 
 
I..............................................................................................................................................hereby: 
    (Full name - BLOCK LETTERS in pen or typed) 
 
(i) specify the entitlement applied for:  M aritime Security Identification Card (M SIC) 
 
(ii) acknowledge that I have read the General Information document provided with this Form and 

understand that I do not have to disclose old conviction information, which is described under the 
heading Spent Convictions Scheme in the General Information document (See Attachment A). 

 
(iii) acknowledge that convictions which are not spent under Commonwealth, State or Territory 

legislation, and convictions for offences detailed within Regulation 6.07C of the Maritime Transport 
and Offshore Facilities Security Regulations 2005 (See Attachment B), will be provided to the 
Department of Transport and Regional Services (DOTARS). 

  
(iv) consent to the Australian Federal Police (AFP) forwarding the information contained in this form to 

the Police Services of the States or Territories of Australia and, the AFP or other relevant Australian 
police force(s) extracting from their records information relating to me of matters pending before a 
Court (excluding civil matters) and/or details of convictions or findings of guilt which have been 
recorded against me and which are not spent within the terms above. 

 
(v) consent to my personal details being forwarded to the Australian Security Intelligence Organisation

(ASIO) for the purpose of conducting a security assessment. 
 
(vi) consent to all relevant information being forwarded to DOTARS for the purpose of assessing 

suitability to be issued an MSIC. 
 
(vii) acknowledge that the AFP may retain a record of MSIC applicants and that any information 

provided by me in this Form or by the police or ASIO as a result of this check may be taken into 
account by DOTARS in assessing my suitability to receive an MSIC. 

 
(viii) certify that the personal information I have provided on both the front and back of this form relates

to me and is correct. 
 
 
 
 
 
Signature..........................................................................................  Date / /

Office Use Only
PART EXCLUSION 
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C R IM IN AL  H IS T O R Y  C H E C K  AP P L IC AT IO N  F O R M  

M S IC  A P P L IC A T IO N  
ID E N T IF IC A T IO N  
N U M B E R  

 
_ _ __ __ / __ __ __ __ __ __ __ _ __ _  

 T Y P E :      
                    S T A N D A R D         R E N E W A L  
        (P M V  R EQ U IR E D )                    (P M V  N O T  R EQ U IR E D) 

 
 
C U R R E N T  F A M IL Y  
N A M E  

 

 
G IV E N  N A M E S  

 

 
D A T E  O F  B IR T H  

 

 
G E N D E R  

 
                      M A L E                                                F E M A L E   

O T H E R  N A M E S : F A M IL Y  N A M E :                                                     G IV E N  N A M E S :               D A T E  O F  B IR T H   
(in clud in g all n am e ch an ges an d  M aid en  N am e)                 (w h ere d if feren t) 
 
 
 
 
 
 
 
 
 
 

 
P L A C E  O F  B IR T H   

 

 
S T A T E  O F  B IR T H  

 

C O U N T R Y  O F  
B IR T H   

 

C O N T A C T   
P H O N E  N U M B E R  

 

D R IV E R S  L IC E N C E  
N U M B E R :  

 

D R IV E R S  L IC E N C E  
S T A T E : 

 

 
C U R R E N T  A D D R E S S   

U N IT /  
N U M BE R  

ST R E ET  SU BU R B/ C IT Y  P O ST  
C O D E  

ST A T E  C O U N T R Y  R E SID EN C Y  
FR O M  

 
 

      
    /     /  

 
P E R M A N E N T  R E S ID E N T IA L  A D D R E S S E S  O V E R  T H E  L A S T  T E N  Y EA R S   

U N IT /  
N U M BE R  

ST R E ET  SU BU R B/ C IT Y  P O ST  
C O D E  

ST A T E  C O U N T R Y  R E SID E N C Y  
   FR O M               T O  

 
 

      
     /     /  

 
    /     /  

 
 

      
     /     /  

 
    /     /  

 
 

      
     /     /  

 
    /     /  

 
 

      
     /     /  

 
    /     /  

 
•  I f  fu ll d et ails o f  p rev io us ad d resses are  un availab le d e tails  o f  to w n (s ) an d  s tate (s) w ill suf f ice .  
A tt ach  list if  in suff icien t ro om .  
 
•  I f  ac tual  d ate s are  un availab le , D etails  o f  year  o f  resid en ce  w ill s uf f ice  
 
 
 
S ign a ture ........ .. ... ... .. ... .. ... .. ... .. ... ... .. ... .. .... .. ... ... .. ... .. ... .. ... .. ... .... .. ... .. .  D ate /           /  

O ffic e  U se  O n ly
P A R T E X CL U S IO N  

C lie n t C o de  
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CRIMINAL HISTORY  INFORMATION 
 

Are you the subject of any criminal charges still pending before a court 

 

Yes     No 

Have you ever been convicted of a maritime security related offence? (see Attachment B) 

 

Yes     No 

Have you been found guilty or convicted of an offence as an adult within the past ten 
years? 
 

Yes     No 

Have you been found guilty or convicted of an offence as a juvenile within the past five 
years? 
 

Yes     No 

Have you been found guilty or convicted of an offence for which you were sentenced to 
greater than 30 months imprisonment?  
 

Yes     No 

If you answered YES to any of the above questions, please provide details: 
 
 

 

 

 

 

 

 

 

 

 

 

 
RETURN ADDRESS 

 
DOTARS 

Background Checking Unit 
GPO Box 1542 

CANBERRA   ACT   2601 

Police Use Only 
Australian Federal Police 

 

 

Office Use Only
PART EXCLUSION 
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A tta c h m e n t A

IN F O R M A TIO N  R E L A TIN G  T O  TH E  A F P  C R IM IN A L  H IS TO R Y C H E C K  
A N D  C O N S E N T F O R M S  F O R  M S IC  IS S U E  

 
 
G E N E R A L  IN F O R M A T IO N  
 
Th is  form  is  u sed  b y  M ar itim e S ecu rity id en tific a tion  C a rd  (M S IC ) ap p lican ts  as  p art o f th e assessm en t 
p rocess  to  d eterm in e wh eth er a  p erson  is  su itab le  for th e issu e of an  M S IC . 
 
U n less  s ta tu tory ob lig ation s  req u ire  o th erw ise, th e in form ation  p ro vid ed  on  th is  form  w ill n ot b e u sed  w ith ou t
you r p rior con sen t for an y p u rp ose oth er th an  in  re la tion  to  th e assessm en t o f you r su itab ility to  rece ive an  
M S IC . 
 
 
P O L IC E  R E C O R D S  C H E C K  
 
P olice reco rd s  ch ecks  are an  in teg ra l p art o f th e assessm en t o f you r su itab ility for  an  M SIC .  O n th is  form  
you  are asked  to  d isc lose wh eth er you  are th e su b jec t o f an y ch arg es  or m atte rs  s till p en d ing  b efore a
C ou rt, or wh eth er you  h ave b een  th e su b jec t o f con vic tion (s ) or fin d in g (s ) o f gu ilt b efore a  C ou rt.  You  are
n ot req u ired  to  reve al an y con v ic tion (s ), wh ich  m ay b e p rotec ted  b y P art V IIC  of th e C rim e s  A c t 1 91 4 , 
re la tin g  to  p ard on ed , q u ash ed  or sp en t con vic tion s , excep t wh ere an  e xc lu s ion  ap p lies in  resp ec t to  
m aritim e secu rity re la ted  o ffen ces . (S ee A ttachm en t B .) 
 
 
S P E N T  C O N V IC T IO N S  S C H E M E  
 
O n  30  Ju n e 19 90 , C om m on wealth  leg is la tion  re la tin g  to  th e co llec tion , u se a n d  d isc losu re o f o ld  
con vic tion  in form ation  cam e in to  e ffec t. Th is  la w is  com m on ly kn own  as  th e S p ent C on vic tion  S ch em e. 
 
Th e a im  o f th e S ch em e is  to  p reven t d isc rim in ation  on  th e b as is  o f certa in  o ld  con vic tion s , on ce a w aitin g  
p eriod  h as  p assed  an d  p rovid ed  th e in d ivid u a l h as  n ot re-o ffen d ed .  Th e S ch em e a ls o co vers  con vic tion s  
wh ere an  in d ivid u a l's  con vic tion  h as  b een  set as id e o r p ard on ed. 
 
A n  ind ivid u a l wh os e con vic tion  is  p ro tec ted  b y  P art V IIC  of th e C rim e s  A c t 1 91 4  does  n ot h a ve to  d isc lose  
th at con vic tion  to  an y p ers on , in c lu d in g  a  C om m on wea lth  au th ority, u n less  an  e xc lu s ion  ap p lies .  A  P art  
E xc lu s ion  ex is ts  in  resp ec t to  th e issu e of an  M S IC  wh ich  p rovid es  fo r d isc los u re o f o ffen ces  d eem ed
m aritim e secu rity re la ted  o ffen ces  as  d escrib ed  b y th e M aritim e Tran sp ort an d  O ffsh ore F ac ilit ies  S ecu rit y
A m endm en t R eg u la tion s  2 00 5 (N um b er 1 )  
 
A  sp en t con vic tion  is  a  con vic tion  fo r a  C om m on wealth , T err itory, S ta te  o r fore ig n  o ffen ce wh ich  satis fies  a ll
o f th e fo llo w in g  con d ition s : 
 
 
•  it is  10  years  s in ce th e d ate o f th e con vic tion  (or 5  yea rs  fo r ju ven ile  o ffen d ers ); 
•  th e in d ivid u a l was  n ot sen ten ced  to  im p risonm en t or was  n ot sen ten ced  to  im p rison m en t for m ore th an

3 0  m onth s; 
•  th e ind ivid u a l h as  n ot re-o ffen d ed  du rin g th e 1 0 year (5  years  for ju ven ile  o ffen d ers ) wa itin g  p eriod ; and
•  a  s ta tu tory or reg u la tory e xc lu s ion  d oes  n ot ap p ly. (A  fu ll lis t o f e xc lu s ion s  is  a va ilab le  from  th e P rivac y  

C om m iss ion er). 
 
T h e  A tto rn e y-G en e ra l, o n  th e  re co m m e n da tion  o f th e  P riva cy  C o m m iss io n e r, h a s  gra n ted  e xc lu s ion s , bo th
p a rtia l an d  fu ll, fro m  th e  o pe ra tio n o f the  Sche m e  fo r se ve ra l ca te go rie s o f e m p lo ym e n t. Th e re  a re  a lso 
s ta tu to ry  e xc lu s io n s  co n ta ine d  w ith in  the  A c t.  T h is  m e a n s  th a t app lica nts  fo r tho se  p o s itio n s  m u s t d ec la re
a ll con v ic tion s  w he re  a  fu ll e xc lu s ion  ex is ts , o r con v ic tio n s  fo r sp e c ific  o ffen ce s w h e re  a  p a rtia l e xc lu s ion
e x is ts .  
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Where a police record with another Australian police jurisdiction has been obtained, any relevant legislation 
(and/or release policy) governing that police jurisdiction will be applied before it is released. Under various 
sections of Commonwealth, State and Territory legislation a person has the right, in particular 
circumstances or for a particular purpose, to not disclose certain convictions (i.e. Spent Convictions). Such 
convictions will not be released, providing this is in accordance with relevant legislation (and/or release 
policy). If further information is required in relation to the legislation and release policies of any police 
jurisdiction, please contact that individual police jurisdiction directly.  
 
An individual who believes the standards dealing with disclosure and use of old conviction information have
been breached may apply to the Privacy Commissioner for an investigation of the matter. The address is
GPO Box 5218, SYDNEY, NSW 2001. 
 

For more information please phone (02) 6256 7777 
or email Criminal Records : vetting@afp.gov.au 

 
 
CRIMINAL HISTORY CHECKING 
 
The Australian Federal Police advises all applicants that for criminal history checks, they must meet 
the following requirements in the application. 
 
1. Applications to be filled out in pen or typed. 
 
2. If there has been a change of name, then previous and current names MUST be included on the 

form (eg maiden, de facto, deed poll, etc). 
 
3. Applicant’s signature must not be more than three months old. 
 
4. Please check the date of birth to ensure it is the correct year. Also ensure that all the necessary 

details have been completed and that the forms are signed.
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Attachment B
 

MARITIME SECURITY IDENTIFICATION CARD – EXCLUSIONS FROM 
SPENT CONVICTION LEGISLATION 

 
The following is a relevant extract from the Maritime Transport and Offshore Facilities Security Regulations 
2005 detailing those convictions which will not become spent and are taken into account by the Department 
of Transport and Regional Services in assessing suitability for issue of an MSIC. 

Regulation 6.07C Meaning of maritime-security-relevant offence  
In this division, a maritime-security-relevant offence means an offence of a kind mentioned in an item in 
Table 6.07C or a similar offence against a law of a State or Territory, or of any other country or part of a 
country. 

Table 6.07C Maritime-security-relevant offences 
 
Item Kind of offence 

1 An offence mentioned in Chapter 5 of the Criminal Code. 
Note   Offences for this item include treason, espionage and harming Australians. 

2 An offence involving the supply of goods (such as weapons or missiles) for a Weapons of Mass 
Destruction program as mentioned in the Weapons of Mass Destruction (Prevention of 
Proliferation) Act 1995  

3 An offence involving the hijacking or destruction of an aircraft or vessel 

4 An offence involving treachery, sabotage, sedition, inciting mutiny, unlawful drilling, or destroying 
or damaging Commonwealth property, mentioned in Part II of the Crimes Act 1914 

5 An offence involving interference with aviation, maritime transport infrastructure or an offshore 
facility, including carriage of dangerous goods on board an aircraft or ship, or endangering the 
security of an aerodrome, a port or an offshore facility 

6 An identity offence involving counterfeiting or falsification of identity documents, or assuming 
another individual’s identity 

7 Transnational crime involving money laundering, or another crime associated with organised 
crime or racketeering 

8 People smuggling and related offences mentioned in Chapter 4, Division 73 of the Criminal 
Code 

9 An offence involving the importing, exporting, supply or production of weapons, explosives or a 
trafficable quantity of drugs. 

 
Note 1   A person convicted of an offence mentioned in item 1, 2 or 3 of Table 6.07C is disqualified from holding an 
MSIC, but, under regulation 6.08X, is entitled to seek reconsideration of the disqualification decision. 
 
Note 2   An issuing body must not issue an MSIC to a person who has been convicted of an offence mentioned in item 
4, 5, 6, 7, 8 or 9 of Table 6.07C unless the Secretary, acting under regulation 6.08F, decides that the person is unlikely 
to constitute a security threat and approves the issue of an MSIC to the person. 
 
Note 3   Before 1 January 2007, a person who has been convicted of a disqualifying offence must not enter a maritime 
security zone: see regulations 6.07K and 6.08D.
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Appendix B:  MSIC Application / Issue Checklist 

Maritime Security Identification Card (MSIC) and Request for Access to   
   

CHECKLIST 
Applicant’s Name:         
  

MSIC / ACCESS TO      APPLICATION 
 

Has the MSIC induction been successfully complete? 
 
Has the applicant completed Part A of the MSIC application form? 
 
Has the Authorised Issuing Officer completed Part B of the MSIC application form? 
 
Has the Application Identification Number been generated and assigned to the app
Authorised Issuing Officer? 
 
Has full payment been received from the MSIC applicant and a receipt provided? 
 
Has a current photograph been taken of the MSIC applicant? 
 
Is the applicant a holder of a current Aviation Security Identification Card (ASIC)? 
 
If YES the applicant does not need a background check. 
 
Is the applicant under 18 years of age? 
 
If YES the applicant does not need a background check. 
 
Has the Authorised  Issuing Officer provided the AFP Criminal History Check form to th
 
Has the applicant been advised of their responsibilities in relation to completing the A
Check? 
 
Has the Authorised Issuing Officer uploaded details to the Department of Transport an
regarding the MSIC applicant, including the MSIC application number, to assist in the b
process? 
 
Have details of all documents been recorded and the application securely stored? 

 
 
MSIC / ACCESS ISSUE 

 
Has Complete Security been advised of the results of the background checking? 
 
If NO, an MSIC cannot be issued until such times as DOTARS advises Complete Secu
the background checking, or the applicant is under 18 years of age, or an ASIC holder. 
 
Has the MSIC expiry date been recorded? 
 
Has the MSIC number been recorded on the MSIC application form? 
 
Has the       approved the request to acc
areas/facilities? 
  (Company Name) 
 
Has the applicant been advised of their responsibilities as an MSIC holder (as de
holder’s pamphlet) and undertaken MSIC training? 
 
Has the Authorised Issuing Officer authorised the issue of the MSIC to the applicant on
Application Form? 
 
Has the MSIC applicant collected and signed Part E of the MSIC Application Form? 
OR 
Has the MSIC been sent by secure mail to an Approved Issuing Body for collection by t
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Annex E 

6.07G Kinds of identification document 
 (1) This regulation sets out the criteria that a document must meet to qualify as 

a primary, secondary or tertiary identification document for somebody. 

 (2) A document is a primary identification document for somebody if it is: 
 (a) a certified copy (that is, a copy certified by a Registrar of Births or 

similar officer to be a correct copy) of the entry, in a register of births, 
of his or her birth; or 

 (b) a copy (certified under section 44 of the Australian Citizenship Act 
1948) of a citizenship certificate granted to him or her; or 

 (c) a document issued to him or her under the law of another country that 
is evidence, under that law, that he or she is a citizen of that country; or 

 (d) a passport issued to him or her. 

 (3) A document is a secondary identification document for somebody if: 
 (a) it has on it a recent photograph of him or her, or his or her signature; 

and 
 (b) it is: 
 (i) a licence (for example, a driver’s licence) issued to him or her 

under a law of the Commonwealth or a State or Territory; or 
 (ii) a government employee identification document issued to him or 

her; or 
 (iii) an Australian student identification document issued to him or 

her; or 
 (iv) a verifiable reference. 

 (4) In subregulation (3): 
Australian student identification document means a card or document 
issued to a student at a tertiary education institution in Australia to identify 
him or her as a student at the institution. 
government employee identification document means a document issued 
by or for the Commonwealth or a State or Territory to somebody employed 
by or for the Commonwealth or the State or Territory. 
verifiable reference about somebody (the identified person) means a 
reference from: 

 (a) a bank or similar financial institution; or 
 (b) somebody whose identity has been verified by means of: 
 (i) 2 primary identification documents; or 
 (ii) a primary identification document and a secondary identification 

document; or 
 (iii) a primary identification document and 2 tertiary identification 

documents; or 
 (c) a referee acceptable to the person or body that requires the 

identification of the identified person; 
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that: 
 (d) identifies the identified person by name; and 
 (e) certifies that the person who signed the reference has known the 

identified person by that name for at least 12 months; and 
 (f) is signed by or for the referee and by the identified person. 

 (5) A document is a tertiary identification document for somebody if: 
 (a) it sets out his or her name and address; and 
 (b) it is: 
 (i) a signed statement by his or her employer or former employer 

about that employment; or 
 (ii) a copy (certified by a Registrar of Titles or similar officer to be a 

correct copy) of a record issued under a law about land titles; or 
 (iii) a document issued by a rating authority from its records about 

land ownership or occupation; or 
 (iv) a document issued by a bank or similar financial institution from 

its records about a mortgage or other security that he or she gave 
to the bank or institution; or 

 (v) an extract from the electoral roll compiled by the Australian 
Electoral Commission; or 

 (vi) a record issued under a law in force in Australia other than a law 
about land titles. 
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Annex F 
Information provided to MSIC issuing bodies to assist in the determination of acceptable identification documents 

 

      PRIMARY ID SECONDARY ID TERTIARY ID Comment

Australian Defence 
Forces photo ID 
card 

No   Yes
[Reg. 6.07G (3) (b) 
(ii)] 

No Held by all Defence Forces personnel; has 
photo and signature, not address. 

Birth card No No Yes, if it has an 
applicant’s name and 
address 

Issued by the NSW Department of Births, 
Deaths & Marriages.   

Birth certificate, 
Australian, from 20 
August 1986 

Yes, if it is a full birth certificate 
and is certified by the Registrar of 
Births, etc.  [Reg. 6.07G (2) (a)] 

No   No

Birth certificate, 
Australian, before 
20 August 1986 

Yes, if it is a full birth certificate 
and is certified by the registrar of 
births, etc. [Reg. 6.07G (2) (a)] 

No   No
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 PRIMARY ID SECONDARY ID TERTIARY ID Comment 

Birth extract, 
Australian 

Possibly - if the extract is properly 
certified by the Registrar of Births 
it will meet the criteria set out in 
Reg. 6.07G (2) (a) 

No No Issuing Bodies should examine extracts 
carefully to determine whether they do meet 
the requirements. 

Very few BD&M offices certify Extracts. 
Some NSW extracts seem to be OK – but 
that depends on when they were issued  

A number of jurisdictions are phasing out 
the issue of Birth Extracts, because of their 
limited use as POI, and are now charging 
the same fee for an Extract as for a Full 
Birth Certificate.  

Change of name 
record 

No No Yes, if it has a name 
and address on it [Reg. 
6.07G (5) (b) (vi)] 

Can not be used as primary but may be 
required to support primary documentation. 

Citizenship papers, 
Australian 

(May be called 
'naturalisation' 
papers) 

Yes [Reg. 6.07G (2) (b)] No Yes, if it has a name 
and address on it  
[Reg. 6.07G (5) (b) 
(vi)] 

 

Citizenship papers, 
foreign 

Yes [Reg. 6.07G (2) (c)] No No NAATI translators may be found at: 

http://www.naati.com.au   

Credit card No    No No

Debit card No    No No
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 PRIMARY ID SECONDARY ID TERTIARY ID Comment 

Discharge papers, 
Australian Defence 
Forces 

No    No Yes
[Reg. 6.07G (5) (b) 
(vi)] 

Document should appear to be a carbon 
copy. 

Discharge papers, 
foreign military 

No    No No

Divorce papers No No Yes, if it has a name 
and address on it  
[Reg. 6.07G (5) (b) 
(vi)] 

 

Driver's licence, 
Australian 

No Yes, if has either a 
photograph or a 
signature of the 
applicant  
[Reg. 6.07G (3) (b) 
(i)] 

Yes, if it has a name 
and address on it  
[Reg. 6.07G (5) (b) 
(vi)] 

 

 

Driver's licence, 
foreign 

No    No No

Electoral roll 
extract, Australian 

No No Yes, if it shows the 
applicant's name and 
address  
[Reg. 6.07G (5) (b) (v)] 
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 PRIMARY ID SECONDARY ID TERTIARY ID Comment 

Firearms licence No Yes, if has either a 
photograph or a 
signature of the 
applicant  
[Reg. 6.07G (3) (b) 
(i)] 

Yes, if it shows the 
applicant's surname and 
one other name and 
address  
[Reg. 6.07G (5) (b) 
(vi)] 

 

Government 
employee 
identification 
document 

No Yes, see comments Yes, see comments. Yes, if it is a document issued by or for the 
Commonwealth or a State or Territory to 
somebody employed by or for the 
Commonwealth or the State or Territory 
[Regs. 6.07G (3) (ii) and 6.07G (4)].  

Documents issued by local government or 
councils are not acceptable. 

Identification card 
from a country 
other than 
Australia 

Depends – see comment  No No Yes, if shows that the holder is a citizen of 
the country that issued the document  
[Reg 6.07G (2) (c)]. 

No, if shows that the holder is not a citizen 
of the country that issued the document  
[Reg. 6.07G (2) (c)]. 

Identity papers 
from a foreign 
country 

Depends – see comment  No No Yes, if shows that the holder is a citizen of 
the country that issued the document  
[Reg. 6.07G (2) (c)]. 

No, if shows that the holder is not a citizen 
of the country that issued the document  
[Reg. 6.07G (2) (c)]. 
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 PRIMARY ID SECONDARY ID TERTIARY ID Comment 

Licence issued 
under a foreign law 

No    No No

Licence, issued 
under an 
Australian 
Commonwealth, 
State or Territory 
law 

No Yes, if it has a 
photograph or the 
signature of the 
applicant 
[Reg. 6.07G (3) (b) 
(i)] 

Yes, if it has a name 
and address of the 
applicant 
[Reg. 6.07G (5) (b) 
(vi)] 

 

Marriage 
certificate 

No No Yes, if it has a name 
and address on it 
[Reg. 6.07G (5) (b) 
(vi)] 

May be required as a supporting evidence 
for change of name in Primary/Secondary 
documents. 

Medicare card No No No But a Medicare Statement with the person’s 
name and address is a tertiary ID document 
[Reg. 6.07G (5) (b) (vi)].  

Naturalisation 
papers  

See Citizenship Papers above    

Passport, 
Australian 

Yes, if was valid for travel within 
the last two years 
[Reg. 6.07G (2) (c)] 

No   No

Passport, foreign Yes [Reg 6.07G (2) (c) or (d)] No No  
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 PRIMARY ID SECONDARY ID TERTIARY ID Comment 

Proof of Age card No Possibly, if it satisfies 
requirements for 
issue set out in Reg 
6.07G (4) (b) (iii) 

Yes, if it shows the 
applicant's name and 
address  
[Reg. 6.07G (5) (b) 
(vi)] 

Note: WA cards do not have an address. 

Rates notice No No Yes, if it contains the 
name and address 
[Reg. 6.07G (5) (b) 
(iii)] 

i.e.., a notice issued by a local government 
authority to a landowner requiring payment. 

Shooter's licence No Yes, if it meets the 
requirements of  
Reg. 6.07G (3) (b) (i) 

Yes, if it shows the 
applicant's name and 
address  
[Reg. 6.07G (5) (b) 
(vi)] 

 

Student 
identification - 
Australian tertiary 
student ID card 

No Yes, if it is valid and 
has a photograph 
and/or the signature 
of the applicant 
[Reg. 6.07G (3) (b) 
(iii)] 

No Note: A HECS statement, or the like from 
the ATO, will suffice as a tertiary ID 
document if it has the person’s name and 
address on it [Reg. 6.07G (5) (b) (vi)]. 

Note: it is very easy to get fake International 
Student Identity Card (ISIC), and these are 
not acceptable (see below). 

Student 
identification - 
Australian travel 
concession card 

No No Yes, if it has the 
person’s name and 
address 
[Reg. 6.07G (5) (b) 
(vi)] 
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 PRIMARY ID SECONDARY ID TERTIARY ID Comment 

Student 
identification - 
foreign student 
identification of 
any kind 

No    No No

Other student 
identification – e.g. 
International 
Student 
Identification Card 

No No No No address on ISIC cards, so they are not 
valid as a tertiary ID.  If the person is a 
student is at an Australian university they 
will have a university-issued student ID 
card.   

Tax file number No No Yes, if it is in a 
statement form from 
the ATO and has the 
person’s name and 
address on it  
[Reg. 6.07G (5) (b) 
(vi)] 
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Annex G 
Example of an IB MSIC Plan 

 

1. Security of Records, Equipment etc. 

1.1 MSIC Service Centre 
 
1.1.1 During operations 
During the hours of operation <ISSUING BODY’S> premises are protected by: 

(a) the presence of an Authorised Issuing Officer 
(b) the availability of a discrete monitored duress alarm for the Authorised Issuing Officer to use in 

case of emergency 
(c) monitored CCTV coverage of the issuing/storage areas of the premises. 

 
1.1.2 Unattended 
When <ISSUING BODY’S> premises are unattended it shall be protected by: 

(a) a monitored multi layered intruder alarm system 
(b) regular security patrols 

 (c) monitored CCTV coverage of the issuing/storage areas of the premises 
 (d) locked entrances accessible to authorised personnel only via proximity readers. 
 
1.2 Records 
 
1.2.1 Physical 
All MSIC ‘hard copy’ records and cards awaiting issue shall be kept in the secured steel vault. 
 
1.2.2 Electronic 
All MSIC electronic records shall be held on a password protected electronic system(s). 
 
1.2.3 Privacy 
All records held by <ISSUING BODY> under this MSIC Plan shall be kept in accordance with the 
Commonwealth Privacy Act 1988 and other relevant Commonwealth law.   
 
1.3 Equipment 
 
Any computer controlling the camera/printer shall be password protected.  There is no additional 
equipment being used by <ISSUING BODY> for the purpose of MSIC production. 
 
1.4 IT Security 
 
All persons having access to MSIC electronic records held on computer equipment, including the 
camera, shall be issued with an individual access password that is to be changed every four weeks.  An 
audit trail of access to these computers, as well as activity on them, is to be maintained. 
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2. Records 
 
2.1 Records 
 
2.1.1 Records Register 
<ISSUING BODY> will maintain an electronic register (ie. on computer) of all MSIC holders, secured 
in accordance with Section 7 of this Plan.  The register shall contain the following details: 

(a) The MSIC holder’s name and telephone number 
(b) A copy of the holder’s photograph that appears on the MSIC 

 (c) The MSIC holder’s residential address, with the exception of: 
i. any law enforcement officer 

ii. any officer or employee of ASIO 
iii. any employee of a Commonwealth authority 

(d) The rationale of the operational need for the issuing of the MSIC 
(e) The documents used to decide the holder’s eligibility for an MSIC 
(f) The date of the beginning of the current period during which the MSIC holder has continuously 

held an MSIC 
(g) The unique number of the MSIC 
(h) The date of issue of the MSIC 
(i) The expiry date of the MSIC 
(j) The date which the MSIC was cancelled, if applicable 
(k) The date or dates on which the MSIC was reported lost, stolen or destroyed, if applicable. 

 
<ISSUING BODY> must maintain records that are sufficient to demonstrate that it has complied with 
this MSIC Plan. 
 
2.1.2 Records Location 
All records held under this Plan will be secured at <ISSUING BODY’S> premises. 
 
2.1.3 Inspection of Records 
<ISSUING BODY’S> MSIC records will be made available to a Maritime Security Inspector subject 
to: 

(a) the Maritime Security Inspector providing adequate identification 
(b) reasonable notice being given to the Managing Director. 

 
2.2 Record Keeping Duration 
 
All records, including electronic records, relating to the issuing or refusal to issue an MSIC shall be 
kept for a period of seven years from the date of the creation of the record. 
 
2.3 Reporting 
 
 <ISSUING BODY> shall report to the Secretary on MSIC issuing activities up to and including  
30 June each year.  Such reports will be available to the Secretary by 31 July each year. 



 

67 

 

Reports to the Secretary shall include: 
(a) the total number of MSICs issued by <ISSUING BODY> 
(b) the number of MSICs issued by <ISSUING BODY> that have not expired and have not been 

cancelled 
(c) the number of MSICs issued by <ISSUING BODY> that have expired or been cancelled but 

have not been returned to <ISSUING BODY> 
(d) the number of MSICs issued by <ISSUING BODY> that were cancelled in the financial year to 

which the report relates 
(e) the number of MSICs issued by <ISSUING BODY> that expired in that financial year. 

 
3. Audits 
 
3.1 Record Audit 
 
All records, including electronic records, relating to the issuing or refusal to issue an MSIC shall be 
audited once every calendar year by <ISSUING BODY>. 
 
Audit records shall be kept for a period of seven years. 
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Annex H 
Provisions in the ATSA and ATSR which cover the application and background-checking processes 

 
Aviation Transport Security Act 2004 

35  Requirements for airside areas 
 (1) The regulations may, for the purposes of safeguarding against unlawful interference with 

aviation, prescribe requirements in relation to the airside area of a security controlled airport. 
 (2) Without limiting the matters that may be dealt with by regulations made under 

subsection (1), the regulations may deal with the following: 
  (a) access to the airside area (including conditions of entry, the issue and use of security 

passes and other identification systems); 
  (b) the patrolling of the airside area; 
  (c) the provision of lighting, fencing and storage facilities; 
  (d) the identification or marking of the airside area; 
  (e) the approval of building works within, or adjacent to, the airside area; 
  (f) the screening of people, vehicles or goods for entry to the airside area; 
  (g) the security checking (including background checking) of persons who have access to 

the airside area; 
  (h) the movement, management or operation of aircraft, vehicles and other machinery in 

the airside area; 
  (i) the maintenance of the integrity of the airside area; 
  (j) access to aircraft (including unattended aircraft) from the airside area; 
  (k) the management of people and goods (including the management of unaccompanied, 

unidentified or suspicious goods) in the airside area; 
  (l) the management (including the sale or disposal) of vehicles or goods abandoned in the 

airside area. 
 (3) Regulations made under this section may prescribe penalties for offences against those 

regulations. The penalties must not exceed: 
  (a) for an offence committed by an airport operator or an aircraft operator—200 penalty 

units; or 
  (b) for an offence committed by an aviation industry participant, other than a participant 

covered by paragraph (a)—100 penalty units; or 
  (c) for an offence committed by any other person—50 penalty units. 
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37  Requirements for landside areas 

 (1) The regulations may, for the purposes of safeguarding against unlawful interference with 
aviation, prescribe requirements in relation to the landside area of a security controlled 
airport. 

 (2) Without limiting the matters that may be dealt with by regulations made under subsection (1), 
the regulations may deal with the following: 

  (a) access to the landside area (including conditions of entry, the issue and use of security 
passes and other identification systems); 

  (b) the patrolling of the landside area; 
  (c) the provision of lighting, fencing and storage facilities; 
  (d) the identification or marking of the landside area; 
  (e) the approval of building works within, or adjacent to, the landside area; 
  (f) the screening of people, vehicles or goods for entry to the landside area; 
  (g) the security checking (including background checking) of persons who have access to 

the landside area; 
  (h) the movement, management or operation of aircraft, vehicles and other machinery in 

the landside area; 
  (i) the maintenance of the integrity of the landside area; 
  (j) access to aircraft (including unattended aircraft) from the landside area; 
  (k) the management of people and goods (including the management of unaccompanied, 

unidentified or suspicious goods) in the landside area; 
  (l) the management (including the sale or disposal) of vehicles or goods abandoned in the 

landside area. 

 (3) Regulations made under this section may prescribe penalties for offences against those 
regulations. The penalties must not exceed: 

  (a) for an offence committed by an airport operator or an aircraft operator—200 penalty 
units; or 

  (b) for an offence committed by an aviation industry participant, other than a participant 
covered by paragraph (a)—100 penalty units; or 

  (c) for an offence committed by any other person—50 penalty units. 
Note: If a body corporate is convicted of an offence against regulations made under this section, subsection 4B(3) of 

the Crimes Act 1914 allows a court to impose fines of up to 5 times the penalties stated above. 

133  Regulations 

 (1) The Governor-General may make regulations prescribing matters: 
  (a) required or permitted by this Act to be prescribed; or 
  (b) necessary or convenient to be prescribed for carrying out or giving effect to this Act. 
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 (2) Without limiting subsection (1), the regulations may: 
  (a) prescribe fees in respect of matters under this Act (including the regulations); and 
  (b) prescribe penalties of not more than 50 penalty units for offences against the 

regulations. 

 (3) Paragraph (2)(b) does not limit any provision in this Act that provides for the regulations to 
prescribe penalties higher than 50 penalty units. 

 
Aviation Transport Security Regulations 2005 

6.02 Background checking 
  A reference in this Part to background checking, in relation to a person, is a reference to any 

of the following: 
  (a) the AFP conducting a criminal records check in relation to the person;  
  (b) a security assessment conducted by ASIO in relation to the person;  
  (c) if the person is not an Australian citizen, DIMIA determining whether the person is an 

unlawful non-citizen. 

6.26 ASICs — application for issue 
 (1) A person who has an operational need for frequent access to a secure area at an airport may 

apply to an issuing body for the issue of an ASIC. 

 (2) The application must be in a form approved by the Secretary and, except in the case of a 
person who is under 18, must be accompanied by: 

  (a) a form, signed by the person, that states that the person gives his or her consent to a 
criminal records check being conducted by the AFP in relation to the person; and 

  (b) a form, signed by the person, that states that the person gives his or her consent to his 
or her personal information being passed between the Department, the AFP, ASIO, CASA, 
DIMIA and the issuing body. 

  (c) an acknowledgement that a security assessment will be carried out (except if a security 
assessment has been made in relation to the issue of an ASIC to the applicant). 

6.27A Assessment of criminal history certificates 
 (1) If an issuing body proposes to issue an ASIC to a person, the Secretary must conduct an 

assessment, based on a criminal history certificate received from the AFP, to determine 
whether the person has an adverse criminal record. 

 (2) If the Secretary determines that the person does not have an adverse criminal record, the 
Secretary must give the issuing body a notice stating that: 

 (a) the Secretary has conducted an assessment, based on a criminal history certificate 
received from the AFP, to determine whether the person has an adverse criminal record; 
and 
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 (b) based on the criminal history certificate, the person does not have an adverse criminal 
record. 

 (3) If the Secretary determines that the person has an adverse criminal record, the Secretary 
must: 

 (a) give the issuing body a notice that includes: 
  (i) a statement that: 
  (A) the Secretary has conducted an assessment, based on a criminal 

history certificate received from the AFP, to determine whether the person has 
an adverse criminal record; and 

  (B) based on the criminal history certificate, the person has an adverse 
criminal record; and  

  (ii) a direction not to issue the ASIC to the person; and 
 (b) give the person a notice stating that the Secretary has given the issuing body a direction 

not to issue the ASIC to the person because, based on a criminal history certificate 
received from the AFP, the person has an adverse criminal record. 

 (4) An issuing body must not issue an ASIC to a person in contravention of a direction under 
subparagraph (3) (a) (ii). 

Penalty:   20 penalty units. 

6.28 ASICs — issue 
 (1) Subject to subregulations (3) and (4) and regulations 6.29 and 6.31, an issuing body may 

issue an ASIC to a person if and only if: 
 (a) the person has an operational need for frequent access to all or part of 1 or more areas at 

an airport, or at more than 1 airport, being areas where persons are required to display an 
ASIC; and 

 (b) the person has verified his or her identity by showing the issuing body: 
 (i) a primary identification document; and 
 (ii) either: 
 (A) a secondary identification document; or 
 (B) 2 tertiary identification documents; and 
 (c) either: 
 (i) he or she has shown the issuing body his or her Australian birth certificate, 

Australian passport or Australian naturalisation certificate; or 
 (ii) the issuing body is satisfied that he or she is not an unlawful non-citizen; and 
 (d) the issuing body has received a notice from the Secretary stating that: 
 (i) the Secretary has conducted an assessment, based on a criminal history certificate 

received from the AFP, to determine whether the person has an adverse criminal 
record; and 

 (ii) based on the criminal history certificate, the person does not have an adverse 
criminal record; and 

 (e) the issuing body has been notified in writing that a security assessment of the person has 
been made, and: 
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 (i) the assessment was not adverse; or  
 (ii) if the assessment was qualified — the issuing body has not been directed by the 

Secretary under paragraph 6.31 (3) (a) not to issue an ASIC to the person; and 
 (f) he or she is not disqualified under regulation 6.48 from holding an ASIC. 

Penalty:   50 penalty units. 

 (2) An offence against subregulation (1) is an offence of strict liability. 

 (2A) For paragraph (1) (d), a person has an adverse criminal record if: 
 (a) he or she has been convicted of an aviation-security-relevant offence and sentenced to 

imprisonment; or 
 (b) in the case of a person who has been convicted twice or more of an 

aviation-security-relevant offence or offences, but no sentence of imprisonment was 
imposed — 1 of those convictions occurred within the previous 12 months. 

 (3) In the case of a person who is under 18, the issuing body may issue an ASIC to him or her 
despite paragraphs (1) (d) and (e) if he or she meets the criteria in paragraphs (1) (a) to (c) 
and paragraph (1) (f). 

 (4) In the case of a person who holds a security designated authorisation that is less than 2 years 
old, the issuing body may issue the ASIC to him or her despite paragraphs (1) (a), (b) and (c) 
if he or she meets the criteria in paragraphs (1) (d), (e) and (f). 
Note   The ASIC remains valid for only 2 years after completion of the relevant background check — see 
subregulation 6.32 (2). 

 (5) An issuing body may issue an ASIC subject to a condition, but must notify the holder in 
writing what the condition is. 

 (6) In particular, a condition may be that background checking of the holder is carried out more 
frequently than required by these Regulations. 

 (7) If: 
 (a) an applicant for an ASIC has been convicted twice or more of aviation-security-relevant 

offences; and 
 (b) no sentence of imprisonment was imposed for any of those convictions; and 
 (c) none of those convictions occurred within the 12 months ending when the relevant 

background check was carried out; 
any ASIC issued to him or her is to be subject to the condition that he or she must have a 
further background check carried out within 12 months. 

6.31 Persons the subject of adverse or qualified security assessments 
 (1) If an issuing body proposes to issue an ASIC to a person and a security assessment of a 

person is an adverse security assessment, the Secretary must: 
 (a) give the issuing body a written direction not to issue the ASIC to the person; and 
 (b) give the person a notice stating that the Secretary has given the issuing body a direction 

not to issue the ASIC to the person. 
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 (2) Subregulation (3) applies if: 
 (a) an issuing body proposes to issue an ASIC to a person; and 
 (b) a security assessment of a person is a qualified security assessment. 

 (3) If the Secretary is satisfied that the holding of an ASIC by the person would constitute a 
threat to aviation security: 

 (a) the Secretary may give the issuing body a written direction not to issue the ASIC to the 
person; and 

 (b) if the Secretary gives the issuing body a direction under paragraph (a) — the Secretary 
must give the person a notice stating that the Secretary has given the issuing body a 
direction not to issue the ASIC to the person. 

 (4) An issuing body must not issue an ASIC to a person in contravention of a direction under 
paragraph (1) (a) or (3) (a). 

Penalty:   20 penalty units. 

 (5) In this regulation: 
adverse security assessment has the same meaning as in Part IV of the Australian Security 
Intelligence Organisation Act 1979. 
qualified security assessment has the same meaning as in Part IV of the Australian Security 
Intelligence Organisation Act 1979. 
Note   If an adverse or qualified security assessment about a person is provided to a Commonwealth body, the 
body must notify the person in writing within 14 days (including a copy of the assessment) and must notify him 
or her how to apply to the Administrative Appeals Tribunal for review of the assessment — see the Australian 
Security Intelligence Organisation Act 1979, section 38. 
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Annex I 
Provisions in the MTOFSA and MTOFSR which cover the application and background-checking 
processes 
 
Maritime Transport and Offshore Facilities Security Act 2003  
 
The Act does not contain any provisions relating to the specific application and background checking 
processes for issuing Maritime Security Identification Cards (MSICs).  The following sections are of 
relevance in establishing regulations which are relevant to the application and background checking 
processes. 

105  Requirements for port security zones 

 (1) The regulations may, for the purposes of safeguarding against unlawful interference with 
maritime transport or offshore facilities, prescribe requirements in relation to each type of 
port security zone. 

 (2) The following matters may be dealt with by regulations made under subsection (1): 
 (a) access to port security zones (including conditions of access, the issue and use of 

security passes and other identification systems); 
 (b) the identification or marking of port security zones; 
 (c) the movement, management or operation of ships and other vessels and vehicles and 

other things in port security zones; 
 (d) the maintenance of the integrity of port security zones; 
 (e) the management of people and goods (including the management of unaccompanied, 

unidentified or suspicious goods) in port security zones; 
 (f) the management (including the sale or disposal) of ships, other vessels, vehicles or 

goods abandoned in port security zones; 
 (g) when prescribed requirements are to be met. 

 (3) Regulations made under this section may prescribe penalties for offences against those 
regulations. The penalties must not exceed: 

 (a) for an offence committed by a port operator, ship operator, port facility operator or 
offshore facility operator—200 penalty units; or 

 (b) for an offence committed by a maritime industry participant, other than a participant 
covered by paragraph (a)—100 penalty units; or 

 (c) for an offence committed by any other person—50 penalty units. 
Note: If a body corporate is convicted of an offence against regulations made under this section, subsection 4B(3) of 

the Crimes Act 1914 allows a court to impose fines of up to 5 times the penalties stated above. 
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 (4) Regulations made under subsection (1) may provide for the recovery by a person of costs and 
expenses reasonably incurred by the person in relation to the performance of functions, or the 
exercise of powers, by the person in relation to a security identification card scheme set out 
in those regulations. An amount recoverable under those regulations must not be such as to 
amount to taxation. 

 (5) Regulations made under subsection (1) may authorise the use or disclosure of information 
(including personal information within the meaning of the Privacy Act 1988) for the 
purposes of, or in relation to, assessing the security risk posed by a person. 

 109  Requirements for ship security zones 

 (1) The regulations may, for the purposes of safeguarding against unlawful interference with 
maritime transport or offshore facilities, prescribe requirements in relation to each type of 
ship security zone. 

 (2) The following matters may be dealt with by regulations made under subsection (1): 
 (a) access to ship security zones (including conditions of access, the issue and use of 

security passes and other identification systems); 
 (b)   the identification or marking of ship security zones; 
 (c) the movement, management or operation of ships and other vessels and vehicles and 

other things in ship security zones; 
 (d) the maintenance of the integrity of ship security zones; 
 (e) the management of people and goods (including the management of unaccompanied, 

unidentified or suspicious goods) in ship security zones; 
 (f) the management (including the sale or disposal) of things abandoned in ship security 

zones; 
 (g) when prescribed requirements are to be met. 

 (3) Regulations made under this section may prescribe penalties for offences against those 
regulations. The penalties must not exceed: 

 (a) for an offence committed by a port operator, ship operator, port facility operator or 
offshore facility operator—200 penalty units; or 

 (b) for an offence committed by a maritime industry participant, other than a participant 
covered by paragraph (a)—100 penalty units; or 

 (c) for an offence committed by any other person—50 penalty units. 
Note: If a body corporate is convicted of an offence against regulations made under this section, subsection 4B(3) of 

the Crimes Act 1914 allows a court to impose fines of up to 5 times the penalties stated above. 

 (4) Regulations made under subsection (1) may provide for the recovery by a person of costs and 
expenses reasonably incurred by the person in relation to the performance of functions, or the 
exercise of powers, by the person in relation to a security identification card scheme set out in 
those regulations. An amount recoverable under those regulations must not be such as to 
amount to taxation. 

 (5) Regulations made under subsection (1) may authorise the use or disclosure of information 
(including personal information within the meaning of the Privacy Act 1988) for the purposes 
of, or in relation to, assessing the security risk posed by a person. 
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113  Requirements for on-board security zones 

 (1) The regulations may, for the purposes of safeguarding against unlawful interference with 
maritime transport or offshore facilities, prescribe requirements in relation to each type of 
on-board security zone. 

 (2) The following matters may be dealt with by regulations made under subsection (1): 
 (a) access to on-board security zones (including conditions of access, the issue and use of 

security passes and other identification systems); 
 (b) the identification or marking of on-board security zones; 
 (c) the movement, management or operation of vehicles and other things in on-board 

security zones; 
 (d) the maintenance of the integrity of on-board security zones; 
 (e) the management of people and goods (including the management of unaccompanied, 

unidentified or suspicious goods) in on-board security zones; 
 (f) the management (including the sale or disposal) of things abandoned in on-board 

security zones; 
 (g) when prescribed requirements are to be met. 

 (3) Regulations made under this section may prescribe penalties for offences against those 
regulations. The penalties must not exceed: 

 (a) for an offence committed by a port operator, ship operator, port facility operator or 
offshore facility operator—200 penalty units; or 

 (b) for an offence committed by a maritime industry participant, other than a participant 
covered by paragraph (a)—100 penalty units; or 

 (c) for an offence committed by any other person—50 penalty units. 
Note: If a body corporate is convicted of an offence against regulations made under this section, subsection 4B(3) of 

the Crimes Act 1914 allows a court to impose fines of up to 5 times the penalties stated above. 

 (4) Regulations made under subsection (1) may provide for the recovery by a person of costs and 
expenses reasonably incurred by the person in relation to the performance of functions, or the 
exercise of powers, by the person in relation to a security identification card scheme set out in 
those regulations. An amount recoverable under those regulations must not be such as to 
amount to taxation. 

 (5) Regulations made under subsection (1) may authorise the use or disclosure of information 
(including personal information within the meaning of the Privacy Act 1988) for the purposes 
of, or in relation to, assessing the security risk posed by a person. 

209  Regulations 

 (1) The Governor-General may make regulations prescribing matters: 
 (a) required or permitted by this Act to be prescribed; or 
 (b) necessary or convenient to be prescribed for carrying out or giving effect to this Act. 

 (2) Without limiting subsection (1), the regulations may: 
 (a) prescribe fees in respect of matters under this Act (including the regulations); and 
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 (b) prescribe penalties of not more than 50 penalty units for offences against the regulations. 

 (3) Paragraph (2) (b) does not limit any provision in this Act that provides for the regulations to 
prescribe penalties higher than 50 penalty units. 

 

Maritime Transport and Offshore Facilities Security Regulations 2003 

6.07G Kinds of identification document 

 (1) This regulation sets out the criteria that a document must meet to qualify as a primary, 
secondary or tertiary identification document for somebody. 

 (2) A document is a primary identification document for somebody if it is: 
 (a) a certified copy (that is, a copy certified by a Registrar of Births or similar officer to be a 

correct copy) of the entry, in a register of births, of his or her birth; or 
 (b) a copy (certified under section 44 of the Australian Citizenship Act 1948) of a 

citizenship certificate granted to him or her; or 
 (c) a document issued to him or her under the law of another country that is evidence, under 

that law, that he or she is a citizen of that country; or 
 (d) a passport issued to him or her. 

 (3) A document is a secondary identification document for somebody if: 
 (a) it has on it a recent photograph of him or her, or his or her signature; and 
 (b) it is: 
 (i) a licence (for example, a driver’s licence) issued to him or her under a law of the 

Commonwealth or a State or Territory; or 
 (ii) a government employee identification document issued to him or her; or 
 (iii) an Australian student identification document issued to him or her; or 
 (iv) a verifiable reference. 

 (4) In subregulation (3): 
Australian student identification document means a card or document issued to a student at 
a tertiary education institution in Australia to identify him or her as a student at the 
institution. 
government employee identification document means a document issued by or for the 
Commonwealth or a State or Territory to somebody employed by or for the Commonwealth 
or the State or Territory. 
verifiable reference about somebody (the identified person) means a reference from: 

 (a) a bank or similar financial institution; or 
 (b) somebody whose identity has been verified by means of: 
 (i) 2 primary identification documents; or 
 (ii) a primary identification document and a secondary identification document; or 
 (iii) a primary identification document and 2 tertiary identification documents; or 
 (c) a referee acceptable to the person or body that requires the identification of the 

identified person; 
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that: 
 (d) identifies the identified person by name; and 
 (e) certifies that the person who signed the reference has known the identified person by 

that name for at least 12 months; and 
 (f) is signed by or for the referee and by the identified person. 

 (5) A document is a tertiary identification document for somebody if: 
 (a) it sets out his or her name and address; and 
 (b) it is: 
 (i) a signed statement by his or her employer or former employer about that 

employment; or 
 (ii) a copy (certified by a Registrar of Titles or similar officer to be a correct copy) of 

a record issued under a law about land titles; or 
 (iii) a document issued by a rating authority from its records about land ownership or 

occupation; or 
 (iv) a document issued by a bank or similar financial institution from its records about 

a mortgage or other security that he or she gave to the bank or institution; or 
 (v) an extract from the electoral roll compiled by the Australian Electoral 

Commission; or 
 (vi) a record issued under a law in force in Australia other than a law about land titles. 

6.07H Authentication of certain foreign documents  

 (1) In this regulation: 
Hague Convention means the Convention Abolishing the Requirement of Legalisation for 
Foreign Public Documents, done at the Hague on 5 October 1961. 

 (2) This regulation applies if a person presents to an issuing body, as an identification document, 
a document that is a public document for the purposes of the Hague Convention and was 
issued in a country (other than Australia) that is a Contracting State to that Convention. 

 (3) The body may require the person to have the authenticity of the document certified in 
accordance with that Convention. 
Note   The authentication procedure involves the endorsement on, or attachment to, the document of a 
certificate in a standard form. Details of the procedure and any fee payable should be available from the 
embassy of the country in which the document was issued. 

6.08B MSICs — application for issue 

 (1) A person may, in writing, apply to an issuing body for the issue of an MSIC if he or she has 
an operational need to hold an MSIC. 

 (2) An applicant who has turned 18 must prepare a signed form of consent to background 
checking of the applicant and: 

 (a) if applying before 1 January 2007 — send the form to the AFP; or 
 (b) if applying on or after 1 January 2007 — include the form with the application. 
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6.08C MSICs — issue 

 (1) An issuing body may issue an MSIC to a person only if: 
 (a) the person has an operational need to hold an MSIC; and 
 (b) the person has verified his or her identity by showing the issuing body: 
 (i) a primary identification document; and 
 (ii) either: 
 (A) a secondary identification document; or 
 (B) 2 tertiary identification documents; and 
 (c) either: 
 (i) has shown the issuing body a document that is evidence that the person is an 

Australian citizen (for example, his or her Australian birth certificate, Australian 
passport or Australian naturalisation certificate); or 

 (ii) the issuing body is satisfied that he or she holds a visa entitling him or her to work 
in Australia; and 

 (d) the issuing body has been notified in writing that a security assessment of the person has 
been made, and: 

 (i) the assessment was not adverse; or  
 (ii) if the assessment was qualified — the issuing body has not been directed by the 

Secretary under subregulation 6.08H (2) not to issue an MSIC to the person; and 
 (e) the issuing body has been notified in writing that a criminal records check of the person 

has been made, and: 
 (i) the check shows that the person does not have an adverse criminal record; or 
 (ii) if the check shows that the person has an adverse criminal record — the Secretary 

has approved an application to issue an MSIC to the person under 
paragraph 6.08F (3) (a). 
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