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Content of the Submission

Cluster 3 was the first of the Government’s IT outsourcing arrangements and has considerable experience in the management of large outsourcing contracts.  This submission includes background information about Cluster 3, the Cluster management arrangements, performance and financial management, and concludes with a discussion of implications arising from the Humphry Report.

1 BACKGROUND

1.1 Formation

The Cluster 3 Agreement commenced on 1 July 1998 for a five-year term with options for two further two-year extensions.  The Telecommunications component of the Cluster 3 Agreement was for a three-year term and is currently undergoing a competitive tender process with new arrangements to be put in place commencing 1 July 2001.  The overall value of the contract over 5 years is $160m.

1.2 Composition

The Cluster 3 group of Commonwealth agencies comprises:

· Department of Immigration and Multicultural Affairs (DIMA), 

· Australian Electoral Commission (AEC), 

· Department of Finance and Administration (for services to Electorate Offices) (DOFA –EOS),

· Australian Government Analytical Laboratories (AGAL),

· Australian Surveying and Land Information Group (AUSLIG),

· Ionospheric Prediction Service (IPS),

· IP Australia (IPAus).

1.3 Services covered

CSC is the outsourced IT services provider to the Cluster. These services comprise a number of “lines of service “ including:

· Mainframe services, 

· Midrange services,

· Desktop, local area network and Helpdesk services,

· Voice and Data network services, and

· other IT Infrastructure services as required.

The outsourcing arrangement does not include Applications Development.

Note not all lines of service are provided to all of the Cluster agencies eg IP Australia uses only Mainframe and Data Network services, AGAL and AUSLIG do not use Mainframe services.  AEC and DIMA utilise all lines of service.

2. MANAGEMENT STRUCTURE

2.1 Cluster 3 Management Committee
Cluster 3 Agency Chief Executives established a Cluster Management Committee (CMC) comprising senior executives responsible for strategic management of the Cluster 3 contract.  It is also ultimately responsible for all operational issues but delegates the day to day responsibility to the Contract Management Office (CMO).  The CMC meets on a monthly basis and plays a major role in managing the relationship with CSC and monitoring the performance of CSC against contractual obligations specified in the IT Outsourcing Agreement. 

2.2 Cluster 3 Contract Management Office

The CMO comprises a group of 6 officers (together with agency contract management cells overall contract management costs are around 5 % of the overall value of the contract) who:

· provide the initial point of contact for CSC for all legal and non-operational communication under the services agreement;

· process, validate and disseminate monthly invoices to Agencies;

· monitor and measure CSC’s performance and makes recommendations to the Management Committee about the imposition of service credits;

· coordinate and monitor CSC’s compliance with its obligations under terms of the services agreement including security and privacy;

· arrange and manage any projects and consultancy services such as benchmarking, audit and reviews;

· support good governance and transparent decision making within the Cluster through thorough analysis, documentation and stakeholder reporting on issues and decisions;  

· convene meetings of agency contract managers and CSC to consider Cluster-wide issues including performance management, technology planning,  billing and asset management, and LAN/desktop management;

· manage complaints and minor disputes with CSC (as determined by the Management Committee); and

· report regularly and escalate issues to the Management Committee.

2.3 Agency Contract Management

Each Cluster member has appointed an Agency Contract Manager who is responsible for:

· for day to day interactions with CSC on agency service requests and projects;

· processing and payment of CSC invoices in accordance with FMA Act requirements;

3 PERFORMANCE MANAGEMENT

3.1 Performance monitoring

The CMO undertakes the role of monitoring CSC’s performance against agreed service levels.  Monthly performance reporting, together with regular independent audits on key aspects of service delivery, are the key control mechanisms used in ensuring services are being provided in accordance with the contract, and the appropriate charges and service credits are being applied. 

3.2 Service credits

CMO reviews CSC performance reports and assesses the amount of potential service credits that may be applied.  In consultation with relevant Cluster 3 Agencies the CMO makes recommendations to the Cluster 3 Management Committee on the amount of service credits that should be applied. 

4 FINANCIAL MANAGEMENT

4.1 Invoicing

CMO undertakes a monitoring and validation role in relation to CSC’s monthly invoice.  This role includes:

· Invoice validation against various contract criteria including current rate tables,

· Analysis of the invoice for trends,

· In consultation with Cluster agencies, ongoing monitoring and resolution of billing issues.

4.2 Reporting

The CMO provides a monthly executive summary of expenditure and resource usage to the Cluster Management Committee.

5. SECURITY AND PRIVACY
5.1 Data Security 

The Cluster 3 Agreement stipulates that Cluster 3 data remains the property of Cluster 3.  CSC is required to maintain appropriate safeguards to ensure adequate protection of that data including seeking Cluster approval where CSC proposes to relocate data processing services.  Such an approval was given when CSC recently re-located its mainframe data processing centre from Sydney to Melbourne.  Cluster 3 has worked closely with DSD to maintain a consistent management focus on security issues.  In September 2000 DSD certified the CSC components of the Cluster 3 infrastructure

5.2 Ongoing monitoring of security/privacy obligations
The Cluster 3 Agreement sets out the privacy procedures and obligations that CSC must adhere to.  The CMC has developed a framework for monitoring CSC’s security responsibilities.  This includes:

· Regular reporting by the CMO on CSC’s performance against security milestones,

· A program of audit activities for completion in 2000/2001including the development of a framework for monitoring CSC’s security procedures and practices, and the development of a strategy for monitoring CSC’s compliance with its privacy obligations

6. IMPLICATIONS ARISING FROM THE HUMPHRY REPORT

6.1 Decisions about Cluster 3 Contract Renewal

The current Cluster 3 agreement is for a 5-year term expiring on 30 June 2003.  The Cluster is required to make a decision about whether it wishes to extend the Agreement for an initial 2-year term by end of June 2002.

There are a range of issues that will need to be considered in the context of a possible extension of the contract into years 6 and 7.  These include:

· The appropriate composition of the Cluster – the Humphry review found that while grouping of agencies may have served a useful purpose in enabling economies of scale decisions on the future composition of Clusters should be based on the existence of clear synergistic benefits from a particular grouping of agencies.  There are synergies within the current Cluster 3 arrangement, although not across the board, for example: 

· DIMA, AEC and IP Aus use mainframe services, 

· all agencies except IP Aus use desktop and LAN services.  

Ultimately each agency will need to address the matter of remaining in the Cluster from its own business perspectives.

· The appropriate model of outsourcing – the Humphry review noted research suggesting the full outsourcing model currently used in Cluster 3 is not the favoured model based on international experience and that other models that need to be considered include:

· selective outsourcing – the most common form of outsourcing where deals are established for selected functions with best of breed service providers; 

· insourcing – this model represents the creation of a separate internal information technology unit (s); 

· a combination of the above.

It should be noted that the current Cluster 3 arrangement provides a discretion for Agencies to depart the Cluster or remove particular components of service from the scope of the Cluster Agreement.

· Having regard to the above models, whether to retain CSC for some or all of the services  – this decision will require consideration of a number of issues including:

· an understanding of the service levels, pricing and scope of work that CSC is prepared to commit to in years 6 and 7; 

· the outcome of benchmarking and/or market testing;

· an assessment of CSC’s capacity to deliver services to contracted performance levels compared to other external service providers;

· an assessment of CSC’s capacity to meet the Cluster’s future business and technological requirements;

· an assessment of whether there are some IT services that are best delivered ‘in-house’.

6.2 Telecommunications Services Tender

As previously noted the Cluster is undertaking a re-tendering process for voice and data telecommunication services.  The tender process is being conducted in accordance with the findings/recommendations from the ANAO Performance Audit of IT Outsourcing and the Humphry Review of the Whole of Government IT Outsourcing Initiative.  In particular the tender process includes:

· The appointment of a Probity Auditor and the development of a probity plan;

· The establishment of clear and transparent tender evaluation criteria;

· Consideration by each Cluster agency on the grouping of agencies – each agency agreed to remain within the existing Cluster structure for the telecommunications re-bid;

· Input from agency stakeholders and recognised industry experts during the tender process to mitigate service delivery risks.
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