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1. Introduction
The Commonwealth Government decided in 1997 that IT infrastructure services across all budget-funded agencies be outsourced, subject to the outcome of competitive processes to be undertaken within a whole of government framework.  This initiative is referred to as the Whole of Government Information Technology (IT) Infrastructure Outsourcing Initiative (‘the Initiative’) and until the end of 2000 was managed by the Office of Asset Sales and IT Outsourcing (OASITO).  Following an independent review in relation to the implementation of the Initiative conducted by Mr Richard Humphry AO, the Government decided that responsibility for IT outsourcing be devolved to individual Commonwealth agencies from January 2001.  

The purpose of this submission is to outline the Government’s policy with respect to IT outsourcing and to present a brief account of OASITO’s involvement in its implementation.   The submission addresses the Committee’s Terms of Reference (TORs) for this inquiry through commenting on areas related to the TORs as set out below:

· Section 1: Introduction;

· Section 2: an overview of the Government’s IT infrastructure outsourcing policy and objectives including industry development.  There is also a discussion of the scope of outsourcing under the Initiative and the use of grouping (addresses TORs a)(i), and (d));

· Section 3: an overview of the tender process and the roles and responsibilities of OASITO and agencies.  This section also describes how risk management was conducted throughout the process (addresses TORs a)(ii) and b));

· Section 4: a discussion of accountability and governance issues (addresses TOR a)(ii));

· Section 5: a discussion of privacy and security safeguards (addresses TOR a)(iii));

· Section 6: a brief discussion of some financial issues including adjustments to agency running costs, savings and financial methodology (addresses TOR c));

· Section 7: a summary of outcomes achieved through the OASITO process (addresses TORs a)(ii), c) and d)); and

· Section 8: a discussion of the implementation of the Government’s response to the  Humphry Review.

The Initiative represents a significant change process within the Commonwealth.  It is consistent with other recent reforms and performance improvement initiatives in the Commonwealth, including the introduction of accrual accounting, privatisation, and revised corporate governance arrangements for Commonwealth owned organisations (eg, Government Business Enterprises, Commonwealth Authorities and Companies Act 1997 (CAC Act) and Financial Management and Accountability Act 1997 (FMA Act)).  Objectives of these reforms include increased transparency and accountability for performance, improved flexibility for Government’s service delivery arrangements, reduced the risk exposure of the Commonwealth, and placing Government operations on a more business like footing to achieve more efficient and effective service delivery.

2. Overview of the Government’s Policy
2.1  Historical Overview

In March 1991 the Labor Government’s Industry Statement contained a commitment to outsourcing of information technology (IT) subject to cost effectiveness.  This was followed by the then Department of Finance issuing a circular requiring the market testing of IT service requirements.  

In 1994 the Minister for Finance established an independent Review Group to consider major trends in the development of computer technology and assess their applicability to and likely impact on Commonwealth IT.  Their report ‘Clients First the challenge for Government information technology’ was published in March 1995 and made a series of recommendations covering a range of IT issues including policy development, planning, encouraging innovation, management, people issues, cross-agency activity, purchasing reform and outsourcing.  An outcome of the Review was the establishment of the Office of Government Information Technology (OGIT) and the Government Information Services Policy Board.  

In January 1996 OGIT released the Exposure Draft: Framework and Strategies for Information Technology in the Commonwealth of Australia, which was a blueprint for the future development and use of IT and Communications in the Commonwealth.  It set out nine enabling strategies which proposed to inter alia increase competition for outsourcing of Commonwealth IT activities, re-engineer service delivery and streamline costs of government administration, rationalise the Government’s IT architecture and establish a framework for information management.

Following the change in Government in March 1996 the Government stated its commitment to IT&T policy focussing on efficient and integrated service delivery to clients through better use of IT, consolidation of infrastructure and other strategies.  The Government established a range of Committees to advise on information technology and communication systems such as on-line service delivery.  Consolidation and outsourcing were part of the wider reforms.

During 1996 and 1997 OGIT and the then Department of Finance conducted a scoping study on possible outsourcing of Commonwealth IT infrastructure.  The scoping study identified significant potential cost savings and other benefits from a coordinated, consolidated whole of Government approach to the delivery of IT infrastructure services through outsourcing.   The study identified financial savings from economies of scale and larger volumes and other benefits from more rigorous price and performance competition among vendors, reduced tender costs to Government and industry, increased opportunities for rationalisation and standardisation between agencies, and efficiency in contract management downstream.

In April 1997 the Minister for Finance and Administration announced the Initiative and in November 1997 he announced the move of the responsibility for the implementation of the Initiative from OGIT to the former Office of Asset Sales (OAS), now the Office of Asset Sales and IT Outsourcing.  In 1998 the Prime Minister reaffirmed the policy in a letter to all other Portfolio Ministers stating that “As a general government policy, outsourcing of IT infrastructure services should proceed unless there is a compelling business case on a whole of government basis for not doing so.”
On 7 November 2000, the Minister for Finance and Administration announced an independent review in relation to aspects of the Whole of Government Information Technology Outsourcing Initiative.  The Review was conducted by Mr Richard Humphry AO and was completed in December 2000.

The specific focus of the Review was to identify and assess the implementation risks to be managed when transitioning from in-house IT operations to an outsourced environment managed by an external service provider.  The Humphry Review Report made ten recommendations that were broadly accepted by Government.  A copy of the recommendations together with the Government’s responses is attached as Attachment A.  The Review endorsed the Government’s policy to outsource the Commonwealth’s IT infrastructure requirements, finding that there is now a general acceptance of Australia Public Service management that this policy can provide an effective solution for broader access to technical expertise and technology support.

A theme underlying a number of the recommendations in the Report and particularly recommendation 4 was that implementation of the Initiative should proceed but that responsibility for this be transferred from OASITO to individual agencies.  Further discussion on the implementation of the Government’s response to the Humphry Review is in Section 8 of this submission.

2.2 
IT Outsourcing Objectives and Policy
The Commonwealth Government’s decision to outsource agency IT&T infrastructure requirements through competitive tendering is intended to deliver significant benefits to participating agencies including:

· encouraging competitiveness;

· encouraging the development of common IT architectures and secure interoperability across agencies, to improve efficiency and program delivery;

· reducing replication of effort in developing solutions to common requirements with consequential duplication of procurement and support processes and structures;

· strengthening the Commonwealth’s capacity to gain value for money in its use of IT infrastructure into the future through open competitive sourcing and a clearer focus on its core responsibilities in the delivery of programs; and

· improving the potential for staff career development in an environment where IT&T is the core business.

The Initiatives’ Industry Development Objectives and Policy

Prior to the Initiative it was apparent, based on the very scant information on the role of Australian IT companies in providing services to government agencies, that Australian companies often had an ad hoc role in service provision to the Commonwealth.  They were often at the very low value end of services provision, and being a contractor to government in this manner contributed little to the development of growth opportunities for those Australian IT companies.  

The lack of purchasing statistics, particularly on Australian Industry Involvement in the provision of government services was highlighted as an issue in the Bevis Report in 1994.

The Committee encountered problems caused by the lack of purchasing statistics when attempting to determining the level of local content in Government purchasing…The lack of data on Government purchasing is not a new issue.  A number of committees of inquiry into Government purchasing have pointed to the lack of data as a major impediment to their investigation of purchasing activity.

In addition, based on Australian SMEs participation in other outsourcing contracts (eg Department of Veteran Affairs) it was apparent that any Australian SME participation (eg local couriers, local legal firms, etc) counted as SME activity, and commitments to involve SMEs in the delivery of services may not have been included in the outsourcing contracts.

The Initiative the Commonwealth aims to achieve significant industry development by: 

· supporting growth in the Australian IT&T industries; 

· promoting the international competitiveness of the Australian IT&T industries; and 

· supporting employment growth and development in Regional Australia. 

The Initiative looks to deliver commercially viable and sustainable industry development for the IT&T industry through both long and short-term gains. 

Short term aims include:

· leveraging technologies and methodologies from experienced major outsourcing companies to the benefit of Australian SME’s (eg subcontract and strategic alliances);

· maximising employment opportunities in the Australian IT &T sector; and

· maximising the use of Australian goods and services.

Long term aims include:

· development of the Australian IT & T sector by building Australian companies with a size and scale to be able to compete globally; 

· development of access to international markets by establishment of channels for distribution of Australian developed IT & T products and services;

· development of Australian research and development in the IT & T sector; and

· skills development  across the spectrum of the industry (eg from entry positions to advanced software engineering).

The industry development framework for the Initiative stated two clear preferences: (i) that is maximising opportunities for Australian SME’s and (ii) maximising the use of Australian products and services.  These preferences were drafted so that they were compliant with the relevant World Trade Organisation agreements.

It should be noted that the high value added activity associated with applications development, which is often undertaken by Australian small and medium enterprise (SMEs), is out of the scope of the Initiative, although was included by two agencies in Group 5.

The framework also sought to ensure that ID offerings are commercially sensible and sustainable through requiring that the ID was consistent with a company’s commercial objectives and was a strategic fit for their business rather than ‘cheque book’ ID.  The framework was non-specific in what categories of ID were sought.  This was to ensure that what was put forward was innovative and met the commercial drivers of the relevant bidding organisation rather than being inconsistent with the business and therefore less likely to be viable or sustainable.

The successful tenderer committed contractually to a range of the industry development outcomes it proposed in the tender process.  Each of the Contractors is required to report annually to the Department of Communications, Information Technology and the Arts (DOCITA) against those contracted ID commitments.  The contract contains financial sanctions for non-performance.

Objectives of the Initiative Following the Humphry Review

The Government will continue to set the overall direction of IT outsourcing and will retain its current objectives.  This will require Commonwealth agencies to obtain value for money IT (including savings) and maximise Australian industry development outcomes.  Agency heads will be held directly accountable for achieving these objectives within a reasonable timeframe, grouping wherever possible to establish the economies of scale required to maximise outcomes.

2.3 Scope of the Initiative

The Initiative is about outsourcing IT infrastructure only (eg desktop and LAN infrastructure services, midrange/application servers, mainframe services and data communication services). Voice communications and applications development and maintenance (ADM) are optional items which individual agencies may elect to include in scope.  The large majority of agencies elected to maintain existing (internal or contracted out) arrangements for applications functions such as analysis of business needs and developing, maintaining and procuring software.

As far as possible outcomes are expressed in business terms rather than technology inputs.  Agencies remain responsible for delivery of IT services to their users but engage an external service provider to deliver infrastructure elements of that function.  Agencies maintain control of applications development and maintenance functions (through contractors or in-house providers) and continue to manage IT strategy and policy and IT security.

The scope of the Initiative remains the same under the post Humphry Review implementation arrangements.

Scope of the Initiative in context

The diagram below highlights that IT infrastructure is but one element of IT service delivery.  The split between activities that are retained and the infrastructure that is outsourced can vary across agencies.  For example, a small policy agency that has small applications development needs, will outsource the majority of its IT function under the scope of the Initiative.  On the other hand, large organisations such as Centrelink have a very large applications capability and therefore the outsourcing of IT infrastructure will be a minority of the IT function.

Figure 1  Outsourcing Infrastructure Only

2.4 Grouping

One of the foundations underpinning the Government’s policy was IT infrastructure consolidation – the rationalisation and standardisation of infrastructure.  This lead to the introduction of groups or “clusters” of agencies as part of the Initiative’s initial framework:

Consolidation involves the clustering or aggregation of IT infrastructure across individual agencies which for mainframe data centres, for example, can involve sharing a common processing platform using logical partitions that allow for shared systems software and support arrangements, more standardised operation environments and better utilisation of processing load to accommodate peak requirements.  IT infrastructure consolidation aims to not only deliver economies of scale but also to provide flexibility for cross-agency and individual agency re-engineering of business systems to improve service, reduce costs and take advantage of immediate benefits available from streamlining current operations.

Grouping can lead to cost benefits through economies of scale as well as benefits from more vigorous price and performance competition among vendors, reduced tender costs to government and industry, increased opportunities for rationalisation and standardisation between agencies and efficiency in contract management downstream.  Grouping also assisted the industry development outcomes achieved through the ‘pull-through’ opportunities afforded through commercial relationships with prime Contractors and the leverage effect afforded by the Initiative to obtain the out of scope commitments.

The composition and timing of the group processes coordinated through OASITO was different in some instances then was first put forward by OGIT in 1997.  Agency preferences and issues concerning tendering partners were taken into account in the establishment of all group processes. 

Groupings were driven by a number of factors including internal readiness and preferred timeframes, portfolio partners, and technological or geographic synergies.

The Humphry Review (page 10) found that “[g]rouping of agencies has served a useful purpose in enabling economies of scale and providing a coordinated approach to the market.  As the Initiative has matured, the original rationale for grouping appears to be less relevant.  However, there are clear synergistic benefits to grouping, agencies may choose to adopt this approach in implementation in the future.”  Following the Government’s response to the Humphry Review, agencies will group wherever possible to achieve economies of scale required to maximise outcomes.

3. OASITO’s Role in Implementation and the Tender Process
3.1 Contracts and Tenders under the OASITO Managed Process

As noted in Section 2, responsibility for the implementation of the Initiative transferred from OGIT to the Office of Asset Sales in 1997 with the office renamed the Office of Asset Sales and IT Outsourcing (OASITO).  A summary table of the tender processes conducted by OASITO is set out below.

Figure 2  Summary of contracts and tenders under OASITO managed process*

Agencies
Key dates
Contractor
Contract Value

Cluster 3

Department of Immigration and Multicultural Affairs;

DOFA MAPS; 

Australian Electoral Commission; 

Australian Government Analytical Laboratories; Australian Surveying & Land Info Group; Ionospheric Prediction Services; and

IP Australia.
RFT released 
4 Nov 1997

Contract signed 31 March 1998.  Handover of services on 
1 July 1998.
CSC Australia Pty Ltd.
$160m

DEETYA/Employment National
RFT released
23 Feb 1998.  Process discontinued June 1998.
-
-

Australian Taxation Office.
RFT released 
7 Aug 1998 

Contract signed 31 March 1999.  Handover of services on
24 June 1999.
EDS Australia.
$490m

Group 5

Department of the Prime Minister & Cabinet;

Department of Communications, Information Technology and the Arts;

Department of Transport and Regional Services;

Department of Industry Science and Resources; and

Australian Competition and Consumer Commission.
RFT released 
1 June 1998

Contract signed on 14 April 1999.  Handover of services on
1 July 1999.
Advantra Pty Ltd.
$90m

Health Group

Department of Health and Aged Care;

Health Insurance Commission; and

Medibank Private Limited.
RFT released 
30 Nov 1998

Contract signed 6 December 1999.  Handover of services on various dates..


IBM GSA.
$351m

Group 8

Environment Australia;

Agriculture, Fisheries and Forestry Australia;

Civil Aviation and Safety Authority;

Aust Communication Authority;

Public Service and Merit Protection Commission;

Aboriginal and Torres Straight Islander Commission; and

Aust Broadcasting Authority.


RFT released
12 March 1999

Contract signed 9 March 2000

Handover of services on 
26 June 2000.
Ipex ITG.
$130m

Group 1

Centrelink; and

Department of Family and Community Services
RFP released
April 1999

RFT released to pre-qualified tenderers 15 Dec 1999

Tenders closed 13 April 2000

Process discontinued 31 January 2001
-
-

Group 11

Department of Employment Workplace Relations & Small Business;

Department of Education Training & Youth Affairs;

Treasury;

Australian Securities & Investment Commission; and

National Library of Australia
RFT released 12 September 2000

ASIC, Treasury and NLA withdrew from the tender process in January 2001
-
-

Small Agencies

Various
OASITO released in June 1998 an information kit to small agencies (ie those with less than 300 desktops) which provided guidance to those agencies in conducting their own tender processes.
-
-

 * OASITO was also involved in the preliminary stages of outsourcing for agencies in Groups 9, 10 and Department of Defence and in arrangements put in place for Group 6

3.2 
The tender process

OASITO and agencies conducted comprehensive, rigorous and sound tender processes consistent with best practice in the Commonwealth and other jurisdictions.  The typical tender process and approximate timeframes under the Initiative are as presented below.  Some of the Groups adopted a modified approach to accommodate agency preferences. 

Figure 3  Phases in the Tender Process 




Probity

A key to any successful tender process, arguably more so in the public sector context, is the maintenance of high standards of probity.  The principles underpinning probity are:

· Fair and equal treatment of all bidders;

· Sound evaluation and decision making;

· Promotion of industry and community confidence in the tender process;

· Prevention of fraud and corruption; and

· Management of Commonwealth risk.

With the assistance of its probity adviser, OASITO developed a set of probity protocols that were applied to all tender processes.  OASITO provided the protocols to agencies at the beginning of each tender process and asked that they be widely distributed within the agencies.  In addition, OASITO and its probity adviser conducted probity briefing sessions for IT and other staff within agencies.

Prior to the release of a request for tender to the market place, OASITO encouraged agencies, with mixed success, to maintain an “open door” to all prospective tenderers so as to facilitate the tenderers gaining a greater appreciation of each agencies’ business and IT needs.  Following the release of an RFT, OASITO and agencies applied a more regulated approach to agency and OASITO interaction with industry including for instance in the due diligence period more formalised meetings and the use of confidentiality deeds.  The probity protocols establish procedures, which ensured that tenderers are not able to influence the outcome of a tender process, for instance through the use of the media or through inappropriate interaction with staff within agencies.

3.3 Roles of OASITO and Participating Agencies

OASITO and agencies operated under clear roles and responsibilities as set out by the Minister for Finance and Administration (a copy is at Attachment B).

In accordance with this statement, group agencies were responsible for defining business and technical requirements, evaluating the IT services component and preparing the agency for transition to an outsourcing relationship and subsequent contract management.

OASITO was responsible for the strategic oversight and implementation of the Initiative. Throughout the outsourcing process and during the subsequent contracts agencies still retained responsibility for planning and resourcing their demand for services consistent with the devolved management framework across the budget sector.  Each of the agencies that made up a group had high level responsibilities and control over the decisions made throughout the process, consistent with their responsibilities under the FMA and CAC Acts.

OASITO provided advice and coordination to agencies in the implementation of the whole of government arrangements.  A driver in establishing OASITO’s coordination role was the need for a consistent approach to industry to reduce tender costs and to ensure that the Commonwealth’s interests and risk were consistently treated and understood on a whole of government basis.

Accountabilities

The table below provides an overview of the accountabilities of each party in the tender process. Not included in the table below are the responsibilities of the DOCITA which plays a key role in the industry development aspects of the tender process. 

Figure 4  Table of Accountabilities in the Tender Process
Phase
AGENCY ACCOUNTABILITIES 
OASITO ACCOUNTABILITIES
TENDERER RESPONSIBILITIES

Scope
· Determine the scope of infrastructure to be outsourced (within mandated parameters).
· Agree scope with agencies.
· May sometimes be consulted depending on the circumstances.

RFT Development
· Accountable for defining their IT requirements and service level requirements by drafting the RFT documentation.

· Sign-off that the Request for Tender reflects their business requirements and agree to the RFT release.

· Populate and sign-off on the cost model.

· Sign-off on the evaluation criteria.

· Decide on the HR transition strategy.

· Manage staff communications throughout.
· Manage tender process to ensure fair and open competition (seek to limit any advantage gained through incumbency and existing relationships between agencies and industry).

· Maintain consistency across projects where appropriate.

· Consultants available to advise agencies

· Provide costs model proforma and methodology.

· Proforma RFT documents provided based on lessons learned.

· Ongoing review of RFT.

· OASITO provision of a range of guides: project guide; contract management guide; and HR kit.
· May sometimes be consulted depending on the circumstances.

Due Diligence
· Provide all relevant data for data room.

· Participate in face to face interview sessions between management and technical experts and the bidders.

· Conduct site visits. 

· Provide written answers to questions submitted by bidders.


· Coordinate interaction with industry.

· Run workshops – provides regular updates to bidders.

· Provide framework for equitable access to data and agencies for interested parties.

· Ensure that, to extent possible, adequate data is provided to bidders to minimise downstream risk of dispute and litigation.


· Conduct bidder due diligence.

· Attend workshops, site visits, industry briefings, interviews and submit questions.

· Preparation of bid.

Evaluation and Negotiation
· Jointly develop and sign-off evaluation guide.

· Lead/participate in evaluation teams to determine whether each tender meet their agency’s service requirements.

· Draft evaluation reports and make recommendations to the various committees.

· Participate in negotiations.

· Sign-off that negotiated outcomes meets business requirements.

· Participate in all committees at senior levels.


· Coordinate the evaluation process (no representation on evaluation teams but on committees)

· OASITO appointed adviser usually led negotiations with agency staff on the core team.

· Participate in negotiations.

· Chairs relevant committees.
· Attend briefing sessions. 

· Answer clarification questions.

· Participate in negotiations.



Contract Finalisation
· Participate in contract finalisation.

· Sign-off that contract meets their business and legal requirements.


· Coordinate the contract finalisation process.


· Participate in negotiations

· Execute contract.

Transition
· Plan and manage transition in conjunction with the outsourcer.

· Develop and decide contract management arrangements – sign a MOU with other Group agencies.
· OASITO monitored.
· Finalise transition arrangements 

· Outsourcer develops and implements a range of plans.

· Transition team works closely with agencies

Ongoing Service Delivery
· Contract management.

· Approve all service changes under the contract via the technical environment change control process.
· OASITO monitored if requested.
· Outsourcer operates under contract.

· Outsourcer interacts directly with agencies and through the contract management office.

3.4
Risk Management 

Consistent with AS/NZS 4360:1999 risk management standards
, the Initiative’s model has built in controls to mitigate the likelihood and consequences of risks identified for both the tender process and service delivery phases.  However, although the model incorporates risk minimisation strategies and loss minimisation measures and remedies for managing potential risks in the service delivery phases (primarily through contract provisions), it is primarily designed to assist agencies manage implementation risks during the tender process.

Existing internal risks of providing IT services

The US Federal Financial Institutions Examination Council (FFIEC) issues guidance on managing the risks associated with outsourcing technology services and advises that “outsourcing of information and transaction processing and settlement activities involves risks that are similar to the risks that arise when these functions are performed internally”.

For each agency that self-provides IT services, a risk currently exists that the delivery of IT services will fail.  Outsourcing neither increases nor decreases the likelihood that given technology will fail, as the risks inherent in the technology are dependent upon the technology selected and not who runs it.  The effectiveness of the organisational processes used to effect repairs is not dependent upon whether an agency’s IT services are outsourced.   Moreover, outsourcing can actually decrease operational risk in some circumstances.  For instance, in the event of a catastrophic event, the outsourcer will often be able to apply more resources, more quickly than the agency would have been able to apply in order to alleviate the effects of the event.  Additionally, outsourcing will not decrease the backup and restoration readiness of the agency, because at a minimum the current procedures of the agency will be continued after outsourcing.  However, because of the financial risk to the outsourcer in the event that backup and restoration activities are ineffective, outsourcing generally tends to add rigor to these activities, which in turn should result in a more effective backup and restoration process.

Identifying risks associated with outsourcing IT services

As part of the tender process OASITO provided for consultants to undertake a high level analysis of the business, legal and financial risks associated with outsourcing IT infrastructure services for each agency.  The purpose of the risk assessment processes was to identify, analyse, and where possible, quantify the risks to the IT infrastructure outsourcing process itself, the risks to the agency’s business as a result of the outsourcing process, and any impact on the Government as a whole.  

The Initiative model incorporated risk management strategies to mitigate the likelihood and consequences of identified risks to the objectives of the Initiative and individual agency’s outsourcing projects.  An overview of the potential risk areas and the risk management strategies utilised can be found at Attachment C. 

The analysis of risks focussed on key risk events, including:

· process risks in the conduct of the tender process; and

· incidents or events which could result in the Contractor not providing the services in accordance with the Services Agreement, whether caused by the acts or omissions of the Contractor or otherwise.

An assessment was undertaken of the likelihood of any of the identified risk events occurring and their potential impact on: the government as a whole; the agency as a whole; particular agency business or service lines; and other persons or entities whose financial or other information is incorrectly accessed, used or disclosed.

OASITO developed comprehensive processes and tools to assist agencies manage implementation risks.  However, OASITO had a limited role in assisting agencies to manage implementation risks post contract signature.  Although the contract importantly sets out the legal relationship and principles on which the outsourcing arrangement will be founded, it is critical that agencies have the appropriate skills and processes in place to effectively manage the outsourcing relationship.

The Humphry Review concluded that while outsourcing presents a number of Implementation Risks that must be managed, the benefits of outsourcing are significant.  Accordingly, the Review concluded that Initiative should proceed with the proper management of these Implementation Risks.  The Review confirmed that OASITO developed a range of risk management mechanisms to assist agencies understanding of the Initiative (see Attachment C). 

3.5
 The Contract

OASITO was charged with responsibility for building the legal framework for both the tender process and for the relationship between the agency and the Contractor.

The framework is embodied in the tender documentation and flows through to the IT Outsourcing contract (the Services Agreement).  The Services Agreement was developed by OASITO as part of the suite of tender documents that was initiated in 1997.  There were consultations with industry during the Cluster 3 process and the documents were enhanced from the lessons learned during that and subsequent processes.

OASITO considers the documentation and the legal framework that has emerged from three years of experience represents a benchmark in good tendering and contracting practice for IT services.  This body of knowledge was developed over the life of the Initiative and in each case provided a strong commercial basis on which agencies could base their relationship with their Contractor.  The Services Agreement was also designed to assist agencies manage risks associated with outsourcing IT services and enable agency heads to make decisions that stand up to scrutiny under the Australian Public Service’s accountability mechanisms. 
The Services Agreement also allows flexibility for agencies to define and obtain new and changed services to meet their changing business requirements and it also provides a solid basis of:

· standards of technical requirements and services levels;

· pricing certainty for the majority of services for a five year period;

· transparency of pricing and costs;

· security and privacy protections; and 

· obligations for Contractor compliance with Commonwealth administrative and accountability processes such as the Archives Act and processes undertaken by the Auditor General, and the Commonwealth Ombudsman etc.
Putting service provision for IT services on an contractual basis through the Initiative has provided a heightened degree of transparency and accountability to the provision of IT infrastructure services.  Previously, considerable IT infrastructure service achievements were made by APS staff through good management, good fortune and substantial investments in infrastructure, but where a lower level of transparency and accountability existed.  Outsourcing has introduced defined services with standards that are precisely measured, reported and contractually enforceable.  Agency personnel now understand the service level regime and the mechanisms in place to manage performance.
4. Accountability and Governance Issues

4.1
Commonwealth Accountability Processes

The Services Agreement includes instruments that oblige Contractors to comply with Commonwealth accountability requirements and processes. These obligations provide agencies with the tools to ensure that they can meet Commonwealth accountability requirements.  Two examples of these obligations are the: 
·  ‘Group Agency Obligations’ clause that enables agencies to disclose Contractor information to the Auditor General; and

· Extensive ‘Access and Audit’ clauses that provide Group agencies with the means to access Contractor premises and information for the purpose of compliance checks for meeting privacy protection, security and agency accountability requirements as well as audit of the Contractor’s performance on issues such as billing, service level reporting etc.

As part of the management of the tender process, OASITO has made every effort to ensure that the Services Agreement contained obligations that support Commonwealth accountability processes, particularly by providing access for the ANAO to all information, and also sought to protect the interests of all parties, including the Commonwealth. The tension between public accountability and the protection of the Commonwealth’s, and consequently the taxpayer’s, commercial interests are being highlighted as the interaction between the public and private sectors increases.  OASITO has always been aware of this tension and believes that the approach adopted for the Initiative balances these pressures. 

4.2
 Group Agency Governance

A range of contract management models and group governance arrangements have been utilised in the Initiative.  

The contractual relationship between a group and the Contractor provides a framework for direct management by individual agencies.  Individual agencies establish a direct service delivery relationship with the Contractor, and have day to day service management responsibility.  A group governance framework is built upon this day to day relationship, and is limited to those functions and decisions that are appropriately addressed on a group basis in order to:

· avoid duplication of effort;

· maximise the collective negotiating leverage of the Commonwealth and Commonwealth agencies, and the group’s profile as an important customer within the Contractor’s service delivery organisation and executive; and

· co-ordinate decisions which have the potential to achieve greater benefits for the Commonwealth and Commonwealth agencies – for example, through increased cross-agency standardisation and rationalisation of infrastructure.

Group governance arrangements are consistent with the responsibilities of agency Chief Executives under the FMA Act and the responsibilities of Statutory Office Holders and holders of Authority.  While group governance arrangements reflect the needs and responsibilities of individual agencies they are also designed to take advantage of the benefits that flow from grouping.

Where there are a number of agencies under the one contract a Contract Management Office (CMO) has been established on a jointly funded basis.  A Management Committee comprising representatives of each agency (often the members of the Steering Committee responsible for managing the tender process) manages this office and, through it, the delivery of services to the respective agencies by the Contractor.  

A Memorandum of Understanding agreed by the group agencies governs the group relationship.  The basic principle is that legal and strategic issues are dealt with as a group and coordinated by the CMO (ie one agency cannot terminate the contract without reference to the other group members) and the day-to-day operational issues specific to each agency are dealt with directly by the agency and provider.  For different groups the size and role of the CMO has varied.

In cases where separate contracts have been executed between each agency and the service provider, no Contract Management Office exists.  Each agency then replicates the functions that might be performed by a CMO and performs the entire range of contract management functions on its own behalf.  

4.3 Contract Management Skills

Outsourcing is becoming an increasingly important part of doing business not only in the Australian public sector, but the private sector also.  The ability to manage service provision by contract is as important in today’s business environment as the ability to manage staff.  While this is certainly a contemporary issue for managers, it is certainly not new, and many other governments have contracted out the conduct of functions critical to effective governance.

The ANAO recently noted in its audit of the Initiative that “[e]ffective contract management plays an important part in achieving successful outcomes under an IT outsourcing arrangement.  To ensure they obtain value-for-money from the arrangement, it is important that agencies develop new and enhanced contract management skills.”

The management of IT Outsourcing contracts was, and remains, primarily a function of the respective agencies.  Notwithstanding this, however, OASITO aimed to improve contract management skills through a series of workshops conducted with each group of agencies participating in the Initiative to improve the level of understanding of specific elements of the tender process, contract development and management.  OASITO and its advisers conducted these workshops and brought in contract managers from previous groups to talk about lessons learned.  A contract management guide was put together by OASITO in consultation with agencies after the Cluster 3 transaction to assist future groups prepare for managing the outsourcing contract.  This guide was prepared and subsequently refined with the objective of setting out common issues encountered in management of complex IT outsourcing transactions.  OASITO also encouraged agencies to identify their likely contract managers during the outsourcing process to ensure continuity from those involved in bid evaluation and contract negotiation to the contract management role.  This reduces some transition risk as the contract managers would have an existing understanding of the features of the contract.

It is important to note, however, that a successful outsourcing arrangement is based on a relationship not just a contract.  In the past managing contracts has lead to an over emphasis on detailed controls over inputs and processes rather than encouragement to innovate to meet the outcomes.  Although outsourcing involves a formal contractual relationship, both parties need to recognise their mutual dependence and thus their mutual interest in developing a cooperative relationship rather than an adversarial relationship.  Both parties need to ensure that expectations are clear and that there is a commitment to mutual purpose.

While acknowledging that it has always been the responsibility of individual agencies to transition to IT outsourcing, the Government agreed in response to the Humphry Review to establish a body to advise agencies, at their request and for a fee for service basis, on managing this transition.  This body will reside in the Department of Finance and Administration (see Section 8).

5.      Privacy and Security Safeguards

5.1 Management of Privacy and Security Risks

The management of privacy and security risks is of particular importance to the APS and the Initiative’s framework includes particular safeguards for privacy protection and security in addition to the rigorous contractual obligations.  The elements of the safeguards are set out below and are the risk management strategies that mitigate the risks associated with the protection of privacy and the upholding of appropriate levels of security.  

Confidentiality and Non-Disclosure Regime

The tender process required all participating parties, particularly those accessing due diligence material, to provide confidentiality and non-disclosure undertakings prior to gaining access to Group agency information.  Confidentiality of information obtained through the tender process is protected through the Public Service Act 1999 or Commonwealth Authorities and Companies Act 1997, as applicable, together with the Crimes Act 1914 and the Privacy Act 1988.  All agency personnel involved in the tender process, including employees, Contractors and consultants, were asked to sign acknowledgements of their obligations under the above Acts.  These acknowledgements set out the obligations under the above Acts and further require such persons to disclose any conflict of interest currently in existence and undertake to disclose any conflict of interest that may arise in the course of the tender process.
Each tenderer and any subcontractors participating in the tender process were required to sign a confidentiality undertaking prior to engaging in any due diligence. These undertakings were obtained on both a company and an individual level.

The form of confidentiality undertaking also makes the participant agree that it will comply with the Privacy Act 1988 as if it were an ‘agency’ for purposes of that Act.  Prior to disclosing any confidential information to any other party or employee, the confidentiality undertaking requires that the participant must ensure that such person signs a confidentiality undertaking, or in the case of an employee of the participant, signs an acknowledgement of such participant's obligations of confidentiality.  Should National Security Classified Information need to be disclosed through the tender process then parties accessing that information are required to undertake Personnel Clearances and any other relevant clearances required by the Commonwealth Protective Security Manual (PSM).

Agency Responsibility

Agencies are responsible for ensuring that their privacy protection and security requirements are met during the tender process and throughout the term of the Services Agreement.  This principle is fundamental to the Commonwealth protective security requirements that are outlined in the PSM, Volume F, Security Framework for Competitive Tendering and Contracting.   Volume F of the PSM states as the first ‘Principle of Effective CTC Security Practice’ that “Agencies remain accountable to the Government for the performance of the contracted function” (page 5) and further, “Agencies will be accountable for the consequences of poor security practice by contractors” (page 15).

The tender process included the formal requirement for agencies to provide OASITO with a ‘sign off’ that the RFT documentation met their needs including their privacy protection and security requirements.  This formal process provided an assurance mechanism for OASITO that group agencies were aware of their responsibilities.  

The evaluation, clarification and negotiations of the responses to the RFT also included consideration of privacy protection and security issues that are represented in the RFT.  The involvement of agencies and their security specialists in these processes and the agency ‘sign off’ of evaluation reports provided an assurance mechanism for OASITO that agencies were satisfied that their privacy protection and security requirements had been met by the preferred tender(s).

The executed version of the Services Agreement then provides the framework by which group agencies manage the Contractor to ensure that their privacy protection and security needs are met on an ongoing basis and during times of Transition and Disengagement.  For example, agencies are responsible for ensuring that the Contractor and their personnel are appropriately trained in the agencies’ privacy protection and security requirements and practices during transition.  They are also responsible for ensuring that all their privacy protection and security requirements are reflected in the Procedures Manual and other relevant documents such as the Disengagement Plan that make up the suite of contract management and relationship management policies and practices.

Involvement of Specialist Agencies 

OASITO consulted with specialist privacy protection and security agencies throughout the tender process to ensure that Commonwealth privacy protection and security requirements were met. OASITO also sought specialist advice from these agencies as required.  In particular, the Australian Privacy Commissioner was consulted with prior to release of an RFT and provided a ‘sign off’ that the privacy protection requirements set out in the RFT met Commonwealth privacy protection requirements.  Defence Signals Directorate (DSD) was consulted with to ensure that Commonwealth IT security requirements would be met and also provide ‘sign off’ to OASITO that the RFT met these requirements prior to its release.  DSD provided advice on technical security aspects of the evaluation of RFT responses.  DSD is also involved with the Contractor and group agencies on an ongoing basis if there is a requirement for DSD accreditation or certification of services is necessary, for example if the Contractor is required to host security classified information held by a group agency.
Effect of Privacy and Security Risk Management Framework

OASITO believes that the elements of the tender process outlined above provided adequate safeguards for privacy protection and security at each stage in the tender process.  The package of measures put in place a sound basis from which group agencies could work with their Contractor to ensure that Commonwealth privacy protection and security safeguards are in place during the transition phase and remain in place for the term of the Services Agreement. 

Accountability going forward for the management of privacy and security risks is clearly the responsibility of agencies.  OASITO notes that while the ANAO may have highlighted potential problems with the management of these risks within some agencies post contract signing, no problems were highlighted with the Initiative’s risk management framework or the Services Agreement.

5.2
Security and Privacy Provisions in the Services Agreement

The Services Agreements require a Contractor to comply with laws such as the Privacy Act, and any other similar legislation that may be enacted.  The Services Agreements impose strict requirements on the Contractor, its subcontractors and personnel regarding confidentiality, privacy and data security.  A failure to comply with any of these provisions may constitute a material breach entitling the group agencies to terminate their Services Agreement.

The privacy protection and security measures that Contractors are required to implement as part of the provision of IT&T services are specified in detail in the Services Agreements.  The Services Agreements also specify compliance with government security policies and legislation. These can include but may not be limited to:

· the Commonwealth protective security (minimum) requirements contained in the Commonwealth Protective Security Manual;

· Australia/New Zealand Standards AS/NZ 4360:1999 Risk Management and AS/NZ 4444 Information Security Management;

· the Australian Government Standards for the Protection of Information Technology Systems contained in the Defence Signals Directorate publications, ACSI33 and the Gateway Certification Guide; 

· where relevant, equipment according with that endorsed by the Security Construction and Equipment Committee (SCEC) and included in the Security Equipment Catalogue issued by ASIO; 

· the carriage of all classified material (hard copy or discs) being in compliance with the ASIO approved Overnight and Safehand Courier Services; and

· the security policies, plans and guidelines specific to each Group agency (these are usually provided in due diligence following the release of an RFT and/or incorporated into to the Services Agreement by reference).

The Services Agreements also require a Contractor to contract (and warrant or provide a Performance Guarantee) that they:

· meet and maintain physical, administrative, information, IT and personal security requirements, including the appropriate personnel, facility and IT security clearances; and

· meet and maintain levels of service for elements of IT infrastructure to support the security environment in which particular Group agencies operate. 

These contractual obligations are threaded throughout the Services Agreement and together form a package of measures that legally commit the Contractor to broad privacy protection and security principles as well as to the detailed implementation of Commonwealth and agency specific requirements.  The Services Agreements also commit the Contractors to accepting liability (unlimited) for losses arising from any breach of confidentiality, privacy or data security obligation. 

6.
Financial Issues

6.1
Adjustments to Agency Running Costs

The IT outsourcing arrangements were introduced in the 1997/98 Budget and were accompanied by adjustments to the forward estimates of agencies.  The assumptions underlying the Budget savings were the subject of extensive consultations across the 63 agencies in the 1996-97 scoping study.

The practice of introducing savings measures to the Commonwealth Budget which anticipate the achievement of efficiencies in agency operations is not uncommon.  This was the same technique as was used with the introduction of the Running Costs system in 1987 where the forward estimates were adjusted in recognition of the change in the way Running Costs were to be funded.  This technique was used in successive Budgets in the 1980’s and 1990’s where the funding for Running Costs was subject to the application of an “efficiency dividend” which automatically adjusted Running Costs funding downwards year by year on the basis of a formula applied across the board to all agencies.

The common principle underpinning this approach to introducing changes in the way in which agency running costs are funded and the way in which agencies deliver IT services in the case of the ITO initiative, is that agencies are to endeavor to generate savings.  When they generate more savings than the adjustments to their forward estimates they can keep the difference.  Where they generate less savings, they absorb the difference.  

Agencies adapted well to such arrangements and have become proficient in making the resource allocation decisions necessary to delivery their services.  It is a matter of record that some agencies have made efficiencies in their IT since 1997, regardless of whether they have outsourced or not, and whether their outsourcing was consistent with the timetable proposed when the Government took its decision.

Considerations of past adjustments to agency budgets do not influence the evaluation of an IT outsourcing tender.  Each tender is evaluated against the selection criteria outlined in the RFT.  Each business case is assessed against a cost baseline that is developed from agency service delivery arrangements at the time of the tender and projections of anticipated future arrangements.  

Savings estimates for the life of each of the Initiative’s Services Agreement do not relate back to the 1997 adjustments to agency appropriations.  ANAO acknowledged in its report on the Initiative that it is not possible to draw direct parallels between the Budget savings calculated and effected in the 1997-98 Budget and the savings identified in the later tender processes.
  Rather, these estimates are calculated through a comparison of the agency estimates of cost baseline for the services to the fixed prices guaranteed by the tenderers or the contract value.  The scope of the services in a tender also differs from those included in the 1996-97 scoping study.  This is due to a number of factors including, administrative changes, and changes to the profile of an agencies’ IT services due to their evolving function or the adoption of emerging technologies, such as an increasing use of web-based technologies.  

Similarly, voice telecommunications services were not included in the scoping study but are sometimes included in scope.  Applications development and maintenance was included in the Group 5 tender for some agencies and voice telecommunications was included for most agencies.

6.2 Savings

At the time of each contract being awarded the Minister for Finance and Administration announced a projected level of savings (see Section 7).  These announced savings are based on the difference between estimated future costs from continued in-house operations less the estimated costs for the same volumes and levels of service provided by the selected contractor and the costs of managing the contract and less one time transition costs such as staff redundancy costs.

The announced savings were an estimate at a point in time.  They are based on the estimates of contract volumes that will be consumed during the life of the contract, such as the quantity of mainframe processing, the number of personal work stations required and the number of times agencies require computer equipment to be relocated or repaired.  Each agency’s actual requirements over the life of the contract are determined by agency business needs and, to the extent that the agency requires more or less services than were originally estimated, the resulting contract cost will be higher or lower than originally projected.  

Given the dynamic nature of IT and the ever changing business needs of agencies, identifying the actual value of savings delivered over a five year contract for IT services would be an extremely difficult and potentially costly exercise.  OASITO considers, however, that the contracts that have been let under the Initiative have delivered to the agencies with lower unit costs and price certainty over the five year term.  In general, IT expenditure has tended to rise in all agencies (outsourced or not) as IT is utilised more and more by agencies to deliver services. This does not mean however, that IT costs have gone up.

6.3 Financial Methodology Issues

Reported savings were derived on the basis of methodologies that were determined in accordance with expert advice and following consultation with agencies including the Department of Finance and Administration and Treasury.

The calculation of savings has been the cause of much debate.  However, the fact that savings are present is not in dispute.  It is merely the total amount of savings at issue.  The Auditor-General noted in his recent appearance before Senate Estimates on 22 November 2000 that, “On the face of our (ANAO’s) arithmetic, there have still been significant savings from IT Outsourcing.”  Mr Humphry found that “There is broad agreement that, in aggregate, the Initiative has delivered significant savings, however there is a divergence of opinion as to the precise quantum.”
 It further found that “the lack of definitive guidance inherent in the Australian Accounting Standard AAS17 has contributed to this divergence (of opinion).”

Notwithstanding the technical arguments relating to savings under the Initiative, OASITO notes that in any case, as has been stressed many times in the past, it is inappropriate to confine the assessment and objectives of the Initiative to monetary considerations. The objectives of the Initiative are much broader and more ambitious. 

7.
Initiative Outcomes

7.1
Savings

Under the Initiative five contracts have been awarded by OASITO and agencies.  The projected savings at the time of announcement by the Minister for Finance and Administration for those contracts over the initial five-year term are (further discussion on savings is in Section 6):

Figure 5  Savings
Cluster 3
$60m

Group 5
$10m

Australian Taxation Office
$100m

Health Group
$54m

Group 8
$44m

7.2
Industry Development Outcomes

The industry development framework has strongly encouraged multi-national corporations to work with Australian small-medium enterprises to bring about a transfer of skills, technologies, methodologies, access to business opportunities, and facilitate Australian companies to look outside Australia for export opportunities. A significant number SME’s are providing services to Government agencies through the IT Outsourcing Initiative that are meaningful to the development of their business, leverage their skills for other contracts to Governments (both local, state and federal), and develop Australian reference sites for global opportunities.

The ID outcomes fall into two categories:

1. In scope industry development commitments that relate to the delivery of the services under the Services Agreement, eg involvement of SMEs, proportion of Australian Value Added content, regional employment.

2. Out of scope industry development commitments that are not related to the delivery of services under the Services Agreement. Examples of these commitments are provided below in the section on Industry Development Outcomes.

Contractors are required to report annually against ID commitments and the annual reports on industry development achievements.  

The outsourcing contracts to date ensure that of all the goods and services provided under the contracts, approximately 75% will be of Australian Value Added content and some 30% of the total work will be done by Australian SMEs.  The five executed contracts also include commitments of around $280 million dollars of exports or import replacements and approximately 400 new jobs in regional Australia as a result of new out of scope initiatives.  These figures reflect the fact that larger outsourcing companies have committed to partner with local companies to deliver exports and new jobs through international marketing agreements and channels to new markets. Given that some industry development figures are calculated as a percentage of contract value they are subject to change as the scope of the contract varies. DOCITA maintains a role in monitoring this change.

Feedback from Australian SMEs involved in the Initiative is that many are expanding management skills and building capability and experience through direct knowledge transfer agreements and participation in projects that they would not have had the capability to handle on their own.  

7.3
1999-2000 Industry Development Highlights

During 2000, Computer Sciences Corporation (CSC) provided its second annual report for the Cluster 3 contract, and EDS and Advantra have provided year one reports for the ATO and Group 5 contracts respectively. Below is a summary of the results of these contracts for 1999-2000. Full details of the Industry Development Annual Report can be found on the Department of Communications, Information Technology and the Arts (DoCITA) website www.dcita.gov.au under the 1999 - 2000 Industry development progress report.
In-scope vs out-of-scope

Industry development commitments are classified as either in-scope or out-of-scope:

· In-scope means directly related to the delivery of the contract services where the main objective was to maximise Australian Value Add and SME participation. 

· Out-of-scope means other activities offered by the contractor not directly related to the delivery of the services. It is where the Commonwealth has sought to maximise activities such as strategic investment, exports and employment, especially regional employment.

In-scope achievements 1999–2000


Achievement
Target #
% of target # achieved

Australian Value Add
83%
74%
112

Payments to SMEs
47%
28%
167

Total net employment—FTE*
705
587
120

Total regional employment—FTE**
505
390
129

*FTE—full-time employment equivalent of employment.

**Regional employment is a subset of the total employment number.

# Target is the summation of the individual targets by the prime contractors.

The aggregated in-scope achievement by the prime contractors shows a strong performance in the key areas of Australian Value Add, SME involvement and employment. The SME achievement is particularly impressive with twice the scheduled amount of work going to SMEs. This reflects a strong commitment by the prime contractors to achieve the Commonwealth’s objective of enhancing local skills by involving Australian industry in contract delivery. 

Out-of-scope achievements 1999–2000


Achievement
Target#
% of target# achieved

Strategic Investment ($’000s)
$33 425
$13 210
253

Exports ($’000s)
$23 528
$11 140
211

Total employment—FTE
378
157
240

Total regional employment—FTE*
149
104
143

*Regional employment is a subset of the total employment number.

# Target is the summation of the individual targets by the prime contractors.

7.4 Other benefits

The benefits to the agencies, and the Commonwealth more broadly, extend beyond the cost savings and industry development benefits listed above.  The very process of developing an RFT has the effect of focusing agency heads on the priorities of the agency and its organisational goals.  Often agencies implement changes to their IT infrastructure during the process in an effort to “clean up” the systems in preparation for handover to a service provider.  These changes often include consolidation of systems or other measures that actually create a more efficient environment.  As stated earlier, the due diligence process itself introduces a level of organisation and understanding of an agency’s IT infrastructure and procurement arrangements that may not have been as clear before going through the process.  Throughout the process agencies also document their systems, policies and procedures.  While in a perfect world, all agencies would have written policies and procedures relating to various aspects of their business, it is often not the case.  The process of outsourcing serves to focus attention on the need for such documentation rather than relying on the knowledge of a few select individuals.

Once outsourcing is implemented, agencies benefit from the increased transparency of cost and price certainty that is introduced as part of the arrangement.  Some agencies have implemented a ‘charge-back’ or user pays regime within their agencies following outsourcing, which leads to more efficient use of resources.  Cumulatively, this knowledge allows agencies (and areas within agencies) to more accurately predict, plan and implement expansions or reductions in IT service provision to their clients.  It can also help even out cash flows as agencies no longer have to make large infrastructure investments to increase usage.

Setting forth exact requirements and refreshment cycles also introduce a level of discipline that may have been lacking prior to outsourcing.  Contracting for services results in concentrated thought about the need for a service and highlights the tradeoffs in obtaining one service over another or a higher level of service over a lower level of service.  One component of the Services Agreement is a service level schedule, which sets forth the service levels required from the outsourcer.  OASITO has observed that prior to outsourcing, most agency’s IT units provided IT services on a best efforts basis, meaning they provided the services if they were able given resource constraints with no penalty if the services were not provided.  Post-outsourcing, the service provider is required to provide the services to a specified level.   The act of specifying service levels causes agencies to focus on their priorities and allocate resources on the basis of importance, rather than rely on its IT unit to allocate resources on an ad hoc basis.

Similarly, the specification of a refreshment/ replacement cycle replaces an ad hoc system with a considered approach developed to meet the needs of the agency.  The refreshment cycle provides a built in mechanism to ensure that the technology in use does not become outdated, thereby insulating agencies from the risk of expensive unplanned upgrades to replace outmoded equipment.

The additional benefits resulting from outsourcing will vary agency by agency.   However, OASITO believes that both the process and the new outsourcing relationship provide agencies the opportunity to take advantage of outsourcing to improve their ability to meet their organisational goals in an structured and cost effective manner.  The extent of the benefits depends both on the ‘condition’ of an agency prior to outsourcing and the ability of an agency to harness the resources available through the outsourcer.

8.
Implementation of Government Response to Humphry Review

The Review of the Whole of Government IT Outsourcing Initiative conducted by Richard Humphry AO and delivered to the Minister for Finance and Administration in December 2000 focused primarily on the implementation risks associated with transitioning from in-house provision of IT services to an external provider.  However, Mr Humphry also considered a range of other issues that arose in the course of the Review.

The Review acknowledged that “the concepts and policy underpinning IT outsourcing can provide an effective solution for broader access to technical expertise and technology support…[and] [i]f properly applied, IT outsourcing can lead to substantial benefits.”
  Mr Humphry also recognised that there are significant risks in the transition and implementation processes of outsourcing, but considered the “lack of buy-in (to the Initiative’s approach to IT outsourcing by senior management of agencies) is by far the most significant risk factor for implementation management.”

The Humphry Review Report made ten recommendations that were broadly accepted by Government.  A complete copy of the recommendations and the Government’s response is at Attachment A.  In response to the Review’s recommendations the Government stated that it will retain the policy objectives of the Initiative including value for money information technology and the development of the Australian IT&T industry.  The implementation of the policy will be devolved to the Chief Executives and Boards of agencies.  DoCITA will retain responsibility for the industry development component of the Initiative.

In accordance with the Government’s response, continuing support will be provided to agencies through a variety of means.  During a six month transitional period, OASITO will provide assistance on IT outsourcing at the request of agency Chief Executives or Boards.  After the transitional period, agency Chief Executives or Boards will obtain assistance at their discretion if required from a source of their own choosing.  Additional advice on the managing of the transition of IT functions to the private sector is now available through a new body that resides in the Business Services Group of the Department of Finance and Administration.  This body will provide advice to agencies at their request on a fee for service basis, recognising that there is a mature market for the provision of professional advisory services of this nature.

The Review recommended that in order to ensure that the Government’s IT outsourcing policy is pursued diligently, the outcomes of the policy need to be included in the performance agreements of agency heads (recommendation 3).  The Government agreed and determined that for Secretaries, consistent with the current procedure, the Secretary of the Department of the Prime Minister and Cabinet and the Public Service Commissioner will assess and report on this aspect of the performance to Ministers, drawing on the advice of outside experts as appropriate.  For other agency heads, similar arrangements will be put in place by relevant Boards and/or Ministers.  The Public Service Commissioner will report on progress of the implementation of the initiative annually in the “State of the Service” report and agencies not within the scope of that report will need to advise on outsourcing progress in their annual reports.

Consistent with the Review’s recommendations, the responsibility for the two tenders in the market place at the time of the Government’s response, Group 1 and Group 11, was devolved to the agencies in those groups. 
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