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Chapter two

Open government

Australia is a representative democracy. The Constitution gives the people ultimate control over the government, exercised through the election of the members of Parliament. The effective operation of representative democracy depends on the people being able to scrutinise, discuss and contribute to government decision making. To do this, they need information.

Australian Law Reform Commission & 

Administrative Review Council, 1995

2.1 The public must be able to scrutinise the actions and expenditure of the government if it is to make judgements as to a government’s effectiveness and participate meaningfully in the political process.

Commonwealth contracts—accountability to the public 

2.2 As government services are increasingly contracted out, government contracts account for a growing proportion of public expenditure. Simultaneously, there has been a rise in claims that government contracts, or parts thereof, are confidential, in particular commercially confidential.
 Acceptance of such claims can considerably limit scrutiny of the expenditure of public money, and those who make them must be prepared to justify them.

2.3  The Senate order of June 2001 will increase the openness and accountability of all Commonwealth contracts with a value of $100 000 or more. Through the tabling by ministers of letters of advice that agencies have placed on their internet sites lists of current contracts, including notification of any confidentiality provisions they contain, the public is now informed of what contracts exist and why access to some of them is restricted. 

2.4 The order works as a safeguard against the overuse of confidentiality claims in Commonwealth contracts. Agencies now need to think carefully about whether there is a genuine reason for keeping material confidential and restricting access to details of public expenditure. 

The reverse onus principle

2.5 The Senate order places the onus on those who wish to keep the information confidential to argue that the confidentiality is warranted. Information regarding government contracts should be publicly available unless there a sound reason for it not to be. This principle, central to open and accountable government, is described as the reverse onus principle and is applicable to all government information. It enables the public to scrutinise government activities and grants citizens access to information about programs that affect them. 

2.6 Dr Nick Seddon explains the reverse onus principle as follows: 

In order for the court to be persuaded to protect a government secret, the government must establish that it is in the public interest that the information not be disclosed. Further, the courts have been sceptical of governments wishing to keep matters secret so that the onus on the government is a heavy one.

2.7 While contracts between private sector parties have traditionally emphasised secrecy and control of information, this is not appropriate for government contracts which are funded by the taxpayer. 

2.8 Relevant case law supports the reverse onus principle. The decision in the case of Esso Australia Resources Ltd v Plowman stated: 

This involves a reversal of the onus of proof: the government must prove that the public interest demands non-disclosure.
 

2.9 Similarly, the decision regarding Commonwealth v John Fairfax & Sons Ltd stated: 

…the court will determine the government’s claim to confidentiality by reference to the public interest. Unless disclosure is likely to injure the public interest, it will not be protected.

2.10 Unfortunately, in the context of government contracts the reverse onus principle is in a precarious position because, as it stands, the reverse onus principle may be bypassed by contractual provisions. Dr Seddon writes:

It is a basic principle of contract that the parties may, absent illegality, agree to whatever they like. Once an obligation of confidentiality is embodied in a contract then it is a matter of contract law and its remedies rather than the law of confidentiality, outlined above. Thus a government, like any other contracting party, can choose to make information confidential by means of a commercial-in-confidence clause and enforce the obligation without having to justify on public interest grounds the use of the confidentiality clause.

2.11 The act of signing a contract that is inconsistent with the reverse onus principle is incompatible with open government. In the committee’s view, it contradicts the spirit of legislation and administrative guidelines such as the Freedom of Information Act 1982 (the FOI Act), the Commonwealth Protective Security Manual and the Commonwealth Procurement Guidelines: Core Principles and Policies (CPGs) made under the Financial Management and Accountability Act 1997 (the FMA Act). 

Freedom of Information Act 1982

2.12 While the FOI Act relies on the public actively seeking information, rather than the government actively and voluntarily disclosing it, the Act clearly articulates the principle that lies behind the disclosure of government information. The Act states that its object is ‘to extend as far as possible the right of the Australian community to access to information in the possession of the Government of the Commonwealth’.
 

2.13 In fostering open government, maximum disclosure of government information is encouraged. The first annual report on the FOI Act stated: 

· when government is more open to public scrutiny it becomes more accountable 

· if people are adequately informed and have access to information, there is likely to be more public participation in the policy-making process and in government itself.
 

2.14 More recently, the Attorney-General stated that ‘the FOI Act is an important component of the administrative law package contributing to open government.’
 
2.15 The FOI Act contains a number of grounds for exempting material from disclosure to the public. That material falls within one of these categories does not mean that it should be automatically considered confidential. (For example, sections 33-47a refer to exempt material including material affecting national security, defence or international relations; affecting relations with States; affecting enforcement of law and protection of public safety; to which secrecy provisions of enactments apply; affecting financial or property interests of the Commonwealth; affecting personal privacy; subject to legal professional privilege; affecting national economy; disclosure of which would be contempt of Parliament or contempt of court; Cabinet documents; Executive Council documents; and electoral rolls and related documents.)

Commonwealth Protective Security Manual

2.16 The Commonwealth Protective Security Manual applies to both national security information and non-national security information, the latter including government or agency business, commercial interests, law enforcement operations, and personal information. It outlines policies, practices and procedures to protect secure information. In accordance with open government, the manual notes that:

Government policy is to keep security classified information to the minimum. Information requiring increased protection is identified by considering the consequences of its unauthorised disclosure or misuse.

2.17 With regard to both national and non-national security information, the manual notes that ‘Not all information about these matters needs to be security classified. This information must only be security classified if the compromise could cause damage’.
 

2.18 The manual further states that, while a document or file must be labelled according to the highest classification of material in it, it is possible to classify paragraphs of a document. This allows, for example, sections of a document without classification to be quoted while other paragraphs remain confidential.

Commonwealth Procurement Guidelines: Core Principles and Policies

2.19 Finally, the principle of open government is explicitly supported in the context of government procurement, with the CPGs stating:

Accountability involves ensuring individuals and organisations are answerable for their plans, actions and outcomes. Openness and transparency in administration, by external scrutiny through public reporting, is an essential element of accountability.
 

2.20 One of the benefits of contracting out, according to Competitive Tendering and Contracting: Guidance for Managers, is that ‘When implemented well, CTC [competitive contracting and tendering] can increase accountability for government involvement in an activity’.
 

2.21 The committee believes that public accountability should be seen as a condition of doing business with government. If this is applied consistently, all contractors will face the same demands for openness, that is, there will be a level playing field.
Protection of the reverse onus principle

2.22 In order that open government is not deliberately or unwittingly compromised in the context of Commonwealth contracting, the reverse onus principle requires protection. The committee favours reinforcement by legislation requiring all government contracts to be publicly available unless particular exemptions apply. Such legislation would allow genuinely confidential information to remain confidential. This approach was recommended in the committee’s final report on the Government’s IT outsourcing initiative.
 

2.23 Other jurisdictions have enacted legislation and introduced major policy changes to support the reverse onus principle in government contracting. Measures taken by State governments include: 

· The Victorian policy places the burden of proof to disclose government contracts on government agencies. If there is a compelling reason, information need not be disclosed but such non-disclosure extends for only a limited time. Details of all departmental contracts worth more than $100 000 are accessible on the internet and contracts over $10 million are published in full on the internet.
 If a clause has been removed from a contract, a statement is required to explain the reason for and scope of the exclusion. 

· In Western Australia (WA) the details of contracts over $10 000 are to be published on the internet after the contract is signed.
 All government contracts must include disclosure clauses which advise that contractual documents may be disclosed if required by law, under the WA Freedom of Information Act 1988, by tabling the documents in State parliament or under a court order.

· Principles and Guidelines for the Treatment of Commercial Information Held by ACT Government Agencies outlines how information in a contract can be determined as confidential at the time a contract is being negotiated. Legislation has also been enacted to ensure that agencies prepare a public text of a contract within 21 days of making the contract.
 The public text only excludes clauses deemed genuinely confidential according to section 13 of the Act.
 The ACT Auditor-General maintains a register of contracts containing confidentiality clauses.

2.24 The above legislation and policies still respect the need for genuinely confidential material to remain undisclosed. Each system makes clear that governments are accountable for agreeing to non-disclosure and must be prepared to justify their decisions.

ANAO: The Use of Confidentiality Provisions in Commonwealth Contracts
2.25 The extent and appropriateness of government wide and agency use of confidentiality clauses in contracts was examined by the ANAO and reported in Audit Report No.38 2000-01 The Use of Confidentiality Provisions in Commonwealth Contracts.
 The report supports the appropriateness of applying the reverse onus principle in government contracting. It also notes that the terms of a Commonwealth contract will rarely contain information of the type held by the courts to be confidential, a view borne out by its examination of 62 agency contracts.
 

2.26 The ANAO report confirmed widespread suspicions that agencies are not using confidentiality provisions in contracts in a way that promotes or reflects the public’s right to access government information. Of the contracts examined, the ANAO found that only 11 per cent of the contracts examined had no confidentiality provisions. Of contracts with confidentiality provisions, 48 per cent required the contractor to keep information confidential and 41 per cent required both parties to keep information confidential.
 

2.27 The report concluded that there are weaknesses in the way that agencies generally deal with the inclusion of confidentiality provisions in contracts, including:

· consideration of what information should be confidential is generally not addressed in a rigorous manner in the development of contracts;

· where there are confidentiality provisions in contacts there is usually no indication of what specific contractual information is confidential; and

· uncertainty among officers working with contracts over what information should be properly classified as confidential.

2.28 According to ANAO, a major contributing factor to these shortcomings in the treatment of confidential material is a lack of guidance in the existing CPGs. They provide no assistance on how to determine whether contracts and contract related material are genuinely confidential, from either the Government’s or the contractor’s viewpoint. Nor do they provide guidance on dealing with requests for access by the Parliament or the public.

2.29 Agencies must consider the issue of what information is confidential before they agree to accept information on the basis that it is to be kept confidential, insert a confidentiality clause into a contract, or take other measures which result in restrictions on disclosure. The committee supports the Auditor-General’s emphasis on the desirability of determining what is confidential in a contract and contract related material before the contract is signed.
 

ANAO criteria

2.30 The Auditor-General developed a set of criteria for determining whether a sound basis exists for deeming information in contracts confidential. The criteria apply to the release to the public of certain information and are based on sections 43 and 45 the FOI Act. They are most relevant in the designation of commercially sensitive material.
 Agencies must also assess whether information needs to be protected under a specific legislative provision. Some information may also need to be protected because disclosure would not be in the public interest. The reasons for these should be recorded.

2.31 The committee endorses the application of all of the following criteria before agencies agree to classify information ‘confidential’:

· The information to be protected must be able to be identified in specific rather than global terms. For example, specific clauses within a contract rather than the contract as a whole.

· The information must have the necessary quality of confidentiality. It must not be already in the public domain and it must have continuing sensitivity to a business that would suffer if it were released. 

· ‘Detriment to the confider’ as a result of disclosure must be proved. In the case of government contracts detriment must be established by reference to the relevant public interests that would be damaged upon disclosure. This means, most importantly, that the Commonwealth is obliged to act in the broader public interest.

· The circumstances in which the information is provided or accepted are also important. It is significant if material is provided with the understanding that it will not be disclosed.

2.32 The committee strongly supports agencies’ immediate use of the above criteria, set out in full in Appendix A, to assess private sector claims and determine what is genuinely confidential in government contracts in advance of signing a contract. Both parties must agree to the inclusion of confidentiality clauses in Commonwealth contracts, but the onus is on the minister to justify any such inclusion.
Commonwealth contracts—accountability to Parliament

2.33 In addition to developing the above criteria, the ANAO report made two recommendations to increase the level of openness of government contracts. The first was that requests for tender should include advice about the public accountability responsibilities of agencies and the possible consequential disclosure of contractual information to Parliament. The second recommendation was that progressive information on performance against relevant measures in contracts be made available to parliamentary committees.

2.34 Two recommendations in the committee’s final report on the Government’s IT outsourcing initiative, Re-booting the IT agenda in the Australian Public Service, parallel ANAO’s recommendations. The committee’s recommendation 18 further emphasises the need for all parties to be fully aware of such obligations:

The Committee recommends that budget funded agencies take immediate action to ensure that before they enter into any formal or legally binding undertaking, agreement or contract that all parties to that arrangement are made fully aware of the agency and contractor’s obligation to be accountable to Parliament.
2.35 Recommendation 19 states: 

The Committee further recommends that any future Requests for Tender (RFTs) and contracts entered into by a Commonwealth agency include provisions that require contractors to keep and provide sufficient information to allow for proper parliamentary scrutiny, including before parliamentary committees, of the contract and its arrangements.
2.36 The committee wishes to emphasise the distinction between disclosure of Commonwealth contracts to the public and disclosure to a parliamentary committee. 

2.37 The Senate order for the production of contracts enables greater scrutiny of government contracting and expenditure by the public. The Senate recognises that genuine grounds may exist for withholding certain clauses in contracts from publication or release to the public, if only for a specified and limited period (when the grounds for secrecy expire), and seeks to notify the public of their existence. 

2.38 Genuine grounds for the non-provision of information to the public may be advanced by any agency. The standing of the claims will be determined in all cases by the Senate or a parliamentary committee, that is, the Senate or the committee will decide whether they will be accepted or overridden. While public servants may make recommendations for non-disclosure, the minister is responsible for the decision.

2.39 Parliamentary committees have been increasingly frustrated by the refusal of ministers and public servants to provide contract and contract related material because of assertions that the information is commercially sensitive.
 Public servants in particular are not sufficiently familiar with this area to recognise that such claims originate in the FOI Act which does not apply to parliamentary processes. 

2.40 The Senate Standing Orders and other orders of the Senate, the rules for the conduct of its proceedings made pursuant to the Australian Constitution, confer on committees the power to invite the attendance of a person or the production of a document. If that invitation is declined, committees have the power to require (or order) the attendance of that person, or production of that document.
 

2.41 When faced with a request for access to documents or information, witnesses may present their concerns regarding its commercial confidentiality with reference to the ANAO criteria referred to earlier in this chapter for guidance. A committee may respond positively to such concerns where the information is incidental to its inquiry. However, if the committee does not and requires the information to be provided, the witness must comply regardless of the information’s sensitivity in terms of the ANAO criteria. To refuse may constitute contempt of the Senate.
 The same provisions apply in respect of confidentiality for reasons other than commercial sensitivity. 

2.42 A committee may resolve to receive material or to hear evidence in camera (on a confidential basis) on application from a witness. It is important to note however that the decision as to whether the committee will receive the evidence in camera is a decision made by the committee. This decision is binding on the witness and therefore offers the protection afforded by parliamentary privilege. A witness cannot demand that the evidence be received in camera or refuse to provide it. While a committee may resolve to conduct a hearing or receive a submission in camera, no guarantee can be given to a witness that the evidence or the document will remain protected. The Senate and Senate committees both have the power to publish subsequently the in camera evidence. Under Privilege Resolution 1(8), witnesses are to be made aware of this possibility before giving evidence. 

2.43 Unlike the reverse onus principle, the constitutionally-based standing orders are not diminished by contractual provisions. Senate Procedural Order of Continuing Effect no. 32 explicitly provides for the Senate’s access to contractual information:

…there are no areas in connection with the expenditure of public funds where any person has a discretion to withhold details or explanations from the Parliament or its committees unless the Parliament has expressly provided otherwise.
 

2.44 Material can be refused to the Senate or its committees if a public interest immunity claim is made by a minister.
 However public interest immunity claims are not accepted automatically by the Senate. If it is thought that the public interest still lies in the production of the documents then a committee may report this to the Senate and the matter will be resolved by the Senate, unless a compromise can be reached. If the Senate disagrees with the claim then it has a legal right to the material. 

2.45 Confidentiality does not provide grounds for a public interest immunity claim. Possible grounds for public interest immunity claims include: that material would damage national security, defence, international relations or relations with the states; disclose deliberations or a decision of the Cabinet; disclose deliberations or advice to the Executive Council; material relating to law enforcement or the protection of public safety; or material that would potentially prejudice to the position of litigants.

2.46  Advice and recommendations which are part of the deliberative process of government may be put forward as a basis for a public interest immunity claim.
 However, because of the potentially exhaustive application of this category, the committee warns that the public interest in withholding the information would need to be demonstrated. 

2.47 The committee is most concerned that the Department of Finance and Administration response to the Auditor-General’s recommendation that high level advice be included in the CPGs leaves in doubt that parties to Commonwealth contracts are made fully aware of the implications of parliamentary accountability.
 The Commonwealth has a responsibility to ensure that accountability obligations are clearly articulated in tender and contract documentation.

Conclusion

2.48 The Senate order is a further attempt to halt the trend towards unnecessary secrecy in Commonwealth contracts. It clearly enhances open government by removing obstacles to the public’s ability to examine information which informs them about government expenditure, programs and performance. The role of the Auditor-General in assessing claims will restore confidence that the material should not be publicly disclosed.

2.49 The order enhances parliamentary accountability by providing information useful in the scrutiny of government expenditure and performance. Unlike the public, committees have the option of examining these contracts and confidential clauses.

2.50 For the record, the committee affirms that the Protective Security Manual, Commonwealth Procurement Guidelines and FOI legislation do not prevent the disclosure to the Senate of any material required by the Senate or its committees.
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