

APPENDIX A

Telecommunications Regulatory Controls Imposed on Telstra Corporation Limited
CONSUMER PROTECTIONS

Availability / Network Coverage

Universal Service Obligation 

Form of Regulation 

Telstra is currently the Primary Universal Service Provider, as declared by the Communications Minister under the Telecommunications (Consumer Protection and Service Standards) Act 1999 (“T(CPSS)” Act), and fulfils the universal service obligation (“USO”) throughout Australia.  This means that Telstra ensures standard telephone services and payphones are reasonably accessible to all people in Australia on an equitable basis, wherever they reside or carry on business, and that any additional carriage services that might be prescribed by regulation are provided. 

The current standard telephone service is primarily a carriage service for the purposes of voice telephony that passes a connectivity test. As part of this obligation, Telstra must make prescribed equipment and services available for persons with a disability for use in connection with a standard telephone service. 

Additional purposes for the standard telephone service may be prescribed by regulation, although to date no further services have been prescribed. 

The Telecommunications Act 1997 (Cth) (“Telecommunications Act”) provides that a universal service provider’s net universal service cost, as assessed by the Australian Communications Authority (“ACA”), is to be shared amongst the universal service provider and other participating carriers on a basis proportional to the eligible revenue of each carrier.
The ACA assesses levy debits (required contributions to recognised USO costs) of other participating carriers and requires them to make payments into a Universal Service Reserve.  Payments from this reserve are then made to the universal service provider equal to the amount of its corresponding levy credit.
However, Telstra notes that current legislation does not ensure that the full costs Telstra incurs in providing the USO are recognised and properly funded by all industry participants. In accordance with the current legislation, the Telecommunications Laws Amendment (Universal Service Cap) Act 1999 (Cth), the Communications Minister determines the net USO costs. 

Telstra’s Compliance Control

Telstra recognises the importance of providing equitable access to telephone services to all people in Australia, regardless of their location.  

To demonstrate compliance with its obligations as the primary universal service provider, Telstra submits Marketing and Policy Statements to the ACA and the Communications Minister on how it will progressively fulfil the USO.  

The ACA has a wide range of powers available to it to ensure Telstra fulfils its obligations as detailed in its various approved USO.  

Associated Information/Reporting Requirements

Telstra is required to provide the ACA with extensive information both quarterly and annually on USO performance matters, including connection and repair of services, payphone, call centre and complaints performance. This information is gathered by the ACA using its information gathering powers under section 105 of the Telecommunications Act.  In addition, the ACA has wide ranging general information and investigation powers that allow it to examine any particular aspects of Telstra’s overall USO performance.  Telstra is required to provide the ACA with a range of documentation detailing the processes and procedures Telstra has put in place to ensure its obligations are fulfilled.  

Digital Data Service Obligations
Form of Regulation

The digital data service obligation (“DDSO”) ensures that either general digital data services or special digital data services are reasonably accessible to all people in Australia.  Telstra has been declared the General Digital Data Service Provider; as such Telstra must ensure that at least 96% of people in Australia have reasonable access on a commercial basis to a 64 kbps ISDN service.  For those outside ISDN coverage areas, Telstra must provide access to a satellite downlink service, with broadly comparable data speed to ISDN.  

Telstra’s Compliance Control

Telstra recognises the benefits of the provision of high speed Internet access to all Australians.  To demonstrate compliance, it submits Marketing and Policy Statements to the Communications Minister on how it will progressively fulfil the DDSO.  

The ACA has a wide range of powers available to ensure Telstra fulfils its obligations as detailed in its various approved General and Special Digital Data Service plans. 

Extension of an equivalent service to areas previously served by the AMPS network

Form of Regulation

In 1991 the Federal Government decided to replace the analogue mobile network with digital mobile services. Telstra was required to close its analogue network and to extend an equivalent mobile service to those areas previously served by the analogue network.  
Telstra’s Compliance Control

Telstra closed down the analogue AMPS cellular mobile network in the first quarter of fiscal 2001.
It now provides an equivalent mobile service to the analogue AMPS cellular mobile network through its CDMA network.  Indeed, Telstra has gone substantially beyond this requirement, with its replacement digital CDMA network now covering over 50 per cent more land area than the previous AMPS network.  

Quality/Performance

Customer Service Guarantee 

Form of Regulation

Telstra and the other licensed carriers are subjected to extensive quality of service regulation through the Customer Service Guarantee (“CSG”). 
As a carriage service provider, Telstra is required to meet certain customer service performance standards as provided for in Part 5 of the T(CSPP) Act, the Customer Service Guarantee (Customer Service Guarantee) Standard 2000 (No. 2) and Telecommunications (Customer Service Guarantee) Amendment Standard 2001 (No. 1) and various Telecommunications (Customer Service Guarantee) Directions.  

At the direction of the Communications Minister, the ACA has issued mandatory standards for carriage service providers that cover:

· the connection and restoration of basic telephone services; 
· enhanced call-handling features; and 
· the keeping of appointments with customers related to these specific activities.  
From August 2000, if a carriage service provider has reason to believe that an event has occurred that is reasonably likely to result in it being liable to pay damages to a customer for a breach of a standard, the carriage service provider must notify the customer and pay those damages, whether by account credit or otherwise, within a prescribed period, whether or not the customer has claimed those damages. 

The damages payable under the CSG standard are:
· for a missed appointment, $12 for a residential or charity customer and $20 for a business customer; and
· for a delayed connection or repair, $12 for residential customers and $20 for business customers for each working day of delay up to five working days and $40 per working day of delay after that.
Damages can range up to a maximum of $25,000 per customer for each contravention.
Telstra’s Compliance Control

Telstra acknowledges the role played by the CSG in reassuring customers that telecommunication service providers are required to meet certain prescribed minimum service standards.  Telstra is committed to continually improving its services and therefore continues to work with the Government as well as other stakeholders in an attempt to make the CSG more effective.

Telstra has put in place extensive compliance processes and procedures relating to the CSG standard, including processes that explain to staff what is required to achieve the CSG standard.  Such processes provide guidelines for staff in dealing with CSG matters and extend to handling customer inquiries, assessing CSG entitlements and making payments to customers. The systems that Telstra uses to measure fault data, CSG performance and other similar data are subject to systems development processes which require sign-off approval by subject matter experts and the accountable manager(s) within the company. In the case of CSG, approval is provided by a cross-company CSG Governance Committee made up of representatives of corporate Business Units (Legal & Regulatory and Corporate Relations) and operational Business Units (Infrastructure Services, Telstra Retail, Telstra Country Wide and Telstra Wholesale), which was established to oversee implementation of the ACA CSG Standard when it was first introduced in 1998. The CSG Governance Committee is supported by a number of CSG working groups. These governance arrangements have continued since that time.

Associated Information/Reporting Requirements

Telstra is subject to extensive quality/performance reporting obligations.  See Performance reporting under s105/s105A of the Telecommunications Act, under Disclosure of Particular Commercial Information.

Network Reliability Framework

Form of Regulation

On 16 July 2002, the Minister for Communications announced the establishment of a Network Reliability Framework (“NRF”) that would apply to Telstra, as the Universal Service Provider, in relation to services covered by the Customer Service Guarantee standards. The NRF commenced on 1 January 2003 and addresses service reliability at both the network and individual service level.  The ACA monitors Telstra’s performance against the framework. In particular, the framework requires Telstra to provide the ACA with monthly detail on three levels of USO service performance:

· a high level of overall service availability and % of fault free services;

· Exchange Service Area performance; and

· individual service specific performance information.

Levels two and three, require Telstra to report where predetermined thresholds of performance are not achieved and require Telstra to advise the ACA of remedial action to address such service issues.
Telstra’s Compliance Control 

Telstra has provided the ACA with outlines of how Telstra gives effect to CSG standard requirements as they relate to CSG fault definitions, the recording of faults and how these translate to CSG performance reporting through the NRF.

Telstra uses management information systems (MIS) capability to deliver to the ACA three different NRF reports – the level 1 and 2 reports are provided monthly and the level 3 reports are provided fortnightly.
These MIS systems also provide Telstra with an enhanced capability to manage CSG ‘tail’ performance. Processes have also been developed to proactively identify and remediate cases where a customer may experience NRF fault benchmark levels.
Retail Prices / Billing

Telstra has a number of regulatory obligations with respect to retail pricing and billing.  These include:

· Untimed local call obligation;

· Retail price caps;

· Free operator and directory assistance for residential customers; 

· Itemised retail billing; and

· Maintenance and resourcing of a Low-Income Measures Assessment Committee.

Untimed Local call charges

Form of Regulation

Part 4 of the T(CPSS) Act requires Telstra to provide untimed local calls to:

· its residential and charity customers for all local calls – voice and data; and

· business customers for local voice calls.  

Sections 12 and 23 of Part 3 of the Telstra Carrier Charges – Price Control Arrangements, Notification and Disallowance Determination No. 1 of 2001 stipulate that Telstra is not permitted to charge more than 40 cents (inclusive of GST) for a local call from a public payphone, nor permitted to charge more than 22 cents (inclusive of GST) for a local call from any other service, except where the higher call price is offered as part of a package offering a lower line rental than is standard. 
Under the Price Control Determination, Telstra is also required to ensure that the:
· average price for untimed local calls provided to residential or charity customers in non-metropolitan areas in a fiscal year does not exceed the average price charged by Telstra to residential or charity customers in metropolitan areas in the previous fiscal year; and
· average price for untimed local calls provided to business customers in non-metropolitan areas in a fiscal year does not exceed the average price charged to business customers in metropolitan areas in the previous fiscal year.
These provisions ensure that customers in rural and regional Australia pay substantially the same prices for untimed local call services as customers in urban Australia.  This is despite the significant differences in costs associated with the supply of such services.

Telstra’s Compliance Control

Telstra complies with these obligations by offering:

· untimed local calls;

· local 22 cent calls (inclusive of GST); and

· 40 cent calls (inclusive of GST) from public payphones.

It also offers the HomeLine Budget Plan with a line rental of $17.50 ($4.40 less than the standard line rental) and a local call price of 30 cents.  This plan suits those customers who make very few calls.  

Compliance with the rural/metro local call parity requirement is monitored on a quarterly basis by analysing actual local call data. 

Retail price caps

Form of Regulation

Section 154 of the T(CPSS) Act enables the Minister to determine that specified carrier charges are subject to price control arrangements.  Under the Telstra Carrier Charges – Price Control Arrangements, Notification and Disallowance Determination No 1 of 2002, Telstra is required to comply with price cap and price control arrangements.

Telstra cannot increase the weighted average price of local calls, national long distance and international calls, and fixed-to-mobile calls by more than CPI less 4.5%.  If the CPI is less than 4.5%, Telstra is required to reduce its prices accordingly.    

Telstra has scope to increase its line rental charges by up to CPI+4%.  This cap recognises that basic access lines are currently priced at considerably less than the cost to provide the service and that Telstra should be permitted to increase the line rental charge to cover costs, whilst at the same time reducing call prices which have, in the past, subsidised the below cost line rental.

Connection services continue to be capped so that the charge for them increases by no more than the CPI.

Telstra’s Compliance Control

Each year Telstra prepares an audited price cap report, which includes details on compliance with each of the price cap requirements. 

The ACCC also monitors and reports to the Minister each year on Telstra’s compliance with price controls under the Telstra Carrier Charges - Price Control Arrangements, Notification And Disallowance Determination, No.1 Of 2002.   Telstra reports to the ACCC on its compliance with the price cap within 3 months of the end of the financial year.

Directory assistance service charges   
Form of Regulation

Telstra cannot impose or alter a charge for its directory assistance services without the approval of the Communications Minister.  

Telstra’s Compliance Control

In October 1999, following an application and subsequent approval by the Minister, Telstra commenced charging business and mobile customers for national and long distance directory assistance services.  Telstra’s residential customers continue to receive these directory services without charge.  

Itemised billing services

Form of Regulation

A carriage service provider must provide or arrange for the provision of bills, which itemise all calls other than untimed local calls.   If requested by a customer, this requirement may extend to local calls.   A charge for local call itemisation may apply.

Telstra’s Compliance with this Obligation

Telstra provides itemised billing services to its customers as per clause 11.6 of the PSTS section of Telstra’s Standard Form Of Agreement.

Maintain and resource a Low-Income Measures Assessment Committee

Form of Regulation

Telstra maintains and resources a Low-income Measures Assessment Committee (“LIMAC”), comprising representatives of welfare and Government organisations, to be responsible for reporting annually to the Minister on the effectiveness of the low-income package and its marketing by Telstra.  Telstra is required to seek and consider the LIMAC’s views on proposed changes to the package.

Telstra’s Compliance Control

Telstra has established the Low-Income Measures Assessment Committee (“LIMAC”).  It is comprised of representatives of:

· Australian Council of Social Service

· Anglicare Australia

· Council on the Ageing (Aust)

· The Smith Family

· Salvation Army

· Jobs Australia

· The Department of Family and Community Services

· The Australian Federation of Homelessness Organisations

These organisations have been approved by the Minister for Communications, Information Technology and the Arts.  The Department of Communications attends LIMAC meetings. 

Consumer Processes

Telecommunications Industry Ombudsman (“TIO”)

Form of Regulation
The TIO is an industry-funded body established to investigate and resolve residential and small business complaints about telecommunications services and carrier land access disputes.  Participation is mandatory for all carriers, carriage service providers and Internet Service Providers, unless exempted by the ACA. Telstra is a member of the TIO.

The TIO has jurisdiction to investigate complaints about:

· The standard telephone service

· Mobile services

· Internet Access

· Payphones

· Delays in telephone connections

· Printed and electronic white pages

· Fault repair

· Privacy

· Land access

· Breaches of the Customer Service Guarantee

· Breaches of Industry Codes of Practice

Since October 2001, the TIO has published in its Annual Report the number of complaints made against TIO members, where the member has at least 25 complaints logged against it in that year.  This data is not standardised.  Telstra therefore notes that while it generally has the highest number of complaints made against it:

· its share of total complaints raised with the TIO is substantially less than its market share; and

· it is proud of its record in responding to the complaints raised by the TIO.

Telstra’s Compliance Control

Telstra has a TIO Liaison Office and the Customer Referral Centre, which are responsible for the handling of any complaints raised by the TIO against Telstra.  These groups arrange with the relevant business area to investigate and respond to matters raised, by conducting a systematic root cause analysis and where appropriate amending Telstra’s systems and processes.

There are a number of other bodies whose responsibilities include enforcing consumer safeguards.  

ACIF Codes

Telstra is a signatory to the following ACIF consumer codes:

· Credit Management (ACIF C541:2001)

· Billing (ACIF C542:2001)

· Complaint Handling (ACIF C547:2001)
· Customer Transfer (ACIF C546:2001)
· Customer Information on Prices, Terms & Conditions (ACIF C521:2001)
Telstra’s Compliance Control 

Telstra is a strong supporter of, and participant in, the telecommunications industry self-regulatory processes, all of which provide further consumer protections.  This includes involvement in the development of Industry Codes through ACIF and involvement in the general industry compliance framework.

As indicated in Telstra’s updated Customer Service Charter, Telstra is committed to compliance with all relevant ACIF Industry Codes, which are enforceable by the ACA.  

Associated Information/Reporting Requirements

ACIF Customer Transfer Code (C546) 

Telstra (as gaining supplier) must create and retain records, which are auditable, for a minimum of two years (or as required by legislation) to demonstrate compliance with the requirements of the Code.
Telstra has a compliance regime for this and other ACIF Codes to assure compliance.

Consumer Information Obligations

Telstra must provide consumer information to consumers and/or government agencies relating to telecommunication services.  This includes:

· Information relating to Telstra’s Standard Form Of Agreement (“SFOA”);

· Directory and operator assistance;

· Phone directory; and

· those relating to the IPND.

Information relating to SFOA
Form of Regulation

Under the Telecommunications Act, where Telstra supplies a standard telephony service, to an ordinary person, unless otherwise agreed with the customer, the terms and conditions are those set out in a standard form of agreement (“SFOA”).  Telstra must ensure that copies of the SFOA are made available for inspection and purchase at each of its business offices under that Act.  Further, under the ACA’s Telecommunications (Standard Form of Agreement) Determination 1999, Telstra is required to:

· Provide a summary of the terms and conditions of the standard form of agreement to new customers as soon as practicable after they have been provided with goods or services. Existing ordinary customers must be given an up-to-date summary at least once every two years after first receiving one.

· Notify (generally by way of public advertisements in a national newspaper) of any variation to the SFOA where the variation would cause detriment to a customer.
Under the Telecommunications Act, CSPs must give a copy of the SFOA and any variation of it to the ACA as soon as practicable after the agreement or the variation comes into force.

Telstra’s Compliance Control

Telstra complies with this regulation and, in particular;

· its SFOA sets out the standard terms and conditions upon which it supplies most goods and services to its retail customer base; and 

· in accordance with the Telecommunications Act, Telstra provides a marked up copy of the SFOA every week to the ACA, with changes that have occurred in the previous week.

Directory Assistance

Form of Regulation

Telstra is required to provide operator and directory assistance services.
Telstra’s Compliance Control

Telstra provides operator assistance via a number of services.  For residential and small business customers, operator assistance may be sought via 132000.  For further information see http://www.telstra.com.au/contact/directory.htm#directory.

Telstra also provides directory assistance to the public via its:

· Directory Assistance Local and National with connection option service -  12455 

· Local and National service -  1223

· International service 1225; and

· Call Connect service – 12456.

Phone Directory

Form of Regulation

Telstra must produce, publish and distribute an alphabetical telephone directory on an annual basis.
Telstra’s Compliance Control

Telstra’s subsidiary, Sensis, produces, publishes and distributes the White Pages and the Yellow Pages Directories annually.  It also manages the Yellow Pages and White Pages Internet sites.

IPND Obligations

Form of Regulation

Telstra must establish and maintain an integrated public number database and provide access to the database to all carriage service providers.
Telstra’s Compliance Control

Telstra provides an annual report to the ACA in relation to its role as the IPND Manager.  

A compliance program is in place to assure compliance with the ACIF IPND Code, C555 that prescribes further details around IPND and the various participants of IPND Manager, Data Providers and Data Users such as Directory Providers.

Privacy Obligations

Form of Regulation

Telstra is unable to disclose externally or use specified confidential information, unless an exception applies to that particular information.  Division 3 of the Telecommunications Act authorises the disclosure of information or documents by Telstra in certain circumstances.  However, Telstra must make a record of any such disclosure.  This record must be kept for three years and must set out the name of the person who disclosed the information or document, the date of disclosure, the grounds for disclosure and the details set out in section 306.  Where information has been disclosed and a record has been made or given to a carrier, provider or number-database operator, Telstra must give the ACA a written report within two months of the end of the financial year.

Telstra’s Compliance Control

Telstra has a Privacy Compliance Program setting out the processes and procedures to be followed when handling customer confidential information.  This program is reviewed on a regular basis.
COMPETITION REGULATION

Competition is principally regulated in Australia by the Trade Practices Act 1974 (Cth) (“TPA”) through the operations of the ACCC.  

This includes the general restrictive trade practices and consumer protection provisions contained in Parts IV and V, which apply to all businesses, and additional sections in Parts XIB and XIC of the TPA, which apply specifically to the telecommunications industry. The explicit objective of the telecommunications components of the TPA is to enhance the long-term interests of Australian consumers by promoting competition in the relevant market.  Competition regulation is an essential part of the consumer safeguards regime in the telecommunications market.

Part XIB supplements Part IV and establishes a specialised regime that regulates anti-competitive conduct in the telecommunications industry.  Part XIB includes provisions relating to:

· the Competition Rule; 

· Record Keeping Rule powers; 

· Division 12 Reporting obligations; and

· Basic Carriage Service Tariff Reporting obligations.

Part XIC sets out the telecommunications access regime.   This includes provisions regarding the declaration of services, the terms and conditions of access, the arbitration regime with respect to declared services and the publication of indicative rates for those services.

Telstra is also subject to facilities access obligations under the Telecommunications Act 1997.

Part XIB  

Form of Regulation 

In addition to the general requirements of trade practices law, a carrier or carriage service provider must not engage in anti-competitive conduct in breach of the competition rule.  The rule is breached if:
· The carrier or CSP contravenes general trade practices rules relating to anti-competitive conduct in respect of a telecommunications market; or
· the carrier or CSP has a substantial degree of market power and takes advantage of that power with the effect or likely effect of substantially lessening competition in any telecommunications market, taking into account other conduct if necessary.
The ACCC can issue a Part A competition notice if it has reason to believe that a carrier or a carriage service provider has contravened the competition rule.  The ACCC can also issue a Part B competition notice.  This Part B notice, which may be issued simultaneously with, or after a Part A notice, is more detailed than a Part A notice.  The sole function of a Part B notice is its evidentiary effect.  It is presumptive evidence of the information in it and can be used in court proceedings against the carrier or carriage service provider for penalties or damages.
A carrier or a carriage service provider may be liable to pay penalties of up to A$10 million, plus A$1 million per day of contravention, and for compensatory damages to affected third parties, if:
· the Federal Court finds that the conduct is in breach of the competition rule; and
· it continues to engage in conduct the subject of a competition notice after the notice comes into effect.
Any person (including a carrier’s or carriage service provider’s competitors) may apply at any time to the Federal Court for an injunction to restrain anti-competitive conduct, whether or not a competition notice has been issued.

Telstra’s Compliance Control

Telstra’s operates an internal TPA compliance program. Also the ACCC operates to ensure compliance of all industry providers.

Record Keeping and Reporting Rules (RKRs)
Form of Regulation

Under Part XIB of the TPA, the ACCC has the power to issue RKRs to Telstra (and to other carriers or CSPs).  These RKRs may require Telstra to keep and retain particular records and to prepare and disclose reports consisting of information contained in those records.  There are two types of RKRs:

· non-financial RKRs; and

· financial RKRs.

The ACCC may issue non-financial RKRs, for example, to assist it in ascertaining compliance with the telecommunications competition rules.   The ACCC may also publish information relating to Telstra’s charges and services if it is satisfied that there would be a net public benefit in doing so.  The Commission has a further general power to obtain information to assist it to investigate conduct that the Commission reasonably believes may be in breach of the TPA.  

Telstra’s Compliance Control

Telstra is required to provide information under the following non-financial RKRs:

1. Unconditioned Local Loop Access Record-Keeping and Reporting Rules issued on 21 August 2000.  

2. Unconditioned Local Loop Access (Service Delivery) Record-Keeping and Reporting Rules issued on 15 November 2000.  

3. Quarterly reports in relation to the number of customers acquiring Telstra’s various bundled services packages and the level of discounts that apply when these services are acquired as a package.  The bundled packages include combinations of fixed and mobile voice services, pay television services and BigPond internet services.  This RKR has been in place since April 2003.

Telstra also voluntarily provides information to the ACCC regarding the rollout of the Broadband services to the Commission on a bimonthly basis. 

In May 2003, the Minister issued an extensive Determination requiring the ACCC to prepare reports about takeup and availability of retail and wholesale broadband services across industry sectors throughout Australia.  The objective of the Determination is to give broadband competitors greater market information about the level of broadband services across Australia.  To give effect to this Determination, the ACCC has issued detailed RKRs applying to Telstra and other broadband services providers requiring them to prepare quarterly reports on their broadband services.  The first report is due by the end of this year.  

The ACCC can also issue financial RKRs.  Several years ago the Commission used that power to formulate extensive RKRs known as the accounting separation rules (Regulatory Accounting Framework – “RAF”).  To comply with the RAF RKRs, Telstra set up new accounting databases.  This cost Telstra several million dollars and involved both staff resources and the establishment of new accounting systems and processes to comply with the RAF.

Since the 1999-2000 financial year, Telstra has been preparing detailed six-monthly reports to the ACCC containing non-public cost and revenue information in relation to Telstra’s wholesale and retail services.  The ACCC uses this information in its market conduct and access investigations.

In June 2003, the Minister issued a special Direction to the ACCC to prepare further RKRs in relation to Telstra’s enhanced Accounting Separation reporting obligations and requiring much of this information to be made public.  The policy objectives of the enhanced reporting obligations include to provide greater transparency to the market to assist other carriers in access negotiations for core services, and to assist the Commission in ascertaining whether Telstra is engaging in anti-competitive conduct, for example through pricing of its services, or by way of its treatment of retail and wholesale customer issues.

The enhanced obligations can be classed into RKRs addressing four limbs:

· Limb 1 requires Telstra to prepare its RAF accounts on a current cost accounting basis (CCA).  Currently the accounts are prepared on a historic cost basis;

· Limb 2 requires Telstra to prepare various imputation testing on particular retail services using core services as the input.  These RKRs are designed to show whether Telstra’s retail pricing and the price of its core input services are set at levels that enable competitors to compete against Telstra in the market; 

· Limb 3 addresses Telstra’s performance against key non-price terms and conditions relating to the supply of retail and wholesale services; and 

· Limb 4 addresses the extent of competition in the corporate sector.

The ACCC has already issued initial RKRs applying to limbs 1 – 3 and is in the process of preparing the limb 4 RKRs and the longer term RKRs for limbs 1 - 3.

Record of disclosure under Division 12 

Form of Regulation

The ACCC is required to report to the Minister annually on changes in telecommunication prices, and on Telstra’s compliance with its obligations under the T(CPSS) Act in relation to universal service charges, digital data service charges and price control arrangements.  The ACCC’s analysis is based on data provided by Telstra and other carriers (as relevant).
Telstra’s Compliance Control

As part of the ACCC’s price reporting to the Minister, Telstra provides the ACCC with a substantial amount of information on traffic data, a range of fixed line products and mobile telephony. The gathering and verification of this data is labour intensive and involves interaction with the ACCC or its Consultant over a period of several months.  

The ACCC also conducts annual infrastructure surveys that require all carriers (including Telstra) to advise the ACCC of investment in infrastructure (both actual and proposed), so the ACCC may monitor the rollout of various technology types and infrastructure build across Australia.  The Commission uses this information to prepare an internal report using the confidential data provided and it prepares a report for public release. 

Basic Carriage Service tariff information

Form of Regulation

Under sections 151BK and 151BTA, the ACCC has power to require a party with a substantial degree of power in a telecommunications market to file details of its prices and terms and conditions of supply of its services (retail or wholesale).  There is also a specific requirement that Telstra file tariffs in respect of basic carriage services in a form required from time to time by the ACCC.
Telstra’s Compliance Control

Telstra provides the ACCC with an updated version of its Standard Form of Agreement (SFOA) on a weekly basis, along with a list of all amendments that occurred during that week. Telstra also provides a monthly summary report (within 7 days of the end of each month), containing a summary of the contracts entered into with customers where a discount has been agreed between the parties, including percentage discounts off the SFOA price or total contract price. 

The ACCC has the power to investigate and seek further information on any of the contract information it requires for monitoring purposes.  Telstra provides a briefing to the ACCC prior to introducing a new BCS, variation of the terms and conditions of supply of an existing BCS or withdrawal of an existing BCS, which is of significance. 

Part XIC - telecommunications access regime

Form of Regulation
Part XIC of the TPA creates an access regime for declared telecommunications services.  

Declaration of services

Telecommunications services or other services that facilitate the supply of a telecommunications service to be “declared services” may be declared under Part XIC by the ACCC.  

Carriers and carriage service providers have a qualified right to acquire declared services from other carriers and carriage service providers.  Carriers and carriage service providers who supply declared services to themselves or anyone else must comply with “standard access obligations” unless exempted by the ACCC.  
The ACCC has declared the following services:

· originating and terminating access for domestic PSTN and ISDN, GSM and CDMA mobile telecommunications networks;

· transmission capacity on all routes (except links between mainland capital cities) on bandwidths of 2, 4, 6, 8, 34/45, 140/155 or higher megabits per second;

· digital data access service (domestic carriage of data between exchange or other network facilities and customer premises);

· conditioned local loop service (a bundled service for the supply of unswitched voice transmission capacity in the local loop);

· the diversion of calls made to disused analogue numbers to the customer’s new GSM-based numbers;

· an unconditional local loop service using unconditioned copper wire in Telstra’s local loop;

· local PSTN originating and terminating services (which in Telstra’s view is not materially different from the domestic PSTN originating and terminating access described above);

· local carriage services (in effect, this is local call resale); 

· analogue cable subscription television broadcast carriage service;  and

· the spectrum sharing service  (also known as “line sharing”).

Terms and conditions of access

A carrier or carriage service provider may give the ACCC access undertakings which set out the terms and conditions on which it will offer to supply declared services.  An undertaking only becomes operative if it is accepted by the ACCC.  If not accepted by the ACCC, the terms and conditions (including price) of standard access obligations are to be resolved by commercial negotiations.  If an access undertaking has been provided by the access provider and has been accepted by the ACCC, the terms and conditions of the access undertaking will apply unless the parties agree otherwise.  If there is no such undertaking, the ACCC may arbitrate the terms and conditions on which the standard access obligation will be met in the event that commercial negotiations fail.
Access arbitrations

Part XIC sets out a detailed regime for ACCC arbitration of access disputes.  The ACCC has wide discretion in access disputes to deal with any matter relating to access to the declared service, and may terminate an arbitration in certain circumstances.
Access pricing

The Communications Minister may make a pricing determination setting out compulsory principles for establishing access prices that must be followed by the ACCC.  

The ACCC has published general Access Pricing Principles setting out how it proposes to approach price issues when considering access undertakings and determining access disputes.  These cover:

· Local call resale

· PSTN originating/terminating access

· Local and Mobile Number Portability

· GSM and CDMA termination

· PSTN termination to non-dominant carriers

· Unconditioned local loop (ULL)

· Spectrum Sharing Services 

Telstra’s Compliance Control

Telstra operates an internal TPA compliance program. Also the ACCC operates to ensure compliance of all industry providers.

Facilities access obligations

Form of Regulation

Under the Telecommunications Act, a carrier must provide access on request to other carriers to:

· its customer cabling and customer equipment and facilities (including lines, towers, ducts and land) in place on 30 June 1991 or installed since that date using statutory powers, if it is reasonable to do so;

· information relating to the operation of its networks; and

· its underground ducts and certain of its towers and sites with the aim of ensuring that facilities are collocated on towers and in underground ducts, unless the ACA finds that collocation is not technically feasible.
Access to these facilities and information is on commercially negotiated or arbitrated terms and conditions. The Communications Minister can determine pricing principles for access to customer cabling and equipment, network infrastructure and information relating to the operation of a network.

Carriers must also comply with the Facilities Access Code issued by the ACCC in relation to access to underground facilities and certain towers and sites.


Telstra’s Compliance Control 

Telstra has entered into a number of facilities access agreements with other carriers and assures compliance through is regulatory compliance regime.
Industry Regulation

Network Functionality

Telstra is subject to a number of regulations with respect to network functionality including those relating to:

· Preselection and override codes;

· The Numbering Plan;

· Number portability;

· Calling Line Identification;

· Emergency Services;

· Interception capabilities; and

· Defence and management of natural disasters.

Pre-selection and override codes

Form of Regulation

As a supplier of a standard telephony service, Telstra must provide pre-selection of carriage service providers in relation to calls made using a standard telephony service in accordance with the ACA’s determination.  This is provided for in Part 17 of the Telecommunications Act, and the Telecommunications (Provisions of Pre-selection for a Standard Service) Determination 1998. 

Pre-selection allows customers, while connected to a carriage service provider, to specify another carriage service provider to provide certain telecommunications services.  Override codes allow a customer to select a different carriage service provider on a call-by-call basis.
Currently, carriage service providers must provide for the pre-selection of one carriage service provider for the following voice calls:
· national long distance calls;
· fixed to mobile calls;
· international calls; and
· some operator services.
An override function for these voice calls must also be provided.
Under section 8 of the Telecommunications (Provision of Pre-Selection for a Standard Telephone Service) Determination 1998 Telstra must ensure the quality of carriage services it provides to a pre-selected carriage service provider is equivalent to that provided to other carriage service providers.  The quality of pre-selection is measured by:

· technical and operational quality;

· fault detection;

· handling and rectification of faults; and

· maintenance.

Otherwise, the terms and conditions for provision of pre-selection are as agreed between the carriage service providers.  

Telstra’s Compliance Control

If Telstra is unable to meet its Pre-selection Obligations an exemption is obtained from the ACA based on technical feasibility, financial hardship or other matters the ACA considers relevant.  For example, Telstra currently holds Pre-selection exemptions in relation to its ISDN Macrolink and Microlink services and untimed calls charged at the local call rate provided under the EZ Tender.   

Telstra also has a compliance program in place to assure compliance with the ACIF Preselection code, C515, that prescribes the operational details around Pre-selection.

Associated Information/Reporting Requirements

Under the Telecommunications (Provision Of Pre-Selection For A Standard Telephone Service) Determination 1998 a carrier or carriage service provider who is required to provide pre-selection (access service deliverer) must keep a written record of terms and conditions agreed to by them and the CSP in whose favour pre-selection is required to be provided. 

Telstra Wholesale enters into (and maintains copies of) contractual agreements, in the form of bilateral arrangements, setting out the terms and conditions of pre-selection with each carrier or carriage service provider.
Numbering Plan 

Form of Regulation

Part 22 of the Telecommunications Act requires the ACA to make a Plan for the numbering of carriage services in Australia and the use of numbers in connection with the supply of such services. Telstra as a carrier and carriage service provider is subject to the Telecommunications Numbering Plan 1997. 

The Numbering Plan must provide for:

(i) the numbering of carriage services in Australia;

(ii) the use of numbers in connection with the supply of these services.

Telstra’s Compliance Control

Where Telstra is unable to comply with a provision of the Numbering Plan an exemption is obtained from the ACA.  For example, Telstra currently holds an exemption from the ACA in relation to international originated SMS as part of the MNP Equivalent Service Criteria.
Number portability

Form of Regulation

Number portability allows customers to switch certain services to another carriage service provider but retain the same telephone number.

The terms and conditions on which carriage service providers supply number portability are set by commercial negotiation or arbitration.

Telstra’s Compliance Control

Telstra offers to its customers:

· local number portability (see section 4.12 of the PSTS section of the SFOA);

· inbound number portability; and

· mobile number portability.
Calling Line Identification

Form of Regulation

The Telecommunications Act imposes requirements on carriers to provide certain switching systems for calling line identification (CLI).  Under Part 18 of the Telecommunications Act, if a controlled facility
 includes a switching system used in connection with the supply of a STS, the carrier or carriage service provider must take all reasonable steps to ensure that the system is capable of providing CLI.  

The ACA has the power to declare that a specified person is exempt from the requirement to provide CLI.  

Telstra’s Compliance Control

CLI functionality has been progressively introduced from 1 December 1997.  The terms and conditions with respect to CLI are set out in section 4.15 of the PSTS section of Telstra’s SFOA.

Emergency Service Obligations

Form of Regulation

The Telecommunications (Emergency Call Service) Determination 2002 and the Telecommunications (Emergency Call Persons) Determination 1999 set out the responsibilities and obligations of the emergency call persons, the emergency service organisations, carriers and carriage service providers in relation to the provision of the emergency call service.  In particular, Telstra:

· is the ‘emergency call person’ for 000 and 112 and is required to provide emergency call services;

· must ensure that it has arrangements in place for carrying and dealing with emergency calls, and do everything necessary to ensure that carriage service providers using its network are also able to comply;

· is subject to requirements relating to the speed, efficiency and reliability of emergency call handling; and

· must ensure callers to emergency services are identifiable and that information is made available for emergency call persons and to emergency service organisations when the call is made.

The ACA regulates and monitors the provision of the emergency call service under Part 8 of the T(CPSS) Act.  
Telstra’s Compliance Control

As the emergency call service provider, Telstra provides what appears to the caller as a national Emergency Call Service.  

Under the Telecommunications (Emergency Call Service) Determination 2002, the ACA may request a report if it reasonably believes that the emergency call person for 000 and 112 (Telstra), or a CSP, cannot comply with its obligations under the Determination. Telstra has not received a request from the ACA to report on any issue of non-compliance with regard the ECP Function for 000 and 112.

Associated Information/Reporting Requirements

Under the Telecommunications (Emergency Call Service) Determination 2002, the emergency call person for 000 and 112 , must also make and keep the records regarding emergency calls for each month in a quarter and must give the ACA a copy of the records as soon as practicable after the quarter ends and in any case — no later than 1 month after the quarter ends. The records are:

· How many emergency calls were received at an emergency call person’s answering point; 
· the percentage of emergency calls that were answered in 5 seconds or less; 
· the percentage of emergency calls that were answered in 10 seconds or less; 
· the percentage of emergency calls that were answered in more than 10 seconds; 
· how many emergency calls were received by an emergency call person and transferred to an emergency service organisation; 
· how many emergency calls were received by an emergency call person but not transferred to an emergency service organisation; 
· how many emergency calls were received by an emergency call person but abandoned by the caller in 5 seconds or less; 
· the percentage of emergency calls that were generated by mobile phones; 
· the percentage of emergency calls that were generated by public payphones; and 
· other matters that the emergency call person has agreed in writing to record.
Finally Telstra must make and keep a record of the arrangements it makes to comply with this Determination, including a record of any agreement it enters into with another person to help it to comply with this Determination.

The carriage service provider must also make and keep a record of its dealings with a lessee or an agent if a bar has been applied to a standard telephone service at the request of the lessee or agent.

If the ACA wishes to inspect the provider’s records:

· the ACA must give the carriage service provider a written request to inspect the records specified in the request; and 

· the provider must, not later than 7 days after receiving the request, produce the specified records to the ACA in accordance with the request.

Telstra reports to the ACA at the end of each month for the Emergency Service Answer Point.  This includes total calls offered and answered, abandoned calls, grade of service information, % calls connected to an ESO, % calls received from Mobiles, % non-genuine calls and category (ie; mis-dial, nuisance, machine generated).

This information is then included in the Section 105 Report (see below under Disclosure of Particular Commercial Information) with additional information such as number of complaints received and the progress towards the provision of mobile location information.

Interception

Form of Regulation

Carriers are required by law to cooperate with law enforcement agencies in Australia.  Unless exempted by the Communications Minister, they must ensure that telecommunications services passing over their networks can be intercepted by agencies that hold an interception warrant and take reasonable steps necessary to:

· prevent the telecommunications network and facilities from being used to commit offences;

· enforce the criminal law (and laws imposing pecuniary penalties);

· protect the public revenue; and

· safeguard national security.

Telstra’s Compliance Control

Telstra has specific processes in place for receiving and responding to all requests for assistance from law enforcement agencies in a timely manner and for ensuring that the company's networks and facilities have interception capability as required. In particular, Telstra prepares an annual interception capability plan (Div 3, Part 15 Telecommunications Act), which demonstrates its compliance with these obligations.

Defence and Management of Natural Disasters

Form of Regulation

Carriage service providers may be required to supply carriage services for defence purposes or for the management of natural disasters.
Telstra’s Compliance Control

Telstra has processes in place to meet its obligations to supply services for defence purposes or for the management of natural disasters where required.

Technical Regulation

Along with all other carriers who operate telecommunications networks, Telstra is subject to a wide range of technical regulations, many of which relate to issues of consumer protection.  These include: use of radio spectrum and numbering resources, technical network performance, network deployment rules, customer terminal features and performance.  Apart from those found in the Telecommunications Act, these regulations are generally enacted and enforced by the ACA, but may be developed by a variety of other groups including the ACA itself, Standards Australia, the Australian Communications Industry Forum (ACIF), the Australian Radiation Protection and Nuclear Safety Authority, and several other technically-oriented bodies.

Given the complexity of these obligations, for the purposes of this Submission, Telstra will only focus on:

· Part 21 of the Telecommunications Act; and

· The ACIF Industry Codes.

Part 21 of the Telecommunications Act  - Network Safety and Integrity

Form of Regulation

Telstra must comply with various obligations in relation to technical regulation.  For instance, Telstra must have processes in place:

· to ensure compliance with the conditions of a connection permit;

· to ensure any customer equipment or customer cabling supplied are labelled correctly;

· to ensure Telstra staff do not connect or maintain the connection of customer equipment or customer cabling that does not meet the requirements of an ACA labelling notice; or labelling which indicates that the equipment or cabling does not meet the required standards;

· to ensure it does not refuse a proposal to connect appropriately labelled customer equipment or customer cabling without justification and records;

· to ensure employees who carry out customer cabling work, are licensed to do so and have their licences renewed at the relevant time;

· to ensure staff who hold customer cabling licences do not perform any work which would contravene any conditions of the licence; and

· to disconnect customer equipment or customer cabling, if the network manager has an honest belief that the equipment or cabling is dangerous or threatens the integrity of the telecommunications network.

Telstra’s Compliance Control

Telstra assures compliance through its internal regulatory compliance and quality assurance regime. Telstra’s 4,500 trained field staff are individually licensed by the ACA and work is subject to spot checks for compliance to regulation and quality of work by the ACA.  
Industry Codes

The telecommunications industry has government support for self-regulation of a variety of industry codes. These generally regulate arrangements between carriers and service providers affecting interconnection, operational matters and a range of consumer protection issues. 

Form of Regulation

ACIF has developed approximately 100 Industry Codes, Guidelines and Specifications.  While many of these documents could be considered as voluntary, compliance is generally required to enable companies to operate in the telecommunications market.  

The ACA also has powers to register codes of practice developed co-operatively by the industry (ACIF) in pursuit of common technical and operational objectives of broad community benefit. The ACA has registered 16 of these Industry Codes and has the power to direct a CSP to comply with any Registered Code.  

Telstra is a signatory to the following registered ACIF Industry Codes:

· Preselection – Single Basket/Multi Service Deliverer (ACIF C515:2002)

· Call Charging & Billing Accuracy (ACIF C518:2000)

· Protection of Personal Information of Customers of Telecommunications Providers (ACIF C523:2001)

· Commercial Churn (ACIF C531:2002)

· Emergency Call Service Requirements (ACIF C536:2002)

· Provision of Assistance to National Security, Enforcement & Govt Agencies (ACIF C537:2002)

· Integrated Public Number Database (IPND) Data Provider, Data User & IPND Manager (ACIF C555:2002)

· ULLS Network Deployment Rules (ACIF C569: 2002)

It should be noted that compliance with a relevant code is not dependent on being a Signatory to the code.  Once a code is registered with the ACA, the ACA may investigate alleged code breaches and has the authority to enforce compliance.  The TIO’s handling of consumer complaints also includes a consideration of potential breaches of consumer and operational codes.

Other codes to which Telstra is a signatory, but which have yet to be registered with the ACA include:

· ACIF C515:2002 Preselection

· ACIF C518:2000 Call Charging & Billing Accuracy

· ACIF C522:2001 Calling Number Display

· ACIF C523:2001 Protection of Personal Information 

· ACIF C524:2001 External Communications Cable Networks

· ACIF C525:2002 Handling of Life Threatening & Unwelcome calls

· ACIF C531:2002 Commercial Churn

· ACIF C536:2002 Emergency Call Requirements

· ACIF C537:2002 Provision of Assistance to National Security, Enforcement & Government Agencies

· ACIF C540:1999 Local Number Portability

· ACIF C555:2002 Integrated Public Number Database (IPND) 

· ACIF C559:2001 Unconditioned Local Loop Service (ULLS) – Network Deployment Rules

· ACIF C564: 2002 Deployment of Radiocommunications 

· ACIF C569: 2001 Unconditioned Local Loop Service (ULLS) Ordering, Provisioning & Customer Transfer
Further details can be found at the ACIF Website - http://www.acif.org.au/ACIF/display/metapublist.cfm?page_id=5706&source=482 and the ACA Website - http://www.aca.gov.au/codes/codint.htm.

Telstra’s Compliance Control 

Telstra is a strong supporter of, and participant in, the telecommunications industry self-regulatory processes, which provide additional consumer protection via Industry Codes developed through ACIF and involvement in the general industry compliance framework.

As indicated in Telstra’s updated Customer Service Charter, Telstra is committed to compliance with all relevant ACIF Industry Codes, which are enforceable by the ACA.  

Associated Information/Reporting Requirements

Commercial Churn

Under the ACIF Industry Code – Commercial Churn, Telstra is required to report each month on its processing of customer transfer, including:

· The percentage of transfers completed within 10 and 15 days of receipt;

· The average time taken to process churns;

· The average number of days a transfer is with a service provider for release to Telstra;

· Percentage of churns rejected and reasons

Processes have been established which assist in the automatic recording of this information and the generation of these reports.

ACIF IPND (Integrated Public Number Database) Code (C555)

Telstra (as IPND Manager) must assist ACIF in administering and monitoring this code by providing reports as requested by ACIF. 

Telstra would report if required, however to date no reports to ACIF have been requested.  Telstra does provide an annual report to ACA.

Disclosure of Particular Commercial Information
In addition to the information referred to above that Telstra is required to provide to consumers and other government bodies, Telstra is also obliged to provide particular commercial information to a number of government agencies and bodies on a regulator basis with respect to:

· Performance reporting under s105/s105A of the TA;

· Specific information pertaining to mobiles; 

· Information to National Security and Enforcement Agencies;

· Information to the Privacy Commissioner; 

· Information to Aspirant Competing Universal Service Providers;

· Information regarding provision of untimed local calls, untimed Internet access and Extended Zone obligations; 

· Information regarding priority assistance; and

· Certification of cabling work.

Performance reporting under s105/s105A of the Telecommunications Act

Form of Regulation

Telstra (and other carriers and CSPs) must provide information to the ACA relating to their performance (eg. Quality of service) to enable the ACA to provide reports to the Minister.

This includes:

· Compliance with industry codes and standards;

· Compliance with the Customer Service Guarantee standard under the T(CPSS) Act;

· the appropriateness and adequacy of the approaches taken by carriage service providers in carrying out their Customer Service Guarantee obligations and discharging their Customer Service Guarantee Liabilities;

· Compliance with Telstra’s universal service obligations under the T(CPSS) Act;

· the efficiency with which Telstra supplies its carriage services and ancillary goods and services;

· the adequacy and quality of carriage services, billing services, billing information and ancillary goods and services;

· the progress being made towards making a digital data carriage service capability comparable to an ISDN channel available to all people in Australia; and,

· any other matters relating to Telstra’s performance where the ACA is directed by the Minister to do so.

Telstra’s Compliance Control

The ACA requires the s105 report to be produced, to enable it to collate information from all industry participants and prepare a yearly report on the performance of the Telecommunications Industry for the Minister, which is tabled in parliament.  An adjunct to the s105 process is the ACA’s legislative power to monitor industry performance, which the ACA does on a quarterly basis and reports quarterly in its Telecommunications Performance Reporting Bulletin, which is tabled in Parliament.  This monitoring, and the information gathered for this purpose, feeds into the ACA’s s105 report.    

As a part of its performance reporting requirement Telstra produces:

· A quarterly CSG report which details Telstra’s performance in the provisioning and restoring of telephone services disaggregated into Urban/Rural/Remote.

· A quarterly Quality of Service report which details Telstra's performance with respect to network performance (both fixed and mobile), complaints, payphones and call centres 

· A yearly s105 report to the ACA with comprehensive information under the headings of:

New technologies

Fixed Network

CSG

Compensation Payments under CSG Standard

Waiving of rights under CSG Standard

Record Keeping Provision

Information Provisioning Requirements

Major Service Disruptions

Fault and Fault Clearance Data

Ancillary Service (DA) performance

Call Centre and other Customer Assistance

CDMA, Analogue and GSM service and network information

Equipment for People with a Disability

Digital Data Services

Compliance with the operation of Part 15 (Co-operation with agencies) of the Telecommunications Act 1997

Operation of Part 13 and 14 (National interest matters and costs of compliance)

Compliance with Part 9(A) of the Telecommunications (Consumer Protection and Service Standards) Act 1999.

Powers and Immunities

Preselection

Number Portability

E000 performance

IPND performance

USO

Supplementary Requests on Industry Codes

Specific information pertaining to pre-paid mobiles

Form of Regulation

Under the Telecommunications (Service Provider – Identity Checks for Pre-paid Carriage Services) Determination 1997 a CSP must keep written records of specified information relating to each pre-paid mobile service it supplies.  These records must be kept for as long as the service is activated. 

Telstra’s Compliance Control

Telstra employs a dedicated team of between 7 to 10 staff a week for processing of pre-paid account ID Check forms.  By way of an incentive for sales channels, these forms also form the basis of dealer commission payments.  During peak periods such as at Christmas, approximately five additional staff members are required to complete this task. Telstra retains these forms in archive indefinitely for purposes of meeting future warrant requests from appropriate agencies.

Information to National Security and Enforcement Agencies

Form of Regulation

Under section 308 of the TA, if information or a document is disclosed to national security and enforcement agencies during a financial year and Telstra (as a carrier, carriage service provider or IPND Manager) makes a record of the disclosure under section 306 (or is given a copy of a record of the disclosure), then Telstra must, within 2 months of the end of the financial year, give the ACA a written report relating to the disclosure. 

Telstra’s Compliance Control

The preparation and provision of reports recording the disclosure of information to national security and enforcement agencies is a part of Telstra’s standard processes.  

Information to Privacy Commissioner

Form of Obligation

Telstra (as a carrier, CSP or IPND Manager) must give the Privacy Commissioner such access to its records kept under section 306 as is reasonably required for its compliance monitoring role and the Privacy Commissioner may give the Minister a report about any matters arising from the performance of its monitoring function.

Telstra’s Compliance Control

Telstra’s activities in this area have been the subject of one audit by the Privacy Commissioner with which Telstra was pleased to cooperate.  Since the mid 1990’s Telstra has arranged for an annual independent audit of its privacy activities.
Information to Aspirant Competing Universal Service Providers

Form of Regulation

Telstra’s carrier licence requires it, on request, to provide an aspirant competing universal service provider with information relating to relevant contestable areas.  This includes information about:

(a) exchange service area boundaries;

(b) standard telephone service types and volumes; and

(c) standard telephone service call volumes and revenues.

Telstra’s Compliance Control

This provision has not been activated in that there has not been an “aspiring competing universal service provider”.

Provision of untimed local calls, untimed Internet access and Extended Zone obligations

Form of Regulation

Under the Carrier Licence Conditions (Telstra Corporation Limited) Declaration 1997 (Amendment No. 2 Of 2001) Telstra must report to the Commonwealth about the provision of untimed local calls, untimed Internet access and other carrier services to the Extended Zones in accordance with Telstra’s Agreement with the Commonwealth dated 1 July 2002.

Telstra’s compliance Control

Telstra is complying with its ongoing obligation to provide reports to the Commonwealth under the ULC Contract.

Priority Assistance

Form of Regulation

The Government (under subsection 63(5) of the Telecommunications Act) has made it a condition of Telstra’s carrier licence that it develop and offer a priority assistance service to eligible customers.  The objective of the service is to maximise telephone service continuity for customers with a diagnosed life-threatening medical condition who are at risk of suffering a rapid, life-threatening deterioration in their condition.  Telstra's carrier licence condition requires it to:

· ensure that eligible priority customers are given the highest level of service practically available (including 24 and 48 hour maximum timeframes for service connection, fault repair and interim service provision) 

· provide enhanced service reliability and fault rectification including where the priority customer has two or more reported faults in a three month period 

· undertake a communications campaign to ensure eligible customers and doctors are informed of priority services 

· review customer management and other systems for priority services 

· tighten its processes for assessing, declaring and notifying exemptions from the Customer Service Guarantee 

· provide specialised credit management processes for priority customers. 

The carrier licence condition on Telstra locks in these commitments, including strict timeframes on their implementation. A carrier licence condition creates clear, legal obligations on Telstra that can be enforced in the Federal Court.

Compliance with this Obligation

The Minister has approved Telstra’s Priority Assistance Policy as required under the licence condition.  Telstra has satisfied the ACA that it has developed a priority assistance reporting regime.  

Certification of cabling work 

Form of Regulation

Under the Telecommunications Cabling Provider Rules 2000 whenever a cabling provider finishes any cabling work they must prepare a statement that identifies the cabling work, and states that the cabling work:

· has been completed; and

· complies fully with the Wiring Rules; 

and give the statement to:

· the cabling provider’s employer; or 

· if the cabling provider has been engaged to perform the cabling work through a person other than an employer — that person; or

· in any other case — the customer who engaged the cabling provider to perform the cabling work.

A cabling provider who prepares a statement must keep a copy of the statement for at least 1 year after preparing it; and make the copy available, on reasonable request, to the ACA and its inspectors or an auditor authorised by the ACA to inspect the copy for the purpose of monitoring compliance with the Rules.

Telstra’s Compliance Control

Note that most cabling provider rules/obligations are a normal part of Telstra’s customer service process and would not be viewed as a regulatory impost since they apply to all sectors of the data and communications cabling industry.

Miscellaneous

There are a number of other miscellaneous obligations that are imposed upon Telstra.  These include:

· regulation of telephone sex services;

· industry development plan requirement; and

· land access – powers and immunities.

Regulation of telephone sex services

Form of Regulation

Part 9A of the T(CPSS) Act sets up a regime with respect to the regulation of telephone sex services.

Telstra’s Compliance Control

Telstra proactively works with a number of industry bodies, including the ACA and TISSC, to assist in ensuring ongoing compliance with this Part.

Industry Development Plan

Form of Regulation

As a licensed carrier Telstra must have in place and report against an approved industry development plan (“IPD”).  It must:

· provide a copy of the plan and any variations to the Minister (and to the public in summary form);

· provide an annual report to the Minister (and to the public in summary form) within 90 days of the end of each financial year setting out particulars of progress made in implementing the plan during the year; and

· notify the Minister if Telstra becomes aware of matters that may affect the achievement of its current industry development plan.

The legislation and guidelines include details of matters that must be included in the IDP. These include particulars of a carrier's: 

· strategic commercial relationships with Australian and multinational companies;

· activities in relation to research and development;

· export development plans;

· arrangements aimed at encouraging employment in industries involved in the manufacture, development or supply of facilities; and

· activities relating to the supply of equipment for people with disabilities.

Telstra’s Compliance Control

Telstra reports to the Minister for Communications against its IDP on an annual basis.  The report is a combination of an outline of progress against the IDP for the previous year, as well as an outline of industry development activities for the upcoming year.  Telstra also releases a public version of the report which is made available on the company's website and in hard copy.  Telstra must provide its report to the Minister by 30 September each year.
Land access - Powers and immunities

Form of Regulation

The land access powers conferred on carriers by the Telecommunications Act are more limited than those conferred by previous legislation.  For this reason, in some circumstances Telstra must obtain a number of consents, including the consent of the relevant town planning authority as well as from the owner of the land before network construction activities may commence.  Where the construction activities are to occur on land where native title exists, the native title claimants and holders may also need to be involved.  Obtaining these consents may cause delay to the commencement of construction.  Under the current regime, a carrier may enter onto land and exercise any of the following powers:
· the power to inspect the land to determine whether the land is suitable for the carrier’s purposes;
· the power to install a facility on the land; and
· the power to maintain a facility that is situated on the land.
A carrier may only exercise the power to install a facility if:
· the carrier holds a facility installation permit, which the ACA may only issue subject to stringent conditions;
· the facility has been determined to be a “low impact facility” by the Communications Minister (for example, specified types of underground conduit and cable); or
· the facility is a temporary defence facility.
If Telstra engages in these activities, it must restore land and is liable to pay compensation to land owners for financial loss or damage caused by its activities and also if native title exists over the land.  Telstra is also subject to a Telecommunications Code of Practice providing for notice and objection mechanisms.  The Secretary to the Commonwealth Department of the Environment may impose conditions on some facilities installation activities.
Facilities other than those described above may only be installed with the permission of the relevant landowner and in compliance with all relevant State, Territory and local laws.

Telstra’s Compliance Control

Telstra has established very extensive and sophisticated land access and environment compliance arrangements.  These include very comprehensive company policies and procedures that provide clear direction to staff and contractors responsible for compliance with such requirements.  Compliance with these processes is tested annually under Telstra regulatory compliance arrangements.  Systems have also been established to enable staff to automatically select and dispatch land access notifications to relevant authorities.  Telstra has established senior managers responsible for land access management issues in all states.  Within the company there is a Land Access & Environment Co-ordination Committee responsible for setting and monitoring Telstra’s overall management of land access issues.  This Governance group is made up of stakeholders from across the company and includes representation of both operational and corporate support groups, including legal & regulatory representatives.

Telstra Self-Regulation
In addition to the legislated consumer safeguards and ACIF Codes, Telstra has also imposed certain consumer-protection focused obligations on itself.  These obligations evidence Telstra’s commitment to continuous improvement in customer service.  Additionally, they reflect that the telecommunications market is sufficiently competitive to cause competitors to attempt to distinguish their products on quality of service.

Two good examples of self-regulation by Telstra are the ADSL Customer Guarantee and the Telstra Mobile Customer Service payment.

ADSL Customer Guarantee

Telstra introduced the Telstra BigPond broadband ADSL Customer Service Level Guarantee on July 1, 2002.

Under the Guarantee, if the availability of the Telstra BigPond broadband ADSL network falls below 99 percent in a month, the customer will automatically receive a rebate on their monthly subscription fee in the following month’s bill, subject to certain exceptions.

Telstra does not require that customers be actually inconvenienced by the non-availability of the ADSL network to receive a rebate under the Guarantee.  Further, Telstra does not require that customers report an outage to claim a rebate.  The Guarantee is in addition to existing customer rights.

Telstra Mobile Customer Service payment

Under the Telstra Mobile Customer Service Payment, Telstra will apply a credit to the account of a customer where a new service is not activated within the agreed timeframe, and the customer lodges a claim.
Further, if customers call Telstra with a billing inquiry relating to their mobile service, Telstra will try to resolve it immediately.  If Telstra is unable to do so, Telstra will undertake to respond to the customer within two working days.  If it does not and the customer makes a claim, Telstra will credit the customer’s account with $40 (inclusive of GST).

Finally, if a customer contacts Telstra to report a difficulty with their mobile service Telstra will endeavour to give the customer advice immediately as to the source of the problem. If further network investigation is required and the customer has requested feedback on its status, Telstra will endeavour to respond to the customer within two working days. If Telstra does not, and the customer makes a claim, Telstra will credit their account with $40 (inclusive of GST).

Telstra Regulatory Compliance Program

Given the extensive range of regulatory requirements imposed on Telstra through telecommunications legislation and regulation, and in order to facilitate and assess compliance with those regulatory requirements, Telstra has developed a corporate wide Regulatory Compliance Assurance Program (“RCAP”).  This program is based on the Australian Standard AS3806 -1998.

RCAP aims to achieve end-to-end process management, and to ensure that compliance with Telstra’s industry regulatory obligations is viewed as a minimum standard behaviour within Telstra.

The core elements of the telecommunications RCAP Program include:

· senior management commitment to and line management accountability for compliance;

· the identification and simple expression of the diverse and sometimes complex regulatory obligations (and keeping up to date);

· general access to current information about the obligations plus targeted education and training activities to ensure understanding as relevant;

· the embedding of regulatory compliance into normal day-to-day operating processes, procedures and systems (and part of continuous improvement), and operational training incorporating regulatory compliance;

· a computer-based system which facilitates regular self-assessment of compliance processes (questionnaires) at functional, product and geographical management levels and auditable reporting to corporate level; and

· action taken where the need for further regulatory compliance attention has been identified.

Telstra has a range of in house compliance education programs that ensure that staff are aware of and understand regulatory and legal obligations important to them.  With a broad range of widely spread operational activities, Telstra uses a range of different media to present this information to staff.  They include Telstra’s internal web site available to virtually all staff, an in-house bi-weekly newspaper, periodic Business Unit newsletters, e-mail broadcast to selected management (or all staff), and specific-purpose communications to particular areas (eg front-of-house staff), in conjunction with regular training carried out by the various business units.

A self-learning, testing and recording system is available to staff through Telstra’s Intranet (internal web) site.  This on-line learning system is used for an extensive range of business operational activities with modules from general introductory to detailed material on specific regulations.  It is suitable for behavioural as well as process and procedural education.
A key element of an effective compliance program is the maintenance of an up-to-date database of regulations.  The essential elements of Telstra’s databases includes:

· Topic (not legal source) based headings;

· regulations worded in  Plain English so as to improve useability (demystify the legal and technical language and be able to be applied to the companies business processes); and

· the regulations are further explained in plain language by the provision of Help Text for each obligation to assist users to understand the meaning and application of the regulation.

The regulatory compliance obligation databases currently relate to the following categories of telecommunications regulatory obligations:

· Customer Service: Connection of Services; Rectification of Services; Appointments; Payment of Customer Service Guarantees, Waiver of Customer Service Guarantees; Compliance with Universal Service Plans; Monitoring of Performance; Complaint Handling; Billing; Credit Management; Customer Transfer;

· Operator & Emergency: Emergency Call Services; Operator Services; Directory Assistance Services;

· Products & Pricing: Price Control Arrangements & Price Caps; Untimed Local Calls; Differential Charging Conditions; Itemised Billing; Universal Service Plan; Standard Forms of Agreement; Customer Information on Prices, terms and Conditions;

· Competitor Access: Access to Facilities & Information (FAC); Preselection; Number Portability; Commercial Churn, Unconditioned Local Loop Service; Integrated Public Number Database; AMPS Resale; International Aspects;

· Privacy, Interception & Law Enforcement: Protection of Communications; Interception & Law Enforcement; Co-operation with Agencies; Identity Checks for Prepaid Services; Life Threatening & Unwelcome Calls;

· Land, Environment & Public Safety: Inspection of Facilities (Safety); Inspection & Restoration of Land; Installation of Subscriber Connections; Installation of Low Impact Facilities; Installation of Temporary Defence Facilities; Installation of Other Facilities; Maintenance Activities; Requirements when intending to Install a facility Not authorised by carriers' Powers & Immunities; General Requirements when carrying out Inspection, Installation or Maintenance activities authorised by carriers' Powers & Immunities;
· Network Performance: Compliance Verification & Testing of End to End Network Performance; Network Performance Requirements; Charging & Billing Accuracy;

· Technical & Numbering: Technical Regulations & Enforcement; Spectrum Use; Numbering Regulations; Calling Line Identification; External Communications Cable Networks;

· Broad Telecommunications Industry: Carrier Licence; Universal Service Regime; TIO Scheme; Public Inquiries and ACA Information Gathering Powers & Enforcement; Industry Development Plan; International Conventions.

A means of facilitating compliance assurance is a core part of Telstra compliance program.  To this end, Telstra has adopted software (‘CHEKHOV’) supplied globally by Pricewaterhouse Coopers which:

· operates on the corporate-wide LAN (and in future possibly through the intranet (internal web) site), so it can be almost universally available in the organisation and not be individual to each computer workstation (although it can be if required);

· allows the design of large compliance questionnaires on the regulatory obligations and for the questionnaires to be customised to some extent to enable question allocation to lines of business and for response requirements;

· enables reviewing of questionnaire responses;

· enables merging or consolidation of the responses through the various levels of application in each line of business;

· includes an audit trail to identify which area and manager has responded; and

· facilitates corporate reporting on systematic compliance process monitoring.

The compliance questionnaires are to facilitate the self-assessment of regulatory compliance obligations’ processes across Telstra.  They include:

· help information about each obligation/question;

· filtering of questions to the relevant lines of business to enable easy identification of those obligations which must be complied with by a given line of business; and

· where required, mandatory completion and inclusion requirements and escalation of action plans for further compliance attention for non-preferred responses.

Reporting, review and consolidation of completed questionnaires are available at all relevant levels of management within Telstra.

Lastly, an ongoing quality management approach is adopted for telecommunications regulatory compliance and its program.  This involves periodic reviews and enhancement of the Regulatory Compliance Assurance Program processes, content and effectiveness.

� 	A “controlled facility” is a facility with some geographical proximity to Australia.
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