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17th November 2003

The Secretary

Parliamentary Joint Committee on Corporations and Financial Services, Room SG.64

Parliament House CANBERRA ACT 2600

Dear Doctor Dermody,

Inquiry into the exposure draft – CLERP (Audit Reform & Corporate Disclosure) Bill

Thank you for your invitation to make a submission to the Committee.  I do not desire to seek confidentiality in regard to the material and points of view expressed.

Author’s career background and experience 

I have spent forty years combating crime and corruption. In the latter part of my 31 years in the Victoria Police I was Assistant Commissioner for Internal Investigations and then Crime.  In 1992 I became Deputy Commissioner (Operations) and in 1994 was appointed Commissioner of Police in Western Australia.  In both jurisdictions I was responsible for enhancing accountability and external oversight.  During my five year tour in WA the police service standing in regard to ethics and honesty went from the lowest to the highest in the annual national poll.  To the chagrin of the Police Union I supported the establishment of the Anti Corruption Commission (ACC) and actively co-operated with that body.
In Victoria I was on the Board of Crime Stoppers and then in Western Australia I played a predominant role in introducing the system successfully in that state. I retired from public policing in June 1999.   

In 2001 I became Chairman of STOPLine Pty Ltd an entity established to assist public bodies in Victoria implement and manage the requirements of the Whistleblowers Protection Act 2001.  

Our core business is provision of an independent and secure conduit for the receipt of disclosures relating to crime and corruption within organisations.  We have been engaged in that activity since January 2002 when the Act came into force.  With the impact of Sarbanes Oxley in the US and the flow on requirements to local companies we are now providing the same type of services to the private sector.   

Good Governance and CLERP 9
Overseas and local corporate collapses that have come to light through the action of internal whistleblowers have been the catalyst for the current focus on providing protection for those making such disclosures.  The majority of the states and territories now have whistleblower legislation applicable to their respective public sectors.
In order to enhance good governance within the private sector the Corporate Law Economic Reform Program (Audit Reform and Corporate Disclosure) Bill 2003 has been circulated for comment by the Department of Treasury and your Joint Committee. (CLERP 9)
STOPline’s credentials  

The principals at STOPline have had considerable experience with law enforcement and crime stoppers in two states. In those fields of endeavour we have been involved with the receipt of disclosures, the management and protection of whistleblowers and the prosecution of parties reported upon.  The instances handled involved crime, corruption and organisational misconduct at various levels within the public and private sectors.

Since the commencement of the Whistleblowers Protection Act 2001 in Victoria we have been involved in the receipt and management of disclosures on behalf of State Public bodies.  We are now involved with providing similar services to the private sector as an independent entity acting on behalf of corporate entities.

This submission is based on that considerable experience with both the public and private sectors.

   Schedule 4 – Enforcement

Part 1- Protection for employees reporting breaches to ASIC

Corporations Act 2001

Part 9.4AAA – Protection for Whistleblowers

“1317AA  Disclosures qualifying for protection under this Part:

(1) A disclosure of information by a person qualifies for protection under this Part if:

 (a) the disclosure is made to ASIC; and…”

Comment:  This sub section limits the protection available to whistleblowers making their disclosure to ASIC.  We take the view this is too narrow a focus.  In our experience whistleblowers may disclose their information to internal management, a third party provider (such as STOPline) the police, or another oversight body of some nature.  Surely those whistleblowers should also be entitled to the protection proposed?  Particularly if protection of whistleblowers is one of the predominant reasons for the proposed amendments.

A logistical issue also arises.  Would ASIC have the capacity to receive and manage all such disclosures in the first instance?   Our advice is that certainly not with the current capabilities of that agency.

Recommendation:  That disclosures should be able to be lodged with the company, it’s authorised third party agent, the police and other specified oversight bodies as prescribed. 

“(c) the person informs ASIC on the person’s name before making the disclosure; and…” 

Comment:  At STOPline it is our experience that the majority of whistleblowers desire to be anonymous.  In fact we take the view that it is the surest form of whistleblower protection and it is certainly available under the Victorian Whistleblowers Protection Act (as well as some other State and Territory legislation).

It is also worthy of note that the most successful “hotline” in this country is Crime Stoppers whose strength is anonymity.  It is also interesting that in spite of the availability of monetary rewards very few are claimed.  

Other productive disclosure lines that provide anonymity include; the Building Industry Task Force, Centrelink, the Australian Taxation Office, and the National Anti- Terrorist hotline.
The US Sarbanes Oxley legislative provides for whistleblowers to be anonymous as does the Queensland and Victorian state legislation.
In the USA the 2002 report of the Association of Certified Fraud Examiners records that just over 46% of frauds were detected because of tips from employees, customers and vendors.  That same report recommends that organisations should adopt hotlines for the receipt of tips and allegations concerning fraud.      

The provision of legal sanctions against those taking detrimental action against a whistleblower does send a message that such misconduct is not acceptable however the identification of those responsible for taking such action and the capacity to obtain sufficient evidence to conduct a successful prosecution can be very difficult indeed.  The inability to set a real deterrent in such cases does nothing to protect those currently making disclosures or to encourage other whistleblowers holding crucial information concerning fraud or other suspect accounting practices.

Contrary to a commonly held belief anonymity does not bring about a flood of vexatious or malicious allegations.  Our experience in policing, crime stoppers and now at STOPline is that deliberate mischief and ill will from whistleblowers is minimal.  Having said that some whistleblowers are misinformed or inaccurate while essentially well intended. It is the role of those charged with investigating the disclosure to ascertain the validity of the allegations as well as the motivation of the whistleblower.  Importantly even those who make reckless or invalid allegations cannot be deemed vexatious complainants in the event of future disclosures.
Identification of whistleblowers is not necessarily a product of any malice or ill will. Confidentiality is simply difficult to preserve within some organisations.  We have encountered whistleblowers that were comfortable to be known to us at STOPline as long as their identity was not passed on to their parent organisation.  So in effect they claim anonymity in their dealings with their own agency.

Strong penalties for those proven to have conducted reprisals or other forms or detrimental action are pointless unless a clear case can be proven.  Whistleblowers can be subjected to anonymous and untraceable recriminations as well as more subtle forms of discrimination such as being “sent to Coventry”. The best protection against such actions is anonymity.
Recommendation: That the proposed amendment provide the opportunity for whistleblowers to opt for anonymity when making a disclosure.

Issue 4.1

Comments are also sought as to whether the Bill should provide protection in relation to disclosures made regarding contraventions of other legislation.

Comment:  The corporate good health and ethical standards of entities are currently being impacted upon in a negative sense by actions that go far beyond the “offences” prescribed within the Corporations Act. 

Crime (other than fraudulent accounting), corruption, unsafe work practices, and actions which impact negatively on the environment are all covered by the UK Public Interest Disclosure Act 1988.  Similar improper actions are covered by most State and Territory whistleblower legislation.  They are not covered by the CLERP 9 proposals.
STOPline could comment on real cases that identify the broad scope of acts of malfeasance that are impacting adversely on the honesty, ethics and financial health of companies.    
I am conscious that this aspect of our submission may give rise to the committee redirecting these broader aspects into the deliberations concerning the need for a Commonwealth Whistleblowers Protection Act.  Whatever the case we at STOPline take the view that corporate crime and corruption ought to be tackled by harnessing the information that can be elicited from internal whistleblowers providing they can do so without risking their own health, peace of mind or livelihood. 

Recommendation:   That the Bill should provide protection in relation to disclosures regarding other crime, corruption and serious misconduct committed within the corporate environment. 

Conclusion of submission

While this submission has focussed on the proposed changes to the Corporations Act we here at STOPline are aware of many instances within public and private entities of currently occurring crime, corruption and a range of misconduct.  It includes organised large scale theft, corruption of officials, secret commissions, and unsafe work practices, breaches of security, bullying and sexual harassment.  

Some of these activities, if committed by public officers, would fall within the ambit of various (and variable) territory and state whistleblowers protection legislation applicable to public bodies.  Some forms of misconduct would not.  The private sector is not impacted by state and territory disclosure legislation.  Neither are Commonwealth Government Departments who currently have no whistleblower protection legislation or formal mechanisms at the present time.  
It is interesting to note that the UK Public Interest Disclosures Act 1999 covers the public and private sectors alike.  Importantly that legislation provides a sufficiently broad enough definition of “protected disclosure” to cover almost all forms of malfeasance.  It prescribes protection for whistleblowers and penalties for offences but in my view fails in not giving the option of anonymity.  
The Whistleblowers Protection Act in Victoria does and as stated previously in my experience anonymity is the only real protection for whistleblowers.  For example if any relative or friend of mine sought my advice it would be to claim anonymity.  If that was not an option I would recommend they seriously consider the potential negative ramifications on them and their loved ones before speaking out.
If called before the Committee I could give numerous examples to support the assertions made in this submission.  They would come from the policing, public and private sector environments.  I could do so without breaching privacy or confidentiality requirements.
Thank you again for the opportunity to present the above views and recommendations
Yours sincerely,
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R (Bob) Falconer APM
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