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Section 178(2) - Historical Internet Request

AFP Details

AFP Reference

External
Enquiries
Team / Office

Contact Officer
Telephone
Fax

Address

Request Priority
PROMIS Number
PROMIS Task
Carrier Details
Carrier

Carrier Contact
Phone

Fax

Billing Code

Notification of Authorisation

I, , a relevant staff member of the Australian Federal Police (the
AFP), acting under subsection 184(3) of the Telecommunications (Interception and Access)
Act 1979 (the Act), notify of the above authorisation for access to existing
information or documents.

The information or documents authorised to be disclosed by the authorisation should be
delivered to the AFP by the following means:

Employee of the AFP Dated
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Authorisation

(1)

(2)

(3)

The Australian Federal Police (the AFP) is an enforcement agency within the definition
of ‘enforcement agency’ in subsection 5(1) of the Telecommunications (Interception
and Access) Act 1979 (the Act).

I, , am an authorised officer of the AFP within the
definition of ‘authorised officer’ in subsection 5(1) of the Act as I am a person who
holds, or is acting in, an office or position in the AFP covered by an authorisation of
the head of the AFP under subsection 5AB(1) of the Act.

Acting under Section 178(2) of the Act, I authorise the disclosure of the following
specified information or documents, being information or documents that came into
existence before the time the person from whom the disclosure is sought, being
Optus, receives notification of the authorisation.

I am satisfied that the disclosure is reasonably necessary for the enforcement of
Criminal Law , under

Approved by at

Request Details

The provision of subscriber, user and account information that may
exist for:
(*IP addresses to include exact date and t me -onverted to AEST)

Please provide the following information:

Subscriber details (name/s, DORB; address, telephone number/s, etc) ~
Any other usernames associataawwith this account ~
Dynamic (dial-up) or static account r~
Date of sign up and cancellation (if any) r
CLI/CND informetion It available (to verify the physical connection & r~
location of the serviCe number used)

POP number (if CLI information is not available) r
Credit card & payment details of user r
Dates & times of access (ie. user log-on records and IP addresses) I~

Legal Disclaimer

The unauthorised disclosure of information relating to police enquiries may compromise the
integrity of a police investigation and have repercussions for effective law enforcement and
the safety of the community. In some circumstances, unauthorised disclosure of information
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to third parties can be an offence under the Telecommunications Act or other legislation.






