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Centrelink Customer Aecords - Unauthorised Access

Vwartt to reraing all stalf that Centrelink's customer records must not be
accessad without a legiimate business reason and that unauthorsed access is a
sarous offence, in breach of Centrelink’s policies, the APS Code of Conduct and
privacy guidelines.

Unautharised acoess includes browsing, processing transactions and completing
aclivities of customer records where theres is no legitimate business reason or
where Centrelink has datermined that an official must not access the records.

Cenlrefink staff who have accsssed customer records that they are not
authonised to view can expect disciplinary action, including termination of
employrment, a reduction in clagsification, fines, sic.

Suphisticated access compliance chacks, including logon idemification, ars used
to ensure that cusiomer records are only viewed by authonsed staff. All
suspected instances of unauthorised acocess are Investigated,

Staff who have any doubt about which custorner records they san access, or
Centrelink’s policies and rules, should contact their Area Office Privacy Otficer or
the Frivacy & Inforrnalion Access Team in National Support Offics,

Sheryl Lewin
General Manager
Peopla and Planning Division
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