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Outcome: All, Output: All 





Question: 199

Topic: Passage of the Australian Communications and Media Authority Act 2005 

Hansard Page: ECITA 151

Senator Conroy asked:

How long is it since the ACMA Act was passed by the Senate?

Answer: 

The Australian Communications and Media Authority Act 2005 was passed by the Senate on 16 March 2005. It received Royal Assent on 1 April 2005.

Outcome: 1, Output: 1.1 





Question: 200

Topic: Interference between community broadcasters

Hansard Page: ECITA 154

Senator Ronaldson asked:

However, SGCR [Strengthening Goldfields Community Radio Inc] were then advised that it may interfere with an existing community broadcaster, 3VYV, in the Yarra Valley…. Is it likely that there is going to be interference between Yarra Valley and Maryborough? 

Answer: 

The Australian Broadcasting Authority (now the Australian Communications and Media Authority) conducted a detailed engineering analysis on the use of the FM frequency suggested by the SGCR consultant, and concluded that there was potential for mutual interference on the same channel (99.1 MHz) to and from the licensed community radio services 3VYV Yarra Valley and 3OCR Apollo Bay. Additionally, there was also the potential for interference to the 3SFM community radio service at Swan Hill from the proposed SGCR service. This was communicated to the SGCR consultant on 24 December 2004.

Outcome: 3, Output: 3.2
 




Question: 201

Topic: Monitoring of the anti-siphoning regime

Written question on notice 

Senator Conroy asked:

1. The Government has directed ACMA to monitor the anti-siphoning list. When is the first monitoring report expected to be published?

2. Is ACMA consulting with any other parties on the methodology that should be used in the monitoring?

3. Have you seen the reports that the pay TV industry body, ASTRA does at present? Will ACMA’s reports use the same methodology?

4. Earlier this year there was some debate about whether there is a loophole in the anti-siphoning laws because entities that are associated with pay TV licensees can acquire the right to events before free to air broadcasters have had a reasonable opportunity. Will ACMA be examining how common this practice is and its effect on the integrity of the list?

Answer: 

1. ACMA is required by the Direction to provide interim reports to the Minister for Communications, Information Technology and the Arts as regularly as practical throughout the investigation, but at least every six months. The first interim report is therefore due by 30 June 2006. ACMA must also provide a final report to the Minister by 1 July 2011. 

2. ACMA is consulting on the methodology that should be used with all affected commercial and national television broadcasters and industry representative organisations, FreeTV Australia and the Australian Subscription Television and Radio Association (ASTRA). ACMA has also posted its proposed data collection spreadsheet on its website at: www.acma.gov.au.

3. ACMA has seen the reports that ASTRA provides. In relation to the methodology to be adopted, ACMA is currently consulting on this issue but it is likely that the monitoring methodology will be broader in scope and more comprehensive than that employed by ASTRA.

4. ACMA will not be specifically examining the circumstances leading to the acquisition of broadcast rights for free-to-air and subscription television broadcasting. In accordance with the Direction, ACMA will be monitoring the nature and extent of the broadcasting rights for events on the anti-siphoning list that have been acquired by free-to-air broadcasters and the use of those rights, which includes:

· the broadcast of the events; and 

· if the rights were not used, or not fully used, whether the rights had been on-sold or offered to other free-to-air broadcasters or subscription broadcasters.

Outcome: 3, Output: 3.2 






Question: 202

Topic: AM Radio

Written question on notice

Senator Conroy asked:

1. I understand that the ABA provided the Minister with a report on AM radio in June 2005? Is that correct?

2. Can a copy of that report be made available to the Committee?

3. Does the Government plan to make a formal response to this report?

Answer: 

1. Yes. The Australian Broadcasting Authority forwarded a copy of the AM report to the Minister’s office on 17 June 2005.

2. The Australian Communications and Media Authority released the AM Radio report on 4 January 2006. The report is available on the ACMA website. 

3. ACMA has no information regarding the Government’s intentions in relation to the AM Radio report.

Outcome: 1, Output: 1.2  





Question: 203

Topic: Defence Force Spectrum

Written question on notice

Senator Conroy asked:

1. There has been some recent press about ACMA charging the Army spectrum fees (Daily Telegraph 20 October) when it fits jamming devices to its helicopters which protect them from detection. Are those reports accurate?

2. How much revenue does ACMA collect from the defence forces annually?

3. What are the legislative provisions that require the ACMA to charge these fees?

4. It has been reported that defence forces regularly ignore their liability to ACMA? How rigorously does ACMA pursue these fees?

Answer: 

1. While ACMA does charge Defence for access to the radiofrequency spectrum, after consultation with Defence, the reports in question appear to be baseless. 
2. In 2004-05, the Department of Defence paid $10.7 million for spectrum.

3. ACMA’s spectrum management functions include managing the radiofrequency spectrum in accordance with the Radiocommunications Act 1992 (paragraph 9(a) Australian Communications and Media Authority Act 2005). The object of the Radiocommunications Act 1992 is to provide for management of the radiofrequency spectrum in order to (among other things) …’provide an efficient, equitable and transparent system of charging for use of the spectrum, taking account of the value of both commercial and non-commercial use of spectrum…’ (paragraph 3(e) Radiocommunications Act 1992).

Various legislative provisions provide the basis for the ACMA to charge fees, including the:

a. Australian Communications and Media Authority Act 2005

b. Radiocommunications Act 1992

c. Radiocommunications Taxes Collection Act 1983

d. Radiocommunications (Spectrum Licence Tax) Act 1997

e. Radiocommunications (Transmitter Licence Tax) Act 1983

f. Radiocommunications (Receiver Licence Tax) Act 1983

4. ACMA is not aware of the Department of Defence ignoring their liability for fee payments to ACMA.

Outcome: 3, Output: 3.1 






Question: 204

Topic: Digital radio – report on spectrum availability

Written question on notice

Senator Conroy asked:

1. Last month the Minister released a framework for the transition to digital radio. I understand that ACMA has to plan for the roll out in metropolitan areas. Can you elaborate on ACMA's duties? What is the process to implement the plan? 

2. When does ACMA expect that digital radio services will commence in metropolitan Australia? 

3. On December 18 2004 the Minister asked the ABA to investigate the availability of spectrum for digital radio. Can ACMA provide a copy of the report to the Committee? 

4. If the answer to question 3 is no, what were the report's key findings in relation to the availability of spectrum?

Answer: 

1. The role of ACMA in the planning of digital radio is likely to be similar to that played by its predecessor the Australian Broadcasting Authority for digital television. The precise details will be a matter for legislation. 

2. The timing for the commencement of digital radio services will depend on the passage of the relevant legislation, time needed to develop frequency plans and the time required for broadcasters to purchase transmitters and build the necessary infrastructure.

3. The ABA and ACA prepared a joint report on the availability of spectrum for digital radio which was sent to the Minister on 30 June 2005. The Minister has agreed that the report be made available for consultation purposes. 

4. See answer to Part 3. 

Outcome: 3, Output: 3.2 






Question: 205

Topic: Digital media in Australian homes study

Written question on notice

Senator Conroy asked:

1. In March 2005 ACMA commissioned research into digital media in households. How much is the study costing ACMA?

2. Has it concluded yet?

3. When will the study be made available to the public?

Answer: 

1. $101,453 (including GST) was paid to the consultant to conduct and report the research.

2. Yes.

3. A report on the study was released publicly on 9 November 2005. The report is available in print and on ACMA’s website.

Outcome  1   Output   1.2





Question:  206

Topic: ACMA: SMS SPAM
Written Question on Notice

Senator Conroy asked:

1. How many complaints has ACMA/ACA received regarding spam in the last financial year (showing total complaints received and total organisations or individuals complained about)?

2. How many of these complaints related to SMS spam?

· What enforcement action did the ACMA/ACA take in response to these complaints?

3. On how many occasions has the ACMA/ACA fined companies or individuals for breaches of the Spam Act?

· On how many occasions has the ACMA/ACA taken lesser regulatory action (eg. cautions, directions) against companies or individuals for breaches of the Spam Act?

4. On how many occasions has the ACMA/ACA fined companies or individuals for breaches of the Spam Act?

5. On how many occasions has the ACMA/ACA taken lesser regulatory action (eg cautions, directions) against companies or individuals for breaches of the Spam Act?
Answers: 

1. During the 2004-05 financial year, the ACA received 199,327 separate reports of spam from the public through its newly developed public reporting and analysis system, including 2,287 formal complaints about spam believed by the submitter to be of Australian origin.

a. Of the reports received, a proportion of these were duplicated complaints about the same company/individual. However, the number of allegedly non-compliant businesses or individuals would be very difficult to calculate, especially for the 99 per cent of spam that originated offshore, as the spammers generally try to disguise their identity and the origin of the spam. 

2. Of the 2,287 formal spam complaints lodged by Australian consumers in 2004-05, mobile phone spam complaints made up 178 (approx. 8 per cent).

a. Where a firm has breached the Act in relation to SMS spam, ACA undertook the following enforcement activities:

· three businesses were issued with infringement notices (fines) for breaches of the Act;

· an enforceable undertaking was accepted from a business; and

· wrote to caution/direct 20 Australian businesses to review their current SMS procedures and comply with the Spam Act. 

3. During 2004-05, in relation to all spam (including email and SMS), ACA: 

a. commenced Federal Court proceedings against one alleged global spammer and its managing director;  

b. issued five businesses/individuals with infringement notices (fines) for breaches of the Act;  

c. accepted enforceable undertakings from three businesses/ individuals regarding future compliance with the Act; and  

d. wrote to caution/direct more than 200 Australian businesses to review their current procedures and comply with the Spam Act. In seven cases the businesses/individuals received a formal warning letter under Section 41 of the Act.

4. This question has been covered in question 3.

5. This question has been covered in question 3.

Outcome: 1, Output: 1.2





Question: 207

Topic: Protection of customer personal data

Written question on notice

Senator Conroy asked:

1. A recent Four Corners documentary (screened on August 15) outlined allegations that workers at Indian Call Centres were trading confidential information about overseas customers. The report also indicated that a number of Australian telecommunications companies that outsource their telemarketing operations to overseas countries could have been affected by this security and privacy breach. Has ACMA undertaken any investigations as to whether any Australian telecommunications companies have breached Australian law as a result of the allegations outlined on Four Corners? 

2. If so, please provide details of these investigations. 

3. Is ACMA investigating the need to mandate data protection certification for overseas outsourced call centres? 

4. Would ACMA consider recommending to the Minister that ACIF be issued a direction requiring it to develop an industry code dealing with the circumstances in which telecommunications companies could transfer customers’ personal data to overseas operators?

5. What other policy options does ACMA have at its disposal for dealing with this issue?

Answer: 

1 & 2:
ACMA has looked into the status of companies named in the Four Corners report and 

whether they or their employees have breached Part 13 of the Telecommunications Act 1997 (the Act). Only one of companies named in the Four Corners report was a carriage service provider (CSP) and under ACMA’s jurisdiction.

Part 13 protects the affairs or personal particulars of consumers (including unlisted telephone numbers or any address) where that information has come into the possession of an ‘eligible person’. The definition of ‘eligible person’ includes carriers, carriage service providers, telecommunications contractors and their employees. ACMA has a range of options if the named companies are ‘eligible persons’ and are in contravention of Part 13 of the Act. This includes both civil penalties for carriers and carriage service providers and criminal penalties for individuals. The investigation showed that the CSP did not appear to have breached Part 13 of the Act. 

ACMA has also contacted the Office of the Federal Privacy Commissioner (OFPC) which announced on 17 August 2005 that it was undertaking investigations as a result of the Four Corners report. The OFPC said that two companies were being investigated for possible breaches of the Privacy Act 1988. National Privacy Principle 9 deals with transborder data flows. There is likely to be some overlap between the ACMA and OFPC investigations and ACMA’s conclusions, particularly about parts 4 and 5 of this question (below), will be influenced by the OFPC’s findings. ACMA understands that the OFPC is not planning to take any further action in relation to the CSP investigated by ACMA.

3. ACMA is not specifically considering data protection certification for overseas call centres. 
Data certification is unlikely to assist in circumstances where an employee sells personal data gained through their employment to build personal data profiles for telemarketing or other fraudulent activities.

4. No. Such a code could only apply to participants in the Australian telecommunications industry and their contractors operating in Australia.

5. Apart from the existing legislative provisions noted in ACMA’s response to part 2 of this question, possible additional policy options would be formed by the outcomes of the ACMA and OFPC investigations. 

Outcome: 1, 2, 3  Output:  1.2, 2.1, 3.2



Question: 208

Topic: Telecommunications content regulation

Written question on notice 

Senator Fielding asked:

1. What protections are in place to ensure that children are not exposed to pornographic images and/or video on telephones, whether mobile phones or landline telephones? If there are protections, please explain how these work.

2. What protections are in place to ensure that there are general restrictions to access to R-rated and X-rated material on mobile telephones? If there are restrictions, please explain how these work.

3. Given that mobile telephones can be used to access the Internet and given that mobile telephone use is almost impossible for parents to supervise, what has the Government done to ensure that children do not get access to inappropriate material, especially R-rated and X-rated material?

4. What is the Government doing to keep ahead of rapidly changing technology in the area of electronic distribution of pornographic material? Please provide details of where technological developments are anticipated and what the Government is doing to prepare for those changes in order to effectively regulate content.

5. Have representatives of the Government attended any conferences on the regulation of Internet pornography or the regulation of transmission of pornography by other electronic means? If so, please provide details including a copy of the conference proceedings.

6. I note that there are new Internet industry codes of practice. Please explain how the interim safeguards for mobile content work.

7. Please explain the process underway for development of a permanent regulatory framework for mobile content. What is the timeline to get a permanent regulatory system in place? How is the permanent regulatory framework expected to differ from the interim safeguards?

8. How many members of the Internet Industry Association signed up to the last set of industry codes of practice? I understand that very few members display the IIA Family Friendly ISP ladybird seal. How many members do you anticipate will sign up to the codes of practice and how can you improve that number?

9. If the IIA cannot get many of its members to sign up to a code of practice, isn't this a case for better government regulation rather than ineffective industry self-regulation?

Answer: 

1. Mobile telephones can be used to access a range of content services. Co-regulatory schemes for internet and broadcasting services apply to internet and broadcasting services provided to mobile phones in the same way that they apply to services accessed using ‘fixed’ devices located in the home, and aim to protect children from exposure to material that is sexually explicit or otherwise inappropriate or potentially harmful. Pending the outcome of a review of mobile content regulation being undertaken by the Department of Communications, Information Technology and the Arts, additional interim safeguards for mobile telephone content have been developed under the Telecommunications Act 1997 and internet industry codes of practice registered under Schedule 5 to the Broadcasting Services Act 1992 (BSA). 
Telecommunications service provider determination

The Telecommunications Service Provider (Mobile Premium Services) Determination 2005 (No. 1), made by the former Australian Communications Authority on 29 June 2005, prohibits content that is or would be classified RC or X18+ under the National Classification Code, and requires that content that is or would be classified R18+ or MA15+ be provided only to customers who have opted in to the service and verified that they are at least 18 years of age. The content prohibitions and restrictions came into effect on 30 June 2005, and aim to ensure broadly consistent treatment of content across all media and entertainment platforms, including cinema, DVD, and commercial broadcast television. 

The determination applies to content provided on premium rate short message services (SMS), multimedia message services (MMS) and the proprietary network services of mobile carriage service providers. Premium rate SMS and MMS services which provide restricted content are to be provided only on numbers with the prefix 195 or 196. Restricted content provided on mobile carriage service provider portals must be subject to appropriate access restriction and age verification procedures.

Mobile carriage service providers must prepare age verification compliance plans, which set out the procedures used to verify the ages of customers who request access to restricted content, and maintain records of actions taken in relation to customers’ requests for access to restricted content. ACMA can audit a mobile carriage service provider’s age verification compliance plan and age verification records.

The determination makes provision for development of self-regulatory schemes containing complaint-handling and other consumer protection measures. ACMA understands that a draft self-regulatory scheme is likely to be published for consultation in late 2005. ACMA expects to formally consider a scheme for approval during the first quarter of 2006. In the interim, a person can complain to ACMA about non-compliance with the determination.

Co-regulatory scheme for internet content

The co-regulatory scheme for internet content established under the BSA commenced on 1 January 2000. The scheme applies to stored content that is accessible over the internet, regardless of whether the internet carriage service is wireless/mobile or fixed line, and is comprised of:

· a hotline for complaints about content that may be prohibited;

· codes of practice for internet service providers and internet content hosts, registered by the former Australian Broadcasting Authority on 26 May 2005;

· education and awareness measures; and

· supporting measures, including research and international liaison.

A person can complain to ACMA about internet content that they believe is or may be prohibited. The BSA defines ‘prohibited content’ as content that is classified RC or X18+ under the National Classification Code and, in the case of content hosted in Australia, content that is classified R18+ and not subject to a restricted access system. 

ACMA can direct removal of prohibited content hosted in Australia, and failure to comply with such a direction amounts to an offence under the BSA. Prohibited content outside Australia is referred to the makers of filter software, in accordance with the procedure set out in the internet industry codes of practice. ‘Sufficiently serious’ content, such as that pertaining to illegal activity, is referred to the relevant law enforcement agency, either directly or through an accredited hotline body in the country concerned. 

The codes of practice contain a number of measures which guard against children being exposed to harmful or unsuitable material. These include a requirement that online accounts not be provided to children without a parent’s consent and a requirement to provide internet safety information and tools such as filter software. In relation to content provided on mobile carriage services, the codes contain the same content prohibitions and restrictions that are set out in the telecommunications service provider determination.

ACMA’s internet safety web site www.cybersmartkids.com.au provides advice and information to children, parents and teachers about potential internet risks, and how to manage them. Cybersmartkids brochures, one of which deals specifically with the content and contact services provided on mobile phones, have been distributed to schools, libraries and community organisations throughout Australia. 

2. Mobile telephones can be used to access a range of content services. Restrictions on access to material that is classified R18+ or X18+ under the National Classification Code are provided by co-regulatory schemes for internet and broadcasting services, which currently apply to internet and broadcasting services provided to mobile phones in the same way that they apply to services accessed using ‘fixed’ devices located in the home. Pending the outcome of the review of mobile content regulation, additional interim safeguards for mobile telephone content have been developed.

Telecommunications service provider determination

On 30 June 2005, content prohibitions and restrictions came into effect under the determination made by the former Australian Communications Authority which prohibits content that is or would be classified RC or X18+ under the National Classification Code. It also requires that content that is or would be classified R18+ or MA15+ be provided only to customers who have opted in to the service and verified that they are at least 18 years of age. 

The determination applies to content provided on premium rate short message services (SMS), multimedia message services (MMS) and the proprietary network services of mobile carriage service providers. Premium rate SMS and MMS services which provide restricted content are to be provided only on numbers with the prefix 195 or 196. Restricted content provided on mobile carriage service provider portals must be subject to appropriate access restriction and age verification procedures.

The determination makes provision for development of self-regulatory schemes containing complaint-handling and other consumer protection measures. ACMA understands that a draft self-regulatory scheme is likely to be published for consultation in late 2005. ACMA expects to formally consider a scheme for approval during the first quarter of 2006. In the interim, a person can complain to ACMA about non-compliance with the determination.

Co-regulatory scheme for internet content

Under the co-regulatory scheme for internet content established under the BSA which commenced on 1 January 2000, a person can refer material to ACMA for investigation that they believe is or may be prohibited. The BSA defines ‘prohibited content’ as content that is classified RC or X18+ under the National Classification Code and, in the case of content hosted in Australia, content that is classified R18+ and not subject to a restricted access system. 

The Internet Industry Codes of Practice registered in May 2005 contain provisions specifically relating to content on mobile carriage service provider portals. These include prohibiting content that is or would be classified RC or X18+ under the National Classification Code and restricting access to content that is, or would be classified R18+ or MA15+, with a requirement that all customers who want access to restricted content must verify their age as at least 18 years and opt in. There are also requirements to inform users about potential risks associated with the mobile environment, and how to manage those risks; and procedures for complaints handling.
3. The co-regulatory scheme for internet content established under the Broadcasting Services Act 1992 (BSA) commenced on 1 January 2000. The scheme applies to stored content that is accessible over the internet, regardless of whether the internet carriage service is wireless/mobile or fixed line, and is comprised of:

· a hotline for complaints about content that may be prohibited

· codes of practice for internet service providers and internet content hosts, registered by the former Australian Broadcasting Authority on 26 May 2005.

· education and awareness measures

· supporting measures, including research and international liaison.

A person can complain to ACMA about internet content that they believe is or may be prohibited. The BSA defines ‘prohibited content’ as content that is classified RC or X18+ under the National Classification Code and, in the case of content hosted in Australia, content that is classified R18+ and not subject to a restricted access system. 

ACMA can direct removal of prohibited content hosted in Australia, and failure to comply with such a direction amounts to an offence under the BSA. Prohibited content outside Australia is referred to the makers of filter software, in accordance with the procedure set out in the internet industry codes of practice. The codes require internet service providers to offer filters to their customers. ‘Sufficiently serious’ content, such as that pertaining to illegal activity, is referred to the relevant law enforcement agency, either directly or through an accredited hotline body in the country concerned.  The former Australian Broadcasting Authority (ABA) received one complaint about content accessed on a mobile phone, and found the content to be not prohibited.

The codes of practice must contain measures which guard against children being exposed to harmful or unsuitable material. These include a requirement that online accounts not be provided to children without a parent’s consent and a requirement to provide internet safety information and tools such as filter software. In the 2004-05 review of the codes, the former ABA asked the Internet Industry Association to ensure that the codes provided appropriate safeguards in relation to mobile telephone content provided via the internet. The codes registered on 26 May 2005 prohibit mobile carriage service providers from hosting content that is or would be classified RC or X18+, and require them to restrict access to content that is or would be classified R18+ or MA15+. Restricted content can be provided only to customers who have requested access to the content and verified that they are 18 years of age or older using a valid credit card or other reliable means. The codes also require mobile carriage service providers to provide customers with information about supervising and controlling children’s access to mobile content. As part of its responsibility to monitor compliance with the codes, ACMA has commenced an ISP code compliance audit that should be completed by 2006.

Both ACMA and NetAlert Limited provide online advice and information to children, parents and teachers about potential internet risks, and how to manage them, at www.cybersmartkids.com.au and www.netalert.net.au. ACMA’s Cybersmartkids brochures, one of which deals specifically with the content and contact services provided on mobile phones, have been distributed to schools, libraries and community organisations throughout Australia. 

The Government is mindful of the difficulties parents face in supervising children's use of internet services accessed on personal mobile devices. Accordingly, the Government has instructed DCITA (in undertaking the Review of the Regulation of Content Delivered Over Convergent Devices) and the former ACA (in developing the Mobile Premium Services Determination) to require additional protections to those already in place under the Online Content Scheme.

4. Responsibility for regulation of the content of audio-visual entertainment products and services is shared amongst the Office of Film and Literature Classification (OFLC), State and Territory classification enforcement authorities, Department of Communications, Information Technology and the Arts (DCITA), ACMA and NetAlert Limited. The OFLC and relevant State and Territory authorities administer the National Classification Code and its application to services other than broadcasting, internet and other telecommunications services. NetAlert Limited provides advice and education on managing access to online content. Overall responsibility for ensuring that the broadcasting and telecommunications regulatory framework provides adequate community safeguards rests with DCITA. 

To inform itself of technological developments which may impact on its regulatory functions and responsibilities in relation to broadcasting, internet and telecommunications services, ACMA undertakes research, commissions expert advice and liaises with counterpart bodies in Australia and overseas. 

Research undertaken by the former ABA helped to identify community concerns about internet and mobile content, and informed development of appropriate regulatory responses. In 2005, ACMA has advised and assisted NetAlert Limited in relation to research it commissioned into the use of filtering technologies in broadband internet environments. ACMA understands that the results of this research, scheduled to be published in late 2005, will help to inform further consideration of how filters can be used to manage access to the internet. ACMA proposes to continue to undertake research on the use of internet and mobile services, and any new services which emerge. 

In 2004-05 the former Australian Broadcasting Authority (ABA), former Australian Communications Authority and the Department of Communications, Information Technology and the Arts commissioned Network Strategies Limited to provide advice on the technologies and business models being used to provided audio-visual content to mobile devices.

ACMA’s membership of the Europe-based Internet Hotline Providers Association and participation in other international regulatory forums also helps to ensure that ACMA is familiar with and can respond to emerging internet safety issues. 

ACMA anticipates that the wider deployment and take-up of broadband, internet protocol-based networks will affect the provision of broadcasting, internet and other telecommunications services in the short- to medium-term. ACMA’s functions and responsibilities are defined under the Broadcasting Services Act 1992 and the Telecommunications Act 1997 with respect to services rather than specific technologies. The use of a new technology to provide a service would not in itself necessitate changes to regulatory provisions, or the way they are implemented. 
5. Details of attendance at relevant conferences by staff and members of the former Australian Broadcasting Authority (ABA) and former Australian Communications Authority (ACA) in 2004-05, and by staff and members of ACMA in the period 1 July 2005 to 30 November 2005, are set out below. The information includes details of conferences about content regulation generally which included presentations or discussions of regulatory issues associated with broadcasting and internet services providing sexually explicit material. That is, not all of the events listed below were concerned solely with provision of sexually explicit material via the internet or other electronic means.

References to the events or organisations concerned, including conference proceedings where available, are shown in the far right-hand column of the tables. 

Conferences attended by ACMA

	Date
	Event
	Location
	ACMA Attendee(s)
	Reference

	9-11 Sep 2005
	Oxford Internet Institute – Safety and Security in a Networked World: 

Balancing Cyber-Rights and Responsibilities
	Oxford, United Kingdom
	Executive Manager, Industry Performance and Review Branch
	Conference proceedings online at http://www.oii.ox.ac.uk/cybersafety

	29 Nov

2005
	Information Communication Ethic Committee Internet Safety Conference
	Seoul, Republic of Korea
	Hotline Manager
	Conference proceedings forthcoming. 


Conferences attended by the ABA and ACA

	Date
	Event
	Location
	ABA/ACA Attendee(s)
	Reference

	29 Sep – 1 Oct 2004
	INHOPE members meeting/hotline workshop
	Salzburg, Austria
	ABA Director, Industry Performance and Review Branch
	Proceedings of meetings protected by confidentiality agreement.

See http://www.inhope.org for further information about INHOPE.

	2 Nov 2004
	International Policing Conference
	Adelaide, South Australia
	ABA General Manager/Acting Member

ABA Hotline Investigator
	Conference proceedings not published.

	3-6 Nov

2004
	Ninth Asia Pacific Regulatory Roundtable
	Seoul, Republic of Korea
	ABA General Counsel

ABA Part-time member
	Conference report prepared by ABA General Counsel is attached (see Appendix 1).

	Nov 2004
	International Audiotex Regulators Network members meeting
	Vienna, Austria
	ACA Senior Project Officer
	Conference proceedings not published.

	26-28 Jan 2005
	INHOPE members meeting
	Amsterdam, The Netherlands
	ABA Senior Project Officer
	Proceedings of meetings protected by confidentiality agreement.

See http://www.inhope.org for further information about INHOPE.

	16 Feb 2005
	ABA Internet Safety Roundtable
	Sydney, Australia
	ABA Director, Industry Performance and Review Branch, and 

ABA Content Assessment Section
	Program attached (see Appendix 2). Conference proceedings not recorded.

	25-26 Mar 2005
	International Conference on Digital Genesis
	Taipei, Taiwan
	ABA Director, Industry Performance and Review Branch
	Conference details online at http://www.i-link.org.tw/

	9 Jun 2005
	Childwise Public Forum: The Global Explosion Of Child Pornography
	Melbourne, Australia
	ABA Director, Industry Performance and Review Branch
	Conference proceedings not published. Event details at http://www.childwise.net/media-releases.php

	Jun 2005
	European Commission Safer Internet Forum
	Luxembourg
	ACA Manager, Content, Credit Management and Infrastructure Section
	Conference details online at http://europa.eu.int/information_society/activities/sip/si_forum/mobile_2005/index_en.htm


The ABA and ACMA also have regularly attended meetings of the board of NetAlert Limited.

From the mid-1990s, the former ABA participated in a range of Australian and international policy and regulatory forums during the development and implementation of the co-regulatory scheme for internet content established under Schedule 5 to the Broadcasting Services Act 1992. Details of some of these events and forums are available on the archived web site of the former ABA at http://www.aba.gov.au/newspubs/speeches/online.shtml, and in the ABA’s annual reports.

6. The codes prohibit mobile carriage service providers from hosting content that is or would be classified RC or X18+, and require them to restrict access to content that is or would be classified R18+ or MA15+. Restricted content can be provided only to customers who have requested access to the content and verified that they are 18 years of age or older using a valid credit card or other reliable means. The codes also require mobile carriage service providers to provide customers with information about supervising and controlling children’s access to mobile content.

Whereas a complaint about internet content accessed on a mobile telephone can be made directly to ACMA, a complaint about non-internet content accessed on a mobile telephone can be made to the relevant mobile carriage service provider or content service provider in the first instance. The code requires that the content concerned by taken-down within 24 hours, pending a review of its classification by the mobile carriage service provider or content service provider. An unresolved complaint can be referred to ACMA, and ACMA would consult with the Office of Film and Literature Classification to determine whether the complaint should be upheld.

7. The Department of Communications, Information Technology and the Arts (DCITA) has conducted the Review of the Regulation of Content Delivered Over Convergent Devices. The review is considering what measures should apply to audiovisual content delivered to mobile communications devices to protect consumers from inappropriate or harmful material.

ACMA understands the report of the Review is currently being finalised.

8. Internet industry codes of practice registered under the Broadcasting Services Act 1992 apply to all internet service providers (ISP) and internet content hosts (ICH), whether or not they are members of the Internet Industry Association (IIA). 

An ISP or ICH is not required to display the IIA Family Friendly ISP ladybird seal in order to comply with the codes, but members of the IIA may do so if the IIA has verified that they so comply. 

While the codes of practice are voluntary, ACMA can investigate a complaint that an ISP or ICH is not complying with a code that applies to it, or initiate its own investigation into such a matter. ACMA can direct an ISP or ICH to comply with a code if satisfied that the ISP or ICH is not already doing so, and non-compliance with such a direction amounts to an offence under the Act. 

In August 2004, the former Australian Broadcasting Authority (ABA) undertook a code of practice compliance audit which found that two of the 10 largest Australian ISPs were not fully compliant with requirements to provide internet safety tools and information. Action was taken by the ABA to ensure compliance by the ISPs concerned. ACMA has commenced a further ISP code compliance audit that should be completed by 2006. 

9. Internet industry codes of practice registered under the Broadcasting Services Act 1992 apply to all internet service providers and internet content hosts, whether or not they are members of the Internet Industry Association. 

Appendices:

1 Re part 5 of question: 9th Asia-Pacific Regulatory Roundtable

2 Re part 5 of question: Seminar: Developing Strategies for Keeping Children Safe Online – 16 February 2005  

Outcome: All, Output: All 





Question: 209

Topic: Senate Order on Departmental and Agency Contracts 

Written question on notice

Senator Murray asked:

1. What guidance is provided to staff with responsibilities for contract negotiations specifically about the requirements of the Senate Order? If relevant guidance is not provided, please explain why this is the case.
2. What training and awareness sessions are provided, either in-house or through other training providers (eg. DOFA, APS Commission or private firms) in respect of the Order? Please provide a list of the dates, the identity of the training providers and the content of the training that staff attended in 2005. If training and awareness sessions are not provided, please explain why this is the case. 

3. Has the department/agency revised its procurement guidelines to incorporate the new Commonwealth Procurement Guidelines that took effect from 1 January 2005, particularly with respect to the confidentiality elements contained in those guidelines? If so, when did this occur and can a copy be provided? If not, what is the cause of the delay and when will the revision occur? 

4. ANAO audits for the last three years have revealed a consistently low level of compliance across most agencies with DOFA confidentiality criteria (February 2003) for determining whether commercial information should be protected as confidential. The ANAO's latest report on the Order (No.11 2005-2006, September 2005) states that departments and agencies need to give higher priority with this important requirement of the Senate Order.

a) What specific measures have been or will be taken to address this problem, give it higher priority and raise compliance levels? 

b) What guidance and training are provided to staff about the confidentiality criteria and the four tests employed to determine whether information should be protected?

c) What internal auditing or checking is performed to test compliance in this area? If none is performed, why not and is the agency considering the adoption of internal controls and checks?

5. What problems, if any, has the agency and/or relevant staff experienced in complying with the Senate Order? What is the nature and cause of any problems? What measures have been, or could be, adopted to address these concerns?

Answer: 

1. Management Instruction 3 (MI 3) – Procurement, provides guidance about the requirements of the Senate Order to staff with responsibilities for contract negotiations.

2. In-house courses on procurement requirements and obligations were provided to all staff involved in procurement activities in April and September 2005. The training was provided by the Agency Procurement Adviser and the content included:

· the FMA Act and Regulations; 

· the Commonwealth Procurement Guidelines and Mandatory Procurement Procedures; and

· accountability and reporting obligations.

The ACMA Procurement Advisor, who has responsibility for ensuring that reporting requirements are met, also attended external courses on government procurement in 2005. Those courses were provided by DOFA, Clayton Utz and Phillips Fox and the content included:  

· the Public Sector Procurement framework;

· contract law; and

· contract management practice.

3. Chief Executive Instructions (CEIs) and Management Instructions (MI) that implement the requirements of the Commonwealth Procurement Guidelines came into effect with the establishment of ACMA in July 2005. 

The relevant documents are:

· CEI 3.1 – Procurement;

· CEI 3.3 – Entering into and Managing Contracts and Agreements; and

· MI 3 – Procurement.

Copies of these documents will be made available on request.

4. Each component of the question is addressed separately, below.

a) ACMA has developed and uses standard documentation for requests for tender and for contract negotiations. The standard documentation contains clauses that specify the Government requirements to publish contract details. In all tender processes and contract negotiations, ACMA specifies that contracts are not to contain non-standard clauses (including contract confidentiality) without reference to the ACMA Procurement Adviser.

b) Any request for contract confidentiality is referred to the ACMA Procurement Adviser. The Procurement Adviser considers the request in accordance with the DOFA confidentiality criteria. The Procurement Adviser has high level skills and expertise in procurement management, including the confidentiality criteria, and regularly participates in training and development opportunities to ensure that skills and expertise continue to be appropriate and up to date.

c) Any provision for contract confidentiality is drawn to the attention of the delegate when contract signature is sought, and the delegate will determine whether such provision is in accordance with the DOFA criteria. An internal audit of ACMA procurement practice in the 2006/07 financial year is expected to review all aspects of procurement, including compliance with the confidentiality criteria. 

5. ACMA was established on 1 July 2005 and will make its first report under the Senate Order in December 2005. 

Outcome: All, Output: All 





Question: 210
Topic: Financial performance of information technology and communications 

Written question on notice

Senator Conroy asked:

1. Please provide details of total departmental/organisational spending on Information and Communications Technology products and services during the last 12 months. 

2. Please break down this spending by ICT function (eg communications, security, private network, websites).

3. Was this spending in line with budget forecasts for this 12 month period?

a. If not, please provide details of:

i. the extent that ICT spending exceeded budget forecasts for this 12 month period;

ii. details of on specific ICT contracts which resulted in department/organisation spending in excess of budget forecasts for this 12 month period; and

iii. the reasons ICT spending exceeded budget forecasts for this 12 month period.

4. Please provide details of any ICT projects that have been commissioned by the Department/organisation during the past 12 months that have failed to meet designated project time frames (ie have failed to satisfy agreed milestones by agreed dates).

a. For such projects that were not completed on schedule, please provide details of:

i. the extent of any delay;

ii. the reasons these projects were not completed on time; and

iii. any contractual remedies sought by the Department/organisation as a result of these delays (eg penalty payments).

5. Please provide details of any ICT projects delivered in the past 12 months that have materially failed to satisfy project specifications.

6. Please provide details of any ICT projects that were abandoned by the Department/organisation within the last 12 months before the delivery of all project specifications outlined at the time the project was commissioned.

a. For such abandoned projects, please provide details of:

i. Any contractual remedies sought be the Department as a result of the abandonment of these projects.

ii. Any costs of re-tendering the ICT project.

Answer: 

On 1 July 2005 the Australian Communications Authority (ACA) and the Australian Broadcasting Authority (ABA) merged to form the Australian Communications and Media Authority (ACMA). 

Accounting and reporting on ICT were slightly different for the two former agencies as were the detailed arrangements for outsourced IT. The following answers are based on expenditure information available from the two former agencies for the year ending 30 June 2005. 

1. For the 2004-5 period, the total ICT spend in the ABA was $1.08m and the ACA $7.56 m.

2. Details of the ABA ICT spend:

Operating Costs

	Telephone

	$117,574


	Internet

	$71,025


	Network IT

	$117,968


	Desktop IT

	$344,502


	Software

	$428,907


		
	Total

	$1,079,976



	


Details of the ACA ICT spend:
Operating Costs

	Software Maintenance & Support
	$618,581

	Hardware Maintenance &Support
	$279,754

	Network IT
	$92,166

	Outsourced IT
	$3,165,385

	Telephone
	$723,333

	Sub Total
	$4,879,219


Capital Costs

	Software purchased
	$1,880,000

	Software developed
	$797,000

	Subtotal 
	$2,677,000


	Operating Costs
	$4,879,219

	Capital Costs
	$2,677,000

	Total 
	$7,556,219


3. The ICT spend for both former agencies was in line with their budget forecasts.

4. No ICT projects commissioned by either former agency in 2004-05 failed to meet the designated project timeframes.

5. No ICT projects delivered in 2004-05 materially failed to satisfy project specifications. 
6. No ICT projects were abandoned by either former agency during 2004-05 before the delivery of all project specifications outlined at the time the project was commissioned.
Outcome: All Output: All 





Question: 211
Topic: Expenditure on airfares 

Written Question on Notice

Senator Fielding asked:

7. How much money has the portfolio spent on domestic airfares for each of the last three financial years?

8. How much money has the portfolio spent on overseas airfares for each of the last three financial years?

9. How much money has the portfolio spent on economy class domestic airfares for each of the last three financial years?

10. How much money has the portfolio spent on business class domestic airfares for each of the last three financial years?

11. How much has the portfolio spent on first class domestic airfares for each of the last three financial years?

12. What would be the estimated financial year dollar  saving if all public servants in the portfolio travelled economy class for flights of less than one and a half hours duration?

Answer: 

On 1 July 2005 the Australian Communications Authority (ACA) and the Australian Broadcasting Authority (ABA) merged to form the Australian Communications and Media Authority (ACMA). As a result:  

· responses to parts one to five are provided separately for the ABA and the ACA; and

· the response to part six was  calculated on the basis of 2004-05 ACA data.

Please note: All ABA figures include amounts paid in travel allowance, in addition to the cost of airfares.

7. Domestic airfare expenditure for each of the last three financial years:

	
	ABA
	ACA

	2002-03
	No data available
	$722,034

	2003-04
	$332,466
	$1,111,937

	2004-05
	$326,574
	$942, 709


8. Overseas airfare expenditure for each of the last three financial years:

	
	ABA
	ACA

	2002-03
	No data available
	$330,171

	2003-04
	$155,831
	$361,203

	2004-05
	$143,727
	$346,069


9. Economy class domestic airfare expenditure for each of the last three financial years:

	
	ABA
	ACA

	2002-03
	No data available
	$527,085

	2003-04
	Available data does not distinguish between economy and business expenditure
	$811,714

	2004-05
	Available data does not distinguish between economy and business expenditure
	$688,178


10. Business class domestic airfare expenditure for each of the last three financial years:

	
	ABA
	ACA

	2002-03
	No data available
	$194,949

	2003-04
	Available data does not distinguish between economy and business expenditure
	$300,223

	2004-05
	Available data does not distinguish between economy and business expenditure
	$254,531


11. Neither the ABA nor the ACA spent any funds on first class domestic airfares over the last three financial years.

12. Approximately $107,000 would have been saved in the 2004-05 financial year if all employees of the former ABA and ACA travelled economy class for flights of less than one and a half hours duration. In the absence of actual data on 2004-05 ABA domestic airfare expenditure, as reflected in the responses to parts three and four, above, the savings estimate is based on a number of assumptions.
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