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So, if we include the behemoth Defence Portfolio alongside the NIC and Home Affairs Portfolio, since 2017 

Australia’s leaders have had to contend with three tribes representing similar and overlapping portions of the 

nation’s security and intelligence enterprise and totalling at least 16 agencies and departments.12 Considering 

that the NIC contains agencies that are also resident in the Defence (DIO, ASD, AGO) and Home Affairs (ASIO, 

ACIC, AFP, AUSTRAC) portfolios, the task of planning the capabilities and direction of Australia’s security and 

intelligence enterprise has become a vexed and time-consuming one, even for the most capable Cabinet 

member.  

New shocks and risks in Australia’s strategic environment have broadened further still the scope of issues – 

and agencies - pertinent to Australia’s security. The COVID-19 pandemic and emergent biosecurity threats, 

have made Australia’s Health portfolio profoundly relevant to national security and intelligence planning. Next 

generation internet-connectivity and the urgent technological development needs of Australia’s Pacific 

neighbours has reinforced the security role of Australia’s communications, infrastructure, and industry 

departments. So too have concerns over foreign interference, social cohesion, and societal resilience brought 

departments of education and social services into the security domain. This dynamic expansion of security 

issues is reflected in part by the Bill’s broaden of the intelligence functions subject to the Committee’s 

oversight. 

Australia’s leaders must now navigate a bureaucratic maze when it comes to deliberations on what intelligence 

capabilities to invest in and what legislative reforms to prioritise. Critical intelligence capabilities, enabling 

services and relationships now intersect and stretch across the public service but with no single minister 

positioned to view and understand it all and help adjudicate between powerful, occasionally competing, public 

servants. Consider too that all of the senior ministers responsible for national security activities, including the 

PM, also have extensive responsibilities for other non-security aspects of government, so their attention can 

be greatly restricted. 

The Committee should therefore consider the utility of the Government appointing an assistant or junior 

Minister for Intelligence to improve the ability of Cabinet to exercise informed, strategic leadership over 

Australia’s modern intelligence and security enterprise. Positioned under the PM, the remit of a Minister for 

Intelligence should not necessarily include exercising any of the existing operational authorities of senior 

national security ministers, like approving intelligence collection activities. Rather, their responsibility should 

be to advise NSC and senior ministers on strategic issues transcending Australia’s intelligence and security 

enterprise, such as the preparation of agency budgets, capability investments, and the consideration of 

legislative reforms affecting the powers and oversight of agencies.  

 
12 Including: ASIO, ASIS, ONI, DIO, AGO, ASD, ACIC, AUSTRAC, AFP, the Australian Defence Force, Australian Border Force, 
Australian Government Security Vetting Agency, the Department of Defence, the Department of Home Affairs, the 
Department of Foreign Affairs and Trade, and the Department of Prime Minister & Cabinet.   
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