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31 July 2020 

Dr Sean Turner 
Committee Secretary 
Parliamentary Joint Committee on Law Enforcement  
Parliament House 
Canberra ACT 2600 

By email: le.committee@aph.gov.au 

Dear Dr Turner 

Inquiry into criminal activity and law enforcement during the COVID-19 pandemic 

The Australian Competition and Consumer Commission (ACCC) welcomes the opportunity 
to provide a submission in response to the Parliamentary Joint Committee on Law 
Enforcement Inquiry into criminal activity and law enforcement during the COVID-19 
pandemic. 

As the economy responds to the COVID-19 pandemic, the ACCC has been active in 
detecting and preventing new threats to consumers and the economy. In relation to fraud 
and cybercrime, the ACCC’s focus has been on detecting criminal activity such as scams 
and cartels. 

Scamwatch 

The ACCC aims to prevent Australians from falling victim to scams by raising awareness, 
sharing intelligence and working with government and the private sector to reduce 
opportunities for scams to occur. The ACCC operates the Scamwatch website, which 
provides information to consumers and small businesses about how to recognise, avoid and 
report scams. We have been analysing scams data regarding COVID-19 collected via 
Scamwatch to identify trends, monitor financial losses and inform our scam prevention 
strategies. 

The ACCC receives a very large number of scam reports each year (167,801 in 2019), but 
the scam reports in some categories (phishing1) increased significantly after the Government 
announced changes to superannuation access on 22 March 2020 and the JobKeeper 
program on 30 March 2020. Reports to Scamwatch for the June 2020 quarter are 23 per 
cent higher than the June 2019 quarter. In 2020 more people who make scam reports have 
reported losing money than in any year before (In 2020 13.5 per cent of reports include a 
financial loss, compared with 11.7 per cent last year and 9.9 per cent in 2018).  

                                                
1 Phishing scams are attempts by scammers to trick consumers into giving out personal information such as bank account 

numbers, passwords and credit card numbers. 
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